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1. Purpose. This Standard Operating Procedure (SOP) standardizes the operations of the Afghan Uniform Police (AUP) Security Force Advisor Teams (SFAT). The intent of the SOP is to develop a functional system of tracking, reporting and commanding and controlling (C2) Security Forces (ANSF) in order to react appropriately with necessary forces to properly deal with civil situations. 
 
2. Applicability. This SOP is applicable to all units and personnel assigned, attached, or under the operational control of the District Chief of Police (DCoP). 

3. Role of the Advisor.  The military advisor has three roles involving different responsibilities and arousing differing loyalties which at times conflict. First and foremost, the advisor is a member of a U.S. military organization with a well-defined chain of command and familiar responsibilities. Within this organization, he receives and executes the orders of his superiors (which may not always be in accord with the orders his counterpart receives from his superiors). He supervises subordinate advisors. Among other duties, he must act unobtrusively (but nonetheless positively) as an inspector general—observing, evaluating, and reporting on the performance of his counterpart and the unit to which he is attached.

Secondly, the advisor wears the shoulder insignia of the unit he advises, both figuratively and, quite often (as in Vietnam), literally. Living, eating, and working with the officers and men of his host unit, the advisor soon regards himself as one of them. The sharing of common hardships and dangers forges between him and his native counterpart potent emotional ties. The success and good name of his unit become matters of prime and personal importance to the advisor.  Building this rapport is essential.

Finally, the advisor is interpreter and communicator between his counterpart and his U.S. superiors and subordinates. He must introduce and explain one to the other, help resolve the myriad of problems, misunderstandings, and suspicions which arise in any human organization, particularly when people of starkly different cultures approach difficult tasks together. As has been demonstrated often, the advisor who has quick and easy access to an influential counterpart can sometimes be the best possible means of communicating with him.

For an advisor to be effective, he obviously must gain his counterpart’s trust and confidence. This relationship, however, is only a prelude to the advisor’s major objective: inspiring his counterpart to effective action. In pursuing this goal—constantly, relentlessly, and forcefully, yet patiently, persuasively, and diplomatically—the advisor must recognize conditions which can benefit or handicap his cause.

4. Mission Statement. The ANP is primarily responsible to maintain civil order and law enforcement.  The police will work with the people to actively combat crime and disorder (including terrorism and illegal armed activity); prevent the cultivation, production and smuggling of narcotics; and fight corruption.  The Police ensure the sovereignty of the State and protect its borders.

The Afghan Uniform Police will uphold the Constitution of Afghanistan; enforce the laws to protect the rights of all people of Afghanistan.  The Police perform their duties in a professional, non-discriminatory, accountable and trustworthy manner. The AUP provides civil order, first response, law and order, traffic policing and fire service presence through the Regional, Provincial and District commands.

The operations center enables AUP to synchronize, coordinate and monitor the security of the province/district, conducting hasty mission analysis, determining the appropriate response force and alerting, deploying and providing C2 of those forces until situation is resolved while maintaining a communications link with the OCC-P and ground force commander. 

5. Concept of Operations. Responsible for coordination of civil response to developing situations in their respective Areas of Responsibility (AORs). The staff is comprised of Command Section, Operations, Intelligence, Logistics and Personnel sections. The staff is capable of producing a response plan to either enemy activity or, in coordination with Non-Governmental Organizations (NGOs) and/or the local populace, respond to natural disasters or humanitarian crisis. For the foreseeable future, the primary focus of the operations center activities will be directed toward civil operations. However, vital to endearing the local populace to the Government of the Islamic Republic of Afghanistan (GIRoA), it will also facilitate the government’s ability to respond to natural disasters, civil (non military) unrest and reduce/eliminate governmental corruption.  

[image: ]
[image: ]
[image: ]6. MOI Organization
7. Team Member Terms of Reference.
Team Leader.  Responsible for the overall coaching, teaching, and mentoring of the Provincial/District Chief of Police and AUP Forces.
Internal Tasks
· Establishes contact and arrange meetings between key AUP, ANA, and Government officials
· Position forces to support AUP requests for assistance
· Conduct assessments of Afghan capabilities.
· Keep processes focused on specific issues
· Evaluates Measures of Effectiveness and Measures of Performance against desired endstates.
· Assist in identifying the enemy’s reactions and vulnerabilities
· Leads the team during military decision-making process (MDMP).
· Approves all outgoing reports.
· Provides input for and submits Afghan training and readiness reports.
· Ensures the establishment of requisition and tracking systems.
· Is responsible for overall team force protection.
· Ensures operations are conducted in a safe manner; conducts operational risk management (ORM).
· Accountable for team equipment.
External Partner Tasks
· Serve as the primary interface with the AUP P/D-COP
· Provide guidance, advice, and assistance by leveraging assets from the BSTB and BCT
· Advise and assist the AUP partner unit CDR, focusing on C2, TNG, and elements of mission command (understand, visualize, describe, and direct). 
· Assists the P/D-COP in developing his Commander’s Intent, Planning Guidance, and Initial Concept of Operations
· Oversees P/D-COPs planning and execution of Security meetings
· Assist the P/D-COP in framing problems within the context of situations through analysis of multiple variables
· Assists the P/D-COP in determining realistic goals and envisioning broad sequences of events for the AUP Staff to achieve desired endstates
· Highlight common interests between AUP and ANA
· Develop senior Afghan CDRs
· Is responsible for all team operations and actions.
· Teaches, coaches, and advises the AUP commander.
· Represents the advisor team to higher, adjacent, and subordinate commands, as required.
· Becomes a duty expert on the region/country. 
· Knows the culture, history, and key figures. 

S3/XO.  Deputy Commander and senior operations/logistics advisor for the team.  Senior advisor to the PHQ deputy commander, S3, and XO.  Team chief of staff.
Internal Tasks
· Is the principal advisor to team leader for all operations.
· Training officer for team.
· Establishes C2 presence for all operations.
· Reviews all tactical and operational reports to higher headquarters.
· Report SFAAT and PHQ status to adjacent and higher HQ 
· Provides input for and submits training assessments.
· Is the budgeting assistance officer.
· Writes all outgoing reports and messages.
· Reviews periods of instruction prior to execution.
· Is the principal instructor for fires effects and considerations (nonlethal fires, civil-military operations, PSYOP, information operations [IO], CAS, and fires).
· Update/Advise on SFAAT and PHQ standard operating procedures
· Plan battle rhythm and SFAAT calendar events
· Assists in the training, combat efficiency, discipline, administration, and welfare of the team.
· Assists the team leader in the development of a training plan for the team to include a training schedule.
· Manages the execution of the team’s training plan based on guidance and future mission.
· Ensures that all team members are capable of training, advising, assisting, and directing foreign counterparts in required TTP.
· Is the training officer in charge (OIC) for maintaining weekly training and operations calendar.
· Provides input for training assessments. 
External Partner Tasks
· Trains and advises AUP on planning and executing operations. 
· Trains AUP Operations (S3), (current and future operations, battle tracking, reporting).
· Assists AUP S3 in MDMP.
· Advises AUP S3 in base defense.
· Advises AUP S3 in establishing traffic control points (TCP).
· Trains AUP on detainee operations to include handling, processing, and tactical questioning.
· Advise PHQ on tracking current operations and logistics
· Coordinate external enablers for PHQ operations
· Plan adjacent unit coordination with coalition and Afghan partners Prepares to organize, train, assist, advise, or direct AUP.
· Is responsible for the development of AUP leaders in the areas of tactical planning, decision making, and execution.
· Conducts tactical training and employment of forces.
· Is responsible for advising AUP on mission-essential task list (METL) development.
· Teaches AUP in civil and military skills as required.

NCOIC / Fires NCO. Senior NCO advisor.  Standard bearer for Coalition Soldiers and Afghan partners.
Internal Tasks
· Fire support planning and coordination. Call for indirect fire, Emergency control of close air support (CAS), close combat attack (CCA), and naval gunfire (NG).  Train team members on emergency control of CAS, CCA.
· Battle NCO. Battlefield information reporting. Interpreter management, recorder for key leader engagements.
· Other NCOIC Duties.  Team accountability, MWR for the team and PHQ.  Physical fitness trainer, tracking medical issues, Casualty control point, FOB FP/SECFOR coordination.
· Assists in the command and control of the team.
· Leads enlisted team members in daily routine, ensuring that all mission requirements take place, enabling the team’s officers to focus their effort as liaisons to higher and adjacent headquarters or in administrative details as required.
· Assists the team leader in writing and reviewing required reports.
· Ensures all enlisted team members are capable of training and advising AUP in TTP.
External Partner Tasks
· Trains and advises AUP on roles and responsibilities of enlisted personnel.
· Instills the importance of the noncommissioned officer (NCO) corps into AUP through counseling and development.
· Trains and advises AUP on the basic tenets of troop welfare.
· Provides input on the AUP training and readiness assessment with regard to enlisted forces.
· Assists AUP senior NCO to enforce commander’s intent, maintain discipline, and conduct pre-combat checks (PCC). 

LEP.  Advise and assist Command Staff with issues involving Law Enforcement concerns. Offer a Law Enforcement perspective from my prior experiences.  Senior Rule of Law and Afghan Constitution advisor.

S1. Senior advisor on administrative actions, pay, medical, personnel management, movement manifests and accountability.

Internal Tasks

· Track personnel (leave, administrative actions, reports,) 
· Maintenance of personnel files/records, 
· Coordinate with S-4 for combat power tracking. 
· Commander’s calendar and key leader appointments, 
· Medical tracker, 
· Emergency info tracker, 
· In/outprocessing new members, evaluations/awards 
· Handles promotions, reenlistments, pay issues, and awards.
External Partner Tasks
· Advise, assist and build a relationship with my counterpart. 
· Track personnel (administrative actions, leave, rating schemes, incoming and outgoing, reports).
· Key Leader Engagements tracking and preparation (forms).  
· AWOL tracker
· Personality tracker w/S2 
· Trains AUP on personnel support of operations to include awards and military pay issues.
· Assists AUP processing personnel in support of operations (such as personnel replacement).
· Assists AUP establish personnel tracking and military pay systems.
· Provides training and readiness assessments as to AUP administrative and personnel readiness.

S2.  The principal advisor to the team leader for Intelligence.

Internal Tasks.

· Partner personality database management, 
· Debrief management/reporting
· Interpreter management support
· Interpreter sensitizing and debrief
· Receive/analyze/interpret adjacent and higher unit reporting
· Manage/monitor force-pro collection IAW CDR’s intent. 
· Language/cultural advisor.
· Security mgmt (JPAS).
· Geospatial intelligence manager.  
· Intelligence working group member. 
· Provides routine situational updates (weather, road conditions, and recent activity).
· Is responsible for maintaining cultural calendar and advising of key dates and significant activities.
· Conducts intelligence preparation of the operational environment (IPOE) in support of operations.
· Prepares the intelligence collection plan.
· Assists the team in collecting information for required reports during missions; this includes passive collection, assisting in antiterrorism/force protection (AT/FP) assessments. 
· Provides input for training assessments
External Partner Tasks
· Advise on battle tracking/SIGACT tracking (focus on sustainable rudimentary skill sets), support development and improvement of targeting process.
· Establish understanding of and monitor intel architecture and flow (collection and reporting)
· Support EVENTEMP based predictive analysis tying together collection and SIGACT tracking, submit evaluations of counterpart personality and capabilities.  
· Coalition intelligence sharing with the Afghan partners. 
· Trains and advises ANSF on processing tactical information into predictive analysis.
· Trains AUP in Sensitive Sight Exploitation (SSE).
· Supports intelligence for ANSF combat operations.
· Supports ANSF intelligence briefings to ANSF commander.
· Trains ANSF S2 Counterpart and assists in the training for the S2 section on the following: physical security, personnel security, SIGACTS, predictive analysis, ISR collection management, IPOE, TSE, MSO, writing DIRs (or equivalent), map reading, intelligence dissemination, and targeting.    
· Supports ANSF S2 Counterpart on the following: Intelligence briefings to the ANSF Commander, intelligence sharing, supplies, reporting, and shop management.   

S4.  Senior sustainment advisor for all logistics.

Internal Tasks.

· Responsible for meeting supply requirements, 
· Tracking supply requests, 
· Forecasting supply demands, 
· Accountability of equipment and supply requests, 
· Prioritizing supply requests, 
· CARB manager, 
· Senior contracting officer representative on the team.  
· TPE and property book manager.

External Afghan Tasks.

· Troubleshoot supply request tracking systems
· Evaluate supply forecasting methods
· Establish supply tracking systems (focusing on CL III and V)
· Reiterate the supply request system and track the requests
· Evaluate equipment accountability methods
· Illustrate trends in supply request timelines 
· Assists ANSF on contract management.

S6. Senior team communications and knowledge/information manager.

Internal Tasks.

· Responsible for the team’s ability to communicate voice/data throughout our AO. 
· Provides guidance and recommendations to the Command Group concerning the team’s ability to operate.
· Maintained and defend assigned equipment. 
· Develop COMSTATs, ensure all radio’s and BFTs are FMC IAW the team’s PACE plan.  
· Team portal and share-drive mgmt.

External Afghan Tasks.

· Advise, assist and build relationships with my counterpart IOT facilitate an environment that allows me to integrate the Commander’s Guidance into their battle rhythm. 
· Establish tracking mechanisms that will benefit the S6 shop and increase the efficiency of their operation. 
· Increase efficiency/combat powers of their communication infrastructure by encouraging multiple methods of communications equipment and procedures. 
· Develop mechanisms/COMSTAT that allow for the tracking of their communication infrastructure for the AO. 
· Provide recommendations on how the organization’s information can be tracked, stored and utilized efficiently for sustainable effective police operations

Medical.  Senior medical advisor/trainer for Afghans and primary caretaker for team.

Internal Tasks.
· Provides input for training assessments.
· Advises on medical capabilities of nearby assets.
· Stabilizes patients and prepares for medical evacuation (MEDEVAC).
· Maintains class VIII supply. 
· Is the principal instructor for self-buddy aid, combat lifesavers course.
· Provides day-to-day medical care and advice to team members.
External Afghan Tasks.
· Assists AUP in setting up a fully operational aid station.
· Trains AUP on rapid trauma assessment and trauma medical training, field sanitation, preventive medicine, and food preparation.
· Stabilizes patients and prepares for MEDEVAC.
· Advises AUP on maintaining class VIII supply. 



8. Building Rapport. The requirement to establish rapport with HN counterparts is the product of the advisor being in a unique military position. That position is one in which the advisor has no positional authority over the actions of the HN counterparts. This lack of authority means that the traditional (that is, doctrinal) view of military leadership must be modified to emphasize interpersonal relationships and deemphasize authoritarian roles. Advisors use their interpersonal skills to influence the outcome of events.

	[bookmark: RANGE!A1:B20]Counterpart Interaction

	Do
	Don't

	Study the counterpart's personality and attempt to influence from background.
	Attempt to command the counterpart's organization.

	Make recommendations in private. 
	Correct the counterpart in public, particularly in front of subordinates.

	Represent the counterpart or defend the counterpart’s position in disputes with U.S. agencies as long as it is based on sound, reasoned judgment.
	Represent the counterpart or defend the counterpart's misguided position out of blind loyalty or an attempt to win favor.

	Provide advice in a respectful manner.
	Present suggestions in a condescending manner or in a way that might be embarrassing.

	Ensure the counterpart understands the recommendation.
	Provide too little, too much, or disjointed guidance.

	Ensure the counterpart has the authority and capability to follow recommendations
	Attempt to force the counterpart into following guidance that he is unable or unauthorized to perform.

	Verify that the counterpart understands, agrees with, and intends to implement to recommend.
	Accept "yes" at face value (A counterpart may answer "yes" to a recommendation, meaning that he understands, but does not agree.  It also may mean that he does not understand and is merely being polite.)

	Present recommendations carefully and in detail, supported by sound reasoning and an explanation of the advantages they offer.
	Present recommendations that require an immediate decision.

	Allow counterparts to exercise their prerogative.
	Make the counterpart overly dependent upon U.S. guidance or allow such a perception to develop.

	Express U.S. customs with caution.
	Assume behavior that is common in the U.S. is acceptable in the HN.

	Praise the counterpart when he makes good choices.
	Convey the impression that everything is all wrong.

	Select words carefully and watch the message being conveyed by tone and body language.
	Use sarcasm, irony, or mockery.

	Be willing to ask for the counterpart's advice, particularly in matters of culture, local customs, and courtesies as well as counterinsurgency.
	Present an attitude of intellectual superiority.

	Present an accurate self-image and a realistic measure of capabilities.
	Create unachievable expectations or promises that cannot be kept.

	Develop goals and milestones and encourage inspections.
	Operate without a training plan or allow training to go unsupervised.

	Demonstrate and encourage initiative and inventiveness.  Encourage counterpart to clarify orders and to make recommendations when appropriate.  Encourage counterpart to allow his subordinates to do the same.
	Develop or encourage an environment of blink loyalty.

	Encourage long-term projects and maintain accurate documents for successors.
	Discourage length projects simply because they will not be finished during your tenure.

	Participate in local military, athletic, and social functions. If unable to accept a social invitation, decline with regrets expressed IAW local custom.  Invite counterparts to appropriate social functions.  
	Become isolated from the local community.




9. Information. There are generally 3 different types of information: 1) Critical, 2) Routine and 3) Exceptional. 

a. Critical Information. The key question is: What does the AUP need to know in a specific situation to make a particular decision in a timely manner? Only the P/D-Cop decides what is important, the staff nominates information requirements (IR) to become Chief’s Critical Information Requirements (CCIR). 

CCIR: Specified by a chief for a specific operation.  Applicable only to the chief who specifies it. Situation dependant and directly linked to a current or future operation. Time sensitive—the answer to a CCIR must be reported immediately to the Chief. 

Always disseminated by a plan or order. Chiefs will establish their own CCIR. Chiefs should gather the CCIR from their senior leadership’s headquarters to help support his CCIR. As an example, the P/D-Cop should request the Z/D-Cop’s CCIR to better support the collection of his Chief’s intelligence requirements.” It is recommended that Chiefs limit their CCIR to ten items or less so that their subordinate staff can better focus on the requirement. CCIR is divided into two sub-categories of information, Priority Intelligence Requirements (PIR) and Friendly Forces Information Requirements (FFIR). Details regarding PIR and FFIR are below. 

PIR: (Priority Intelligence Requirements). Those intelligence requirements for which a Chief has an anticipated and stated priority in his task planning and decision-making.  Examples of PIRs include information about the enemy, terrain, weather or civilian considerations. PIRs are identified from a presumably longer and more in depth list of Intelligence Requirements (IR) as nominated by the Chief’s staff. PIRs should drive a decision from the P/D-Cop.

FFIR: (Friendly Forces Information Requirements) Information the Chief and staff need about the forces available for the operation. This includes personnel, maintenance, supply, ammunition, and Petroleum, Oil and Lubricants (POL) status, experience and leadership capabilities. Examples of FFIR include information about the capabilities of his or adjacent units.  



Information Requirements. The table below lists examples of IRs from which PIRs may be selected as well as the method these IRs should be reported. As stated above, each Chief must establish his own CCIR (PIRs and FFIRs), however the below IRs have been provided as a basis from which the Chief’s Staff may select as their own, or modify to fit their own current situation.  
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INFORMATION REPORTING RULES. The following rules will be used by AUP and CF when reporting incidents from a PHQ/DHQ to OCC-P.

1. Provincial/District Centers will notify the OCC-P Battle Captain regardless of the time of day. The BTL CPT will find and notify the OCC-P Chain of command as appropriate. 

2. Provincial/District Centers will use the report format specified in the REPORT FORMAT Column in the above matrix. 

3. If all the information is not immediately known, report what you know and follow-up with additional details as they become available. For any SALT-R or SPOT report, a minimum of a 6 digit grid coordinate is required. 

4. The preferred means of communication for initial reports is via voice (Codan/Roshan/FM) with additional information being sent over email. If email is not available, all reports will be sent over voice networks. 

Information Formats. Below are the two accepted formats by which DCs, OCC-Ps and the OCC-R will submit tactical/operational updates. By using the above matrix to determine which format is appropriate, DCs and OCCs will be synchronized and understand what information is required. For ease of reporting over voice lines, the report may be read using the report line number. An example for the below SALTR report would be…
· Line 1 – 15 Anti-Afghan Forces, 
· Line 2 – Emplacing IED…” and so on until the complete report has been transmitted. 
· If the DC/OCC has email capability, the form should be filled out and transmitted electronically to ensure no details are overlooked.  



SALT-R Report. The SALTR (pronounced salt-er) is used to report situations of enemy activity by detailing the Size of the enemy force, the Action of the enemy, the Location of the event, the Time the event occurred and the Response taken by the AUP/CF. The below format will be used for all SALTRs. 
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SPOT Report. The SPOT is used to report intelligence reports about situations of enemy planned activity and civil matters that do not have a specific reporting format by detailing the Size of the enemy force, the Position (location) of the enemy, the Observation in a narrative format and the Time the event occurred. The below format will be used for all SPOT reports.  
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c. Routine Information. Normal reporting of systems and personnel. This issue is always: what information to track; how information is tracked; who tracks the information; when/how often is the information reported; what tools help track the information. 

(1) Routine Reports Routing/Frequency. The following are reports Provinces/Districts are required to submit to the OCC-P. Reports should be transmitted via email if available. If email capability is not available, reports will be transmitted via phone or CODAN radio. For ease of reporting over voice lines, the report may be read using the report line number. An example of transmitting a report via phone/CODAN would be…
· Line 1 – Pertinent information, 
· Line 2 – Pertinent information…” and so on until the complete report has been transmitted. 

d. Routine Report Format. The report formats will be used by all DCs and OCC-Ps to report Logistical and Personnel data. The OCC Log/Personnel Status Report reflects current Tashkil authorizations for personnel and equipment where appropriate as well as recommended equipment for ANSF and CF LNOs IOT establish a fully functioning OCC. 

The report is an excel file, however the below diagrams reflect the format and requirements of the report. The below examples have been left blank, with no equipment / personnel on hand as an example only. Reports are read from right to left as the Afghans do.

	PATROL TRACKER

	Mission
	Number of Vehicles
	Number of Personnel
	Destination
	Depart Time
	Call Sign

	 
	 
	 
	 
	 
	 

	 
	 
	 
	 
	 
	 

	 
	 
	 
	 
	 
	 

	 
	 
	 
	 
	 
	 

	 
	 
	 
	 
	 
	 

	 
	 
	 
	 
	 
	 

	 
	 
	 
	 
	 
	 

	 
	 
	 
	 
	 
	 

	 
	 
	 
	 
	 
	 

	 
	 
	 
	 
	 
	 



	SIGACT Tracker

	Status
	Location
	Event
	DTG

	 
	 
	 
	 

	 
	 
	 
	 

	 
	 
	 
	 

	 
	 
	 
	 

	 
	 
	 
	 

	 
	 
	 
	 



	Maintenance Tracker

	Status
	Location
	Equipment
	Bumper or Serial Number

	 
	 
	 
	 

	 
	 
	 
	 

	 
	 
	 
	 

	 
	 
	 
	 



	EQUIPMENT TRACKER

	Operational Readiness
	FMC/NMC
	Location
	On-hand
	Assigned
	Equipment

	 
	 
	 
	 
	 
	 

	 
	 
	 
	 
	 
	 

	 
	 
	 
	 
	 
	 

	 
	 
	 
	 
	 
	 



	PERSONNEL STRENGTH

	Total
	Patrolman
	NCO
	Officer
	Location
	Tracking#

	 
	 
	 
	 
	 
	 

	 
	 
	 
	 
	 
	 

	 
	 
	 
	 
	 
	 

	 
	 
	 
	 
	 
	 

	 
	 
	 
	 
	 
	 



	Personnel Strength (by District)

	Total
	Patrolman
	NCO
	Officer
	 

	 
	 
	 
	 
	 

	 
	 
	 
	 
	Authorized

	 
	 
	 
	 
	 

	 
	 
	 
	 
	Assigned

	 
	 
	 
	 
	 

	 
	 
	 
	 
	Present

	 
	 
	 
	 
	 

	 
	 
	 
	 
	Leave

	 
	 
	 
	 
	 

	 
	 
	 
	 
	School

	 
	 
	 
	 
	 

	 
	 
	 
	 
	Medical

	 
	 
	 
	 
	 

	 
	 
	 
	 
	AWOL

	 
	 
	 
	 
	 




e. Exceptional Information. Exceptional Information is not stated above but is unforeseen and could have a significant impact on operations. Leaders must decide, based on their training and experience when to report important but unspecified things.  There may be many examples, and here are a few:

· Information known to impact the mission, but not specified in the formal IR.
· Perceptions or rumors that could impact rapport with the HN.
· External actors within the AO/AI that influence the HN.


10. Communications. 

SFAT PACE Plans.

Steady State TOC
	Primary
	WIN-T
	Email, Chat, VOIP

	Alternate
	FM / TACSAT
	Harris-117

	Contingency
	BFT
	

	Emergency
	Phone
	Cell or Satelite



Patrolling
	Primary
	FM / TACSAT
	Harris-117

	Alternate
	BFT
	

	Contingency
	Phone
	Cell or Satelite

	Emergency
	Visual
	Star-Cluster, Smoke, VS-17




Phone Conversion Chart. Dialing instructions for various phone systems:
	FROM
	TO
	INSTRUCTIONS

	THURAYA
	DSN
	HOLD DOWN "0" KEY UNTIL A "+" SIGN APPEARS; DIAL 974-458-9555 or 93-20-2300-436; TELL THE OPERATOR THIS IS AN OFFICIAL CALL; GIVE THE SWITCH OPERATOR THE DSN NUMBER TO CALL

	AWCC/ROSHAN
	IRIDIUM
	DIAL 001-808-659-XXXX (LAST FOUR IRIDIUM #) 

	AWCC/ROSHAN
	THURAYA
	DIAL 00 + 88216+XXX-XXXXX 

	AWCC/ROSHAN
	US COMMERCIAL
	**1 + AREA CODE+7 DIGIT NUMBER 

	COMMERCIAL
	DSN
	Dial 0701132000; wait for dial tone or beep, then dial 318-XXX-XXXX (DSN phone number).

	COMMERCIAL
	IRIDIUM
	001-808-659-XXXX (LAST FOUR IRIDIUM #) 

	DSN
	ROSHAN
	Dial 99+AREA CODE+ 7 DIGIT NUMBER 



Afghan Communications.  Through the Ministry of Communications and Information Technology (MCIT), GIRoA has established a series of emergency phone numbers for use throughout the country. These numbers, termed three-digit short codes, are listed in the Afghanistan National Numbering Plan as approved by the International Telecommunications Union (ITU). Once the network installation of these numbers is complete, the numbers will be accessible from any phone, land-line or cell phone, in the country. Calls to these numbers are to be “free of charge” and for “emergency use only.” The numbers listed in the numbering plan are: 100 for Police, 101 for the Fire Brigade, 102 for Ambulance Service and 999 for telecommunications customer complaints.   

In cooperation with the Minister of Interior (MoI), a plan to increase cooperation and security was developed using the concept for a central call center and standardized emergency number (112 for Europe, 119 for China, 911 for North America). In Afghanistan, the number selected was 100, currently used for Police. Under this program, calls to this number, 100, would be delivered to the nearest geographic response center, either a Operations Coordination Center-Provincial (OCC-P), or District Center (DC) station, which serve as “Emergency Response” coordination centers. These coordination centers maintain representation from the Afghan National Army, Afghan National Police, Allied or Coalition Forces, and Afghan Border Police. This allows for a synchronized effort to provide the appropriate level of response to an emergency situation.  

In further coordination with Allied and Coalition Forces and due to actual and perceived corruption, MoI and the ISAF Counter Improvised Explosive Device (CIED) task force agreed to man a joint reporting center in Kabul. The purpose of this center is to provide personnel in Afghanistan the capability to report corruption directly to the Minister of Interior and to report IED or suspected IED activity. Utilizing the three-digit-short code concept, 119 was established as the number for this call center. This number has become known as the “IED Hotline” and is currently in use today. The intent of this call center is to allow centralized reporting of corruption and provide a central IED Hotline response center capable of dispatching CIED teams throughout the country.  

As in any developing country, these services are dependent on the infrastructure and private industry to build the capacity for services. MCIT has the lead in this effort and has the responsibility to enforce the ITU policies and agreements. MCIT conducts enforcement through the Afghan Telecom Regulatory Authority (ATRA) which is also responsible for licensing telecom companies in Afghanistan. It is absolutely critical, that to ensure solidarity in the government, MCIT is the agency responsible for issuing and enforcing policies and regulations in the Information and Communications Technology (ICT) sector. Currently the 119 three-digit-short code is not approved in the national numbering plan and is not enforceable by the government; compliance in routing this number appropriately depends on agreements made directly with telecom companies. 

Ultimately, 100 will become the national “Emergency Response Hotline” and calls will be delivered to coordination centers that can direct “first responders” at an appropriate level of response to emergency situations. The 119 number will become the national “corruption” hotline used to report corruption among government officials. In the meantime, the 119 number will also be used in conjunction with 100 to report any IED or bomb related activity. Enforcement of these polices and revisions of the ICT law are currently underway and are expected to be updated in the very near future. 


11. Logistics 

Logistical Supply Requests. Below is a copy of a MoI Form 14 for use when requesting materials for ANP. 
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Afghanistan Solar Perpetual Calendar. 
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12. Planning.
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CAPRA Model. 

CAPRA (Client, Acquire/Analyze, Partnerships, Response, Assessment): Methodology described in PoP theory to Problem Solve. A reactive model to solve problems with AUP communities.

Key Elements of CAPRA: Similar to other problem solving methods.

Client  
· Anyone, any group, or any entity that may be directly or indirectly affected by an actual or potential problem related to crime and disorder
Acquire/Analyze
· Sets the framework for the identification of response strategies, including resources and partnerships
· Collect data from both public and private sources 
· Study the history of the problem 
Partnerships
· Determine individuals or groups that can work together to enhance problem solving/
· Link responses to analysis, do not limit responses to the police, variety may be more effective one response 
Response
· Understanding  the clients and their needs is important in generating the best response
· Types of response can be categorized as service, protection, enforcement, or prevention
Assessment
·   Evaluate the process and the impact of the response strategy
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13. Training.

Preface. The below matrix outlines the basic tasks that each person in the OCC-R/P should be proficient in. This is by no means an all inclusive list but outlines the basics. Each OCC-R/P should further develop individual training plans to suit their needs. 

Basic Training Requirements. The below training tasks are common areas that AUP require initial training and sustainment training. CF LNO/Mentors should ensure AUP partners are able to execute the following tasks as they are vital sets required to plan, coordinate and C2 operations.  These are a few of the tasks to train, but SFAAT members should rely on the input from the P/D-COP to form his training priorities: 

	Task
	AUP Focus Group

	Map Reading
	All Leaders

	Operational Terms and Graphics
	All Leaders

	Troop Leading Procedures
	All Leaders

	Information Preparation of the Battle Field
	Ops and Intel Leaders

	The Decision Making Process
	All Leaders

	Aviation Capabilities
	Ops Leaders

	Vehicle Maintenance
	All Policemen

	Language, Reading, & Writing
	Junior Policemen

	Weapons Qualification and Maintenance
	All Policemen

	Personnel Search
	All Policemen

	Vehicle Search
	All Policemen

	Hasty Traffic Control Point (TCP)
	All Policemen

	Communications (Radios and Reporting)
	All Policemen

	Afghan Constitution and Rule of Law
	All Policemen

	Patrolling Techniques
	All Policemen

	Drivers Training
	All Policemen

	Motorcycle Training
	All Policemen

	Facilities Maintenance
	All Policemen

	Counter IED Operations
	All Policemen

	Community Policing
	All Policemen





14. Leader Engagements.
Initial Engagement Checklist.
The predeployment site survey (PDSS) leader—along with any subordinates he may specify—establishes effective initial rapport with the HN unit commander. The PDSS leader—
· Conducts introductions in a businesslike, congenial manner using the target-country language.
· Briefs the HN commander on the SF advisors’ PDSS mission and the restrictions and limitations imposed on the detachment by the higher U.S. commander. The PDSS leader should use the target-country language and, if required, visual aids translated into the HN language.
· Assures the HN commander that all PDSS team members are fully supportive of the HN’s position and that they firmly believe a joint SF and HN-unit effort will be successful.
· Assures the HN commander that his assistance is needed to develop the tentative objectives for advisory assistance.
· Deduces or solicits the HN commander’s actual estimate of his unit’s capabilities and perceived advisory assistance and material requirements.
· Explains the PDSS team’s initial plan for establishing counterpart relationships, obtains approval from the HN commander for the plan, and requests to conduct the counterpart linkup under the mutual supervision of the PDSS leader and the HN commander.
· Supervises the linkup between PDSS team members and their HN counterparts to determine if the HN personnel understand the purpose of the counterpart relationship and their responsibilities within it.
· Recommends to the HN unit commander the most desirable COAs emphasizing how they satisfy actual conditions and will achieve the desired advisory assistance objectives.
· Ensures that his counterpart understands that the desired COAs are still tentative contingent on the tasking U.S. commander’s decision.
· Selects the COAs to be recommended to the follow-on SF units, after obtaining input from the HN unit commander.
· Ensures the higher in-country U.S. commander is informed of significant findings in the team survey for HN assistance.
The PDSS team members analyze the HN unit’s status IAW their functional area for the purpose of determining the HN requirements for advisory assistance. The PDSS team members—
· Explain the purpose of the analysis to counterparts.
· Encourage counterparts to assist in the analysis, the preparation of estimates, and the briefing of the analysis to the SFODA and HN unit commanders.
· Collect sufficient information to confirm the validity of current intelligence and tentative advisory assistance COAs selected prior to deployment.
· Collect and analyze all information relating to FP.
· Prepare written, prioritized estimates for advisory assistance COAs.
· Brief, with their counterparts, the estimates to the PDSS team and HN unit commander.
· Inspect, with their counterparts, the HN facilities that will be used during the assistance mission IAW their functional area and the SFODA operation order (OPORD).
· Identify deficiencies in the facilities that will prevent execution of the tentatively selected advisory assistance COAs.
· Prepare written or verbal estimates of COAs that will correct the deficiencies or negate their effects on the tentatively selected advisory assistance COAs.
· Supervise the preparation of the facilities and inform the SFODA commander of the status of the preparations compared to the plans for them.
· Fortify their positions (quarters, communications, medical, command) IAW the available means and requirements to maintain low visibility.
· Maintain a team internal guard system, aware of the locations of all other SF advisors, and ready to react to an emergency by following the alert plan and starting defensive actions.
· Maintain a team internal alert plan that will notify all team members of an emergency.
· Maintain communications with all subordinate team members deployed outside of the immediate area controlled by the team.
· Establish plans for immediate team defensive actions in the event of an insurgent or terrorist attack or a loss of HN rapport with hostile reaction.
· Discuss visible team security measures with HN counterparts to ensure their understanding and to maintain effective rapport.
· Encourage the HN unit, through counterparts, to adopt additional security measures that have been identified as necessary during the analysis of the HN unit status and the inspection of its facilities.
· Establish mutual plans with the HN unit, through counterparts, for defensive actions in the event of an insurgent or terrorist attack.
· Rehearse team alert and defensive plans.
· Encourage the HN unit, through counterparts, to conduct mutual, full-force rehearsals of defensive plans.



	ENGAGEMENT WORKSHEET

	CONTACT:
	DTG:
	COPY ____ OF ____

	DESIRED ENDSTATE:
	OPENNING COMMENTS:

1)THANKS/REGRETS:


2) CMD MSG:
 

3) PURPOSE OF MTG:

	INFLUENCE TECHNIQUE:
	TALKING POINTS:

	INTENDED OUTCOMES:
	BOTTOM LINE:

	TARGET'S INTENDED OUTCOMES:
	HIS BOTTOM LINE:

	POSSIBLE IMPASSES:
	IMPASS STRATEGY:

	POSSIBLE OTHER TARGET ISSUES:
	TARGET ISSUE STRATEGY:

	ORDER OF EVENTS:
	RELATIONSHIP BUILDING TOPICS:
	EXIT STRATEGY:






15. Negotiations.  Negotiation techniques can assist SFA teams to influence their HN counterparts.  Below is a checklist to help prepare leaders for negotiating:
· Have a plan; what are your positions and interests?
· How will this meeting support achieving the goal?
· If you cannot achieve the main goal, are there intermediate objectives or “partial success” which will contribute to the goal? 
· Are there second and third order effects of success and/or failure that need to be planned for?
· Materials
· Maps 
· Easel, paper, pens, pencils, telecommunications equipment
· Refreshments
· Seating
· Select location to meet your objectives (Our house, theirs, neutral)
· Consider security / force protection issues
· Amenities (restroom, refreshments, parking)
· Who is the counterpart?
· What is their background -Target Audience Analysis(TAA)?
· Ethnicity
· Religion
· Tribe
· Education
· Travel
· Marital Status
· Children (ages, careers, interests)
· Political Affiliation
· Known contacts (friendly, hostile)
· Previous relationships with U.S.
· Other considerations
· Are there similar shared experiences between the parties?
· What are the partner‘s attitudes toward the issue under discussion?
· How might the counterpart view the US attitude about the topic under discussion?
· What are the previous attitudes about the topic under discussion?
· What issues concerning the goal are pressing on the counterpart?  If the goal is achieved, will this aggravate or ease these issues?
· To what groups might the counterpart owe allegiance?
· Does the counterpart have room to maneuver?
· What are the decision-making procedures in the counterpart‘s group?
· Does the counterpart have authority to make decisions?
· Is it okay to accept proposals for ―study and deliver a formal response at the next meeting?
· Is there a ―power broker or―wild card within the counterpart‘s organization that may not be at the meeting or whose approval the counterpart needs to be able to carry through on actions?
· How much does the counterpart know about the issue?
· Where did their information come from?
· Are their sources credible and/or reliable?
· What are the cultural dimensions and expectations in the agreement?
· Is the agreement binding? Amendable? Or a starting point for further meetings?
· What compliance mechanisms exist? (Legal, tribal councils, etc.)
· What are the cultural ramifications of failing to produce what is promised (by either side)?
· What are the tactical or operational repercussions to both forces?
· Assign a lead and backup negotiator and rehearse roles.
· How will the Lead Negotiator present goals?
· What supporting arguments will be used?
· What counter-arguments are likely?
· How will the Leader address counterparts (mindful of cultural considerations)?
· What elements of the goal can be given up to gain higher order concessions? 
· What is your reservation point or bottom line?
· What is your aspiration point (best possible outcome)?
· Know your Zone of Possible Agreement (ZOPA); this is the range between the reservation point and the aspiration point. 
· Know your Best Alternative to a Negotiated Agreement (BATNA) and theirs.
· What are your walk away points? 
· Coordinate staff inputs:
· S2-TAA, pre-brief, de-brief
· S3-Security
· S4-Meeting site arrangements
· Collect higher HQ policy guidance
· Prepare Leader (and backup) for meeting:
· Pre-brief and rehearse interpreters.
· Look and speak to counterpart, not interpreter.
· Do not use slang, acronyms, military jargon or make jokes.
· With leader, develop plans for presenting issues and proposals.
· Assign note taker and observer.
· Note taker sits where they can be seen by Leaders
· Keep Leader on track via signal system
· Listen to counterpart and note body language
· Schedule breaks to allow parties (including interpreters) to rest or regroup.
· Exchange observations and impressions with Leader during breaks.
· Review agreements during breaks.  Don’t hesitate to pause and discuss with smaller groups and/or regroup.
· Review scheduled meeting times; note relationship and attitudes.
· Close appropriately.
· Debrief (strengths, weaknesses).
· Send thank-you to counterpart.
· Follow-through on agreements, prepare for next meeting.
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16. Interpreters.  Interpreters come in different classifications. A large gap stands between CAT I and CAT II interpreters. The fact remains that American Citizens with security clearances represent many in the audience; they should receive respect quickly and earn trust just as quickly. CAT I interpreters can earn trust. 
· CAT I: Local national/non-US Citizen/US Citizen (NO CLEARANCE)
· Most abundant
· Patrols, civil-military operations 
· CAT II: American Citizen (SECRET clearance)
· BN and higher CDRs 
· CAT III: American Citizen (TOP SECRET clearance)
· Scarce commodity
· DIV or higher 
· 09L Interpreter Translator: US Soldier MOS 09L (TOP SECRET or SECRET)
· US Army Soldier
· Two companies of  09L in the Military (most scarce)

Selecting an Interpreter:
· Speaks English and Target language well
· Can accurately exchange ideas in both languages 
· Fits the mission
· Females for female groups, “respected elders” for KLEs, young men for physically demanding work etc.
· Race, Gender, Age must be considered
· Physically Fit
· Soldierly
· Does not need to act like a soldier, needs to understand soldiers and have the ability to keep up with that particular unit’s needs. 
· Street Smart
· Reliable and Loyal



17. Vehicle Recovery Operations.

Conditions: A vehicle has broken down or been damaged and is unable to continue to the nearest FOB. The vehicle is equipped with hasty vehicle recovery items (tow strap). One vehicle protects the broken victor and one vehicle conducts recover. All gunners maintain security.

Broken Victor	     Recovery Victor         Security Victor
VIC 1		  	VIC 2		        	VIC 3
VIC 2		   	VIC 1	                     	VIC 3
VIC 3		   	VIC 2   	        	VIC 1

Hasty vehicle recovery under fire: Each vehicle will have two tow straps secured to their vehicle. The one to the front spray painted black, and one to the rear left unpainted so the gunner knows which one to use depending on whether he is towing or being towed.

1.  The towing vehicle will preferably move to the side of the disabled vehicle that is receiving fire and the gunner from the disabled vehicle will toss the tow strap to the other gunner. The third vehicle will move to the best positions where it can return fire and/or screen the disabled vehicle.
2.  The gunner of the towing vehicle will secure the tow straps and instruct his TC to continue movement. This method can only be used to get the vehicle out of the immediate kill zone or if the vehicle are on a long straight hard ball due to the difficulty in turning. Hasty vehicle recover under fire (with the disabled vehicle unable to toss his tow strap between the vehicles): Only used when the need to exit the kill zone outweighs the disadvantage of vehicles physically pushing another one.

1. Gain contact with the disabled vehicle.
2. To get a vehicle quickly out of the kill zone, the ‘towing’ vehicle will position itself to the rear of the ‘towing’ vehicle and push the vehicle out of the kill zone. Push at the fastest sustained rate that does not cause further damage to the disabled vehicle or injury to personnel.
3.  After exiting the kill zone, switch to a safer means of towing.

Deliberate vehicle recover when there is no enemy threat: Use a tow bar in preference to a tow strap.

1. Towing victor sets in front of towed victor.
2. Tow bar/strap is attached to rear of vehicle and front of towed vehicle.
3. Vehicle commander supervises and inspects tow bar/strap emplacement before vehicles move.
4. Towed victor personnel, as possible, jump to other vehicles. Driver and gunner are the last to jump if there is no room in other vehicles.

Broken/Zapped Vehicle Destruction Plan:   If a victor cannot be brought back to a friendly base, destroy it on order of the senior man on site. Each vehicle will carry 3 incendiary grenades.

1. Place one grenade on the ASIP radio mount, place one grenade on the EW system and one grenade on the engine manifold.
2. Remove all other sensitive items from the vehicle (weapons, MBITR, and sights).
3.  Crew of disabled victor mounts other vehicles.
4. Pull pins on grenades and depart area.
18. Alamo Plan
Conditions:  The enemy attacks the AUP base. Team has already reconnoitered and designated positions to defend.

Tasks:

Before Attack
· XO and NCOIC recon the AUP base and select positions for use as an Alamo. Suitable positions are- the building where the ANP CP is located, the building where the Team is housed, coalition forces fighting positions (normally atop the AUP CP) and the Team vehicle assemble area.
· NCOIC create sketches of various defensive positions and briefs the Team on the Alamo plan. Post sketches where only authorized personnel will be able to view them. Coordinate the Alamo plan with coalition forces.
· Team rehearses Alamo plan.
· Do Not divulge the details of the Alamo plan to AUP personnel

During Attack
· All personnel and interpreters immediately report to the ALAMO building in full uniform upon learning of an attack (a continuous vehicle siren or bullhorn signals an attack).
· After all personnel are accounted for, the senior man present selects a COA based on the success of the ANP in meeting the attack…

· If the AUP repel the attack support them with coalition effects (CAS, CCA, QRF, ect.).
· If the AUP are holding the attack support them by SBF, reinforcement, medical support and/or with coalition effects (CAS, CCA, QRF, and ECT). The SBF should be from one of the designated Alamo Positions.
· If the AUP fail to hold the enemy attack but are still fighting, defend from an Alamo positions that mutually supports ANP elements and call for coalition effects (CAS, CCA, QRF, ect.).
· If the AUP have been routed …
· Defend from an Alamo position and call for coalition effects (CAS, CCA, QRF, ect.) or…
· Break out from the base mounted

Concept of Employment.
· Attack is identified by AUP patrol or ISAF counterpart.
· Code word “ALAMO” is sent out on FM in addition to Siren/Bullhorn signal.
· All Soldiers immediately don IOTV, ACH, PPE, and go to a red status on weapons.
· Remove COMSEC / SI from trucks.
· AUP/ISAF Soldiers not immediately by ALAMO building(s), fight to the nearest building and defend from there.
· Establish Defense sectors of fire per sketch (METT-TC per base).
· FSOs contact Fires and prepare IDF TGTs and coordinate for CAS/CCA.
· Running password is SHAM SHIR (Dari for Sword).
· Alternate near and far recognition is a green/amber chemlight.
· ISAF soldiers designate TGTs at night with red/green laser for AUP counterparts.
· Fires: FPF IOT destroy enemy.
· M&M: Coordinate with higher BSI for QRF launch.
· MC: Maintain communication with defensive positions and external CoC: 
· P. FM
· A. WIN-T
· C. TACSAT
· E. Cell

After Attack
· Consolidate and reorganize.
· Conduct Battle Drills: Rally Point, CASEVAC, and Broken Victor as Necessary



19. Insider Threat.

Before – Prevention is the Key
Predeployment training home-station training lanes, CTCs, and MTCs:

· Incorporate inside-the-wire attack threads and scenarios into rehearsals and exercises
· Conduct troop leading procedures (PCCs & PCIs)
· Conduct close-quarters battle drills (CQB) - codify in TACSOP
· Conduct close-quarters marksmanship (CQM), advanced CQM, and reflexive firing training - codify in TACSOP
· Maintain vigilant 360-degree security (applies to before, during, and after military operations)
· Maintain situational awareness/understanding of Afghan culture in your AO/AOR
· Conduct CQB, CQM and reflexive firing refresher training while deployed
Friendly Forces Prevention Tools (“Blue”):
· Conduct RIP/TOA with US unit and supporting AUP
· Create/maintain a bond of trust between AUP and ISAF members
· Maintain positive control of personal weapons and ammunition at all times; know and understand current weapon status: red - magazine inserted, round in chamber; amber - magazine inserted, no round in chamber; green - no magazine inserted, no round in chamber
· Dispose of ammunition only in approved locations
· Conduct joint/combined security patrols within your perimeter
· Maintain professionalism, respect, and dignity of AUP officers and soldiers
– Maintain troop discipline during military operations
– Adhere to ROE/EOF procedures
– Involve AUP in patrol briefs, de-briefs, AARs, and social/sport activities
– Avoid public rebukes; counsel in private jointly with AUP chain of command
– Respect Islam, Koran and mosques; respect Afghan women, elders, and children
– Avoid arrogance (i.e., belief that ISAF culture is superior to Afghan culture)
– ISAF and AUP maintain uniform accountability to deprive insurgents from impersonating ANSF

Coalition Partner Observable Indicators:
(“Green” – list is not all-inclusive, but provides “a way”)

· Complains about other nations or religions
· Advocates violence as acceptable or as a solution
· Abrupt behavior shifts
· Experiences personal crisis
· Reclusive
· Defense of radical groups or ideologies
· Speaks about seeking revenge
· Cuts ties with unit, family, or friends
· Sudden shift from normal to “upset”
· Suspicious travel or unauthorized absence (AWOL)
· Sudden interest in partner nation HQ or living quarters
· Threatening gestures or verbal threats
During
Execute rehearsed actions on contact (armed):

· Seek cover
· Quickly attain positive identification of target(s)
· Rapidly adjust weapon status to address the threat (green to red, amber to red)
· Return accurate direct fire
· Suppress, neutralize, and/or destroy target(s) while minimizing threat to friendly forces and limiting collateral damage to civilians
· Secure area – 360 degrees

Do not rely on outside help such as quick reaction force (QRF), close air support (CAS), or indirect fire. Time is of the essence. Resolve situation with forces on hand.

Execute rehearsed actions on contact (unarmed):

1. Escape if possible using cover and concealment.
· Have an escape route and plan in mind – hopefully two
· Leave your belongings
· Carry something to fight with

2. Lock down or conceal yourself using the best cover possible.
· Barricade your hiding place
· Lock the door
· Silence your cell phone/radio
· Use something to fight with

3. Fight using environmental/found weapons, and good tactics such as ambush
· Last resort, life in imminent danger
· Look for right opportunity – magazine changes, etc.
· Act with extreme violence
After
· Maintain 360-degree security; conduct site exploitation (forensics collection, evidence, etc.).
· Capture observations, insights, and lessons learned; modify TTP and TACSOP if necessary.
· If there are civilian casualties (CIVCAS) in the attack, apply consequence management procedures:

· Prepare: Understand process on how to deal with collateral CIVCAS
· Seriously regard AUP complaints or allegations
· Notify AUP of ISAF investigation and obtain AUP evidence
· Conduct joint ISAF/AUP assessment
· Share findings of investigation through Shura or other means; ISAF leaders must meet with Afghan leaders and encourage them to tell locals what happened
· Make amends if necessary through apology, compensation, referral to other agencies, or assistance
· Provide an explanation in the local language to Afghan media with AUP IO message out front
· CIVCAS mitigation should emphasize not only ISAF actions, but also on what AUP can do to reduce CIVCAS

Observe and report actions of the AUP

Bottom Line: When in doubt, report observable indicator suspicions to chain of command/counter intelligence



20. Guardian Angel Plan.

· Team huddles will be conducted daily, where guardian angel requirements will be laid out.  Security SL will be present to discuss security manning.

· Security SL will ensure at least two security SQD members are on stand-by to be guardian angels when the need arises suddenly.

· In circumstances that do not dictate specific SFAT members to be present, the team will observe the following buddy teams:
-  (CDR) and (XO)
(S3),  (S3 Ops), and  (S3 Ops)
·  (S2)  (Fires)
· (S4) and  (S4) 

· All personnel will have M9 in RED status at all times while IVO AUP, soldiers will have their M4 at low ready or slung if outside, secured (if inside the TOC).
· No one will travel without a battle buddy on AUP compound, soldiers will maintain direct line of sight and within 5 meters of buddy.
· FO is designated primary mounted GA: secures vehicles and observes AUP activities from gunner’s position.  Assisted by 1 other vehicle gunner.
· NCOIC is primary dismounted GA and travels with Medic. He will remain in full gear with MBITR comms to vehicles at all times.
· “ASTROS” call signals all personnel to rally at vehicles and assume a defensive posture.
· If threat is determined to be high, Team Chief will limit movements and interaction with AUP.
· Threat word “REDRUM” signals Team members that the team lead/members needs to know about an emergency.
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·   Inside security achieved by 2x team members.
·   Outside security achieved by 4x team members, with 1x NCO as roving / NCOIC.
· Additional 2x team members will maintain RTO duties at team compound.  Intent is to maintain contact with BSI HQ. 


21. CASEVAC / MEDEVAC.

Conditions:  Team may or may not be in contact. Team has suffered one or more casualties.
 
Tasks: 

· Team fights the enemy to a point where we can safely treat casualties or are clear of the kill zone.
· The truck crew assesses the casualty and submits a status report to Team’s 6 element.
· Within the vehicle, first responders treat and stabilize the casualties using the casualty’s IFAK.
· Team’s 6 element determines where the team will halt to allow the medic to evaluate the casualty.
· Team’s 5 element reports the battle roster number(s) to MEDEVAC NCS and requests medical assistance as required
· Team’s 6 element will decide whether to request air MEDEVAC or continue mounted to the nearest MFT.
· In the Case of air MEDEVAC…
· Trucks will form a perimeter around the LZ.
· Team’s 4 element and other dismounts prepare and mark the LZ.
· Team’s 7 element sends the 9 line
· If the casualty is ground evacuated to the CSH, Team’s 7 element will call CSH PAD to warn of arrival of casualty.

FM MEDEVAC: (Frequency)
BFT Address:  

MEDEVAC Landing Zone Kit
	ITEM
	NEEDED

	Litter
	1

	VS-17 Panels
	2

	Strobe
	2

	Flares
	4

	Colored Smoke
	2

	IR or Colored Chemlite
	1 each

	550 Cord
	3 feet












· 9 line MEDEVAC request posted on both driver’s and TC’s side of ASIP mount IAW load plan.
· AXP, MTF and CSH locations posted on BFT.
· TC maintains control of casualty’s sensitive items.



NATO 9-line MEDEVAC Request:
[image: ]

22. The Pashtunwali Code.
Melmastia (hospitality) - Showing hospitality and profound respect to all visitors, regardless of race, religion, national affiliation or economic status and doing so without any hope of remuneration or favor. Pashtuns will go to great lengths to show their hospitality.
Nanawatai (asylum) - Derived from the verb meaning to go in, this refers to the protection given to a person against his or her enemies. People are protected at all costs; even those running from the law must be given refuge until the situation can be clarified.[4] Nanawatai can also be used when the vanquished party in a dispute is prepared to go in to the house of the victors and ask for their forgiveness. (It is a peculiar form of "chivalrous" surrender, in which an enemy seeks "sanctuary" at his enemy's house). A notable example is that of Navy Petty Officer First Class Marcus Luttrell, the sole survivor of a US Navy SEAL team ambushed by Taliban fighters. Wounded, he evaded the enemy and was aided by members of the Sabray tribe who took him to their village. The tribal chief protected him and sent word to nearby US forces. 
Badal (justice) - To seek justice or take revenge against the wrongdoer. There is considered to be no time limit to the period in which revenge can be taken. Justice in Pashtun lore needs elaborating: even a mere taunt (or "Paighor") is regarded as an insult which usually can only be redressed by shedding the taunter's blood. If he is out of reach, his closest male relation must suffer the penalty instead. Badal may lead to a blood feud that can last generations and involve whole tribes with the loss of hundreds of lives. Normally blood feuds in this male-dominated society are settled in a number of ways.
Tureh (bravery) - A Pashtun must defend his land, property, family and women from incursions. He should always stand bravely against tyranny and be able to defend the honour of his name. Death can follow if anyone offends this principle.
Sabat (loyalty) - Loyalty must be paid to one's family, friends and tribe members. Pashtuns can never become disloyal as this would be a matter of shame for their families and themselves. 
Imandari (righteousness) - A Pashtun must always strive for good in thought, word and deed. Pashtuns must behave respectfully to people, animals and the environment around them. Pollution of the environment or its destruction is against the Pashtunwali.[4] 
Isteqamat - Trust in God (known as "Allah" in Arabic and "Khudai" in Pashto).[4] The notion of trusting in the one Creator generally comports to Islamic idea of belief in only one God (tawheed). 
Ghayrat (courage) - Pashtuns must demonstrate courage. Their honor, or pride, has great importance in Pashtun society and must be preserved. They must respect themselves and others in order to be able to do so, especially those they do not know. Respect begins at home, among family members and relatives. If one does not have "Ghayrat" he is not they are not classed as a Pashtun. One common example of people without "Ghayrat" (Be Ghayrat) are the Farsi speaking Iranians living in Afghanistan.
Namus (protection of women) - A Pashtun must defend the honor of women at all costs and must protect them from vocal and physical harm.[4] 
Nang (Honour) - a Pashtun must defend the weak around him. 


23. AUP Ranks.
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24. Battle Drills. (see ppt Annex)



25. Acronyms.

ANP (Afghan National Police) AUP, ABP, ANAP, ASP. All these police together form the ANP 
ANSF Afghan National Security Force 
AO Area of Operations 
AOR Area Of Responsibility 
AQAM Al Qaeda Associated Movement 
ARSIC-E Afghan Regional Security Integration Command-East 
ASP Afghan Standby Police 
ASR (Army) Alternate / (USAF) Air Strike Request 
ASV Armored Security Vehicle 
ATT At This Time 
AUP Afghan Uniformed Police 
BAF Bagram Air Field 
BCP Border Check Point/Border Control Point 
BDA Battle Damage Assessment 
BFT Blue Force Tracker 
BIP Blown in Place 
BN Battalion (CF) 
BOLO Be-On-the-Lookout 
BP Border Post 
BSP Border Security Point 
BTIF Bagram Theater Internment Facility 
C2 Command and Control 
CAO Current As Of… 
CAS Close Air Support 
CASEVAC Casualty Evacuation 
CCIR Commander's Critical Information Requirements 
CEXC Combined Explosives Exploitation Cell 
CF Coalition Forces 
CJSOTF Combined Joint Special Operations Task Force 
CJTF Combined Joint Task Force 
CNA Coordinates Not Available 
CONOP Concept of Operation (for a movement more than a few hours away) 
CoP Chief of Police 
COP Combat Outpost 
COP Common Operating Picture 
CP Checkpoint/Command Post/Collection Point/Counter Proliferation 
CSTC-A Command Security Transition Command – Afghanistan
CTF Combined Task Force 
DAB Da Afghanistan Bank 
DC 
DOT Direction of Travel 
DRS Direct Religious Support 
DPC District Police Center 
DshK Degtyaryova-Shpagina Krupnokalibervy (Soviet 12.7mm heavy machine gun - Close to NATO 50 cal ammunition) 
DTD Dated 
EC Enemy Combatant 
ECP Entry Control Point 
ECW Electronic Counter Warfare 
ECM Electronic Counter Measures 
EOD Explosive Ordinance Disposal 
EOM End of Mission 
ETA Estimated Time of Arrival 
ETD Estimated Time of Departure 
EWO Electronic Warfare Officer 
EXFIL Exfiltration 
FB Firebase 
FDS Field Detention Site 
FFAR Folding Fin Aerial Rocket 
FFIR Friendly Forces Intelligence Requirement 
FNU First Name Unknown 
FOB Forward Operating Base 
FRAGO Fragmentary Order 
GAC Ground Assault Convoy 
GBU Guided Bomb Unit 
GIRoA Government of the Islamic Republic of Afghanistan 
GSR Gun Shot Residue 
GSW Gunshot Wound 
HCT HUMINT Collection Team 
HIG Hizb-e Islami Gulbuddin/Hizb-i-Islami Gulbuddin – hard-line Islamic party founded by Gulbuddin 
Hekmatyar 
HIIDE Handheld Interagency Identity Detection Equipment 
HN Host Nation
HQN Haqqani Network 
HUMINT Human Intelligence 
HVT High-Value Target 
IAW In Accordance With 
ICRC International Committee of the Red Cross/Crescent 
ICW In Coordination With 
IED Improvised Explosive Device (See below for detailed list of specific IEDs) 
IMINT Imagery Intelligence 
INFIL Infiltration 
INTSUM Intelligence Summary 
IOT In Order To 
IR Information Requirement 
IROA Islamic Republic of Afghanistan 
ISAF International Security Assistance Force 
ISE Intelligence Support Element 
ISO In Support Of 
ISR Intelligence, Surveillance, and Reconnaissance 
IVO In Vicinity Of 
J-BAD Jalalabad 
JDAM Joint Direct Attack Munitions 
JIEDDO Joint Improvised Explosive Device Defeat Organization 
KLE Key Leader Engagement 
LN Local National 
LNO Liaison Officer 
LNU Last Name Unknown 
MASINT Measurement and Signature Intelligence 
MCT Movement Control Team 
MCIT Ministry for Communications Information Technology 
MEDCAP Medical Civil Affairs Patrol; Medical Civil Action Program 
MEDEVAC Medical Evacuation 
mIRC Military Internet Relay Chat 
MOD Ministry Of Defense (Note: Military) 
MOI Ministry Of Interior 
MOS Military Occupational Specialty 
MSR Main Supply Routes 
MWE Men, Weapons and Equipment 
N2KL Nanagahar, Nuristan, Konar & Laghman Provinces (TF Duke AO) 
NAI Named Area of Interest 
NCCC National Command Coordination Center 
NDS National Directorate of Security (Afghan “FBI”) 
NET No Earlier Than 
NFI No Further Information; Not Further Identified 
NFTR Nothing Further To Report 
NGO Non-Governmental Organization (i.e. Doctors Without Borders, Int’l Red Cross, Mercy Corps, United Nations, etc.) 
NLEC No Longer Enemy Combatant 
NLT No Later Than 
NMCC National Military Coordination Center 
NOK Next Of Kin 
NPCC National Police Coordination Center 
O/A On or about (around) 
O/O On Order 
OCC-P Operations Coordination Centers – Provincial 
OCC-R Operations Coordination Centers – Regional 
OGA Other Government Agency 
OOB Out Of Boundary (CJSOTF uses RMB) 
OSINT Open Source Intelligence 
P2KGL Paktia, Paktika, Khowst, Ghazni, Logar Provinces (TF Currahee AO) 
PAKMIL Pakistan Military 
PEGASUS CIA Collateral Terrorist Data Base (Not an acronym) 
PID Positive Identification 
PIR Priority Intelligence Requirements 
PKM Pulemyot Kalashnikov Modernized (Soviet 7.62mm Medium Machine Gun) 
POB Place of Birth 
POC Point Of Capture/Point of Contact 
POI Point of Impact 
POL Petroleum, Oil and Lubricants 
POO Point of Origin 
PRT Provincial Reconstruction Team 
PUC Person Under Confinement 
PZ Pickup Zone 
Q-36 & Q-37 Counter fire Radars (Nomenclature - not acronym) 
QRF Quick Reaction Force 
RCAC-E Regional Corps Advisory Command - East 
RC-E Regional Command-East 
RCP Route Clearance Patrol 
RFI Request For Information 
RMB Restricted Movement Boundary 
RON Remain Overnight 
ROZ Restricted Operation Zone 
RPAC-E Regional Police Advisory Command - East 
RPG Rocket-Propelled Grenade 
RPHQ Regional Police Headquarters 
RST Religious Support Team 
RTB Returned To Base 
RTC 
SAF Small Arms Fire 
SIGACTS Significant Activities 
SIGINT Signal Intelligence 
SITREP Situation Report 
SKS Samozaryadiy karavin Simonova, Soviet carbine with folding bayonet 
STOL Short Take Off and Landing 
SOP Standard Operating Procedure 
TCN Third County Nationals 
TIC Troops in Contact 
UAH Up-Armor HMMWV 
UAV Unmanned Aerial Vehicle 
UTAMS Unattended Transient Acoustic MASINT System 
UXO Unexploded Ordnance 
VCP Vehicle Check Point 
ZPU Uses 4 Soviet 14.5mm KPV heavy machine guns (Krubnokalibernyj Pulemet Vladimirova) as a towed AA weapon 
IED SPECIFIC ACRONYMS 
BBIED Body Borne Improvised Explosive Devices 
CDIED Command Detonated Improvised Explosive Devices 
CPIED Command Pull Improvised Explosive Devices 
CWIED Command Wire Improvised Explosive Devices 
HIED Hoax Improvised Explosive Devices 
PBIED Personnel Borne Improvised Explosive Devices 
PPIED Pressure Plate Improvised Explosive Device 
RCIED Radio Controlled Improvised Explosive Device 
SIED Suicide Improvised Explosive Device 
SVBIED Suicide Vehicle Borne Improvised Explosive Device 
TIED Timer Improvised Explosive Devices 
VBIED Vehicle Borne Improvised Explosive Device 
VIIED Victim Initiated Improvised Explosive Device 
VOIED Victim Operated Improvised Explosive Device 
UNKIED Unknown Improvised Explosive Devices 
3

image4.png
Afghan National Police (Sub-Pillars)

Afghan Local Police (ALP)

* Adefensive village protection program that complements the
Counterinsurgency (COIN) efforts by targeting rural areas with limited
t0 no Afghan National Security Forces (ANSF) designed to set the
conditions for regional security, economic development, and
governance.

* The GIRoA led initiative provides a temporary two to five years vil

rotection until the ANSF have reached sufficient capacity.

* ALP are strictly defensive that are restricted their respective district,
armed with AK-47's for self-defense reasons, and have no arrest or
investigative authority.

™

[Ce—

Current Strength = 10,594
End Strength = 30,000

6,852 Members/77 Mol Approved Sites
Identified by CICFSOCC-A

Afghan Public Protection Force (APPF)

* Security guards provide embassy security, govemment security,
private sector security

* Replacing private security companies,

* Does not count against total ANP force structure (except APPF HQ
and Zone HQs)

* Paid same as ANP.

+ Fee-for-service organization; intent is to become a State-Owned-
Enterprise (SOE)

CurrentStrength =788
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INFORMATION REQUIREMENTS (IR) REPORTING

PRIORITY CATEGORY

REPORT FORMAT

Death or life threatening injury of ANSF

ANSF personnel Missing In Action

n ==

Loss of a Check Point to enemy activity

Kidnapping of Local National or member-of the
Media

Any IED event (Discovery or Detonation)

Mistreatment or abuse of local civilians by.
ANSF

Planned AAF activity

(A5 IS AT FN Q)

Death or life threatening injury of Local
National due to AAF activity.

Death or life threatening injury of Local
National due to ANSF/CF operafions:

®

Attacks against or death or life threatening
injury of GIRoA or ANSF official

Significant damage to holy sites

Local national demonstration

Destruction of ANSF equipment

(X0 (N1 7% (%1 REN

Natural or manmade disaster threatening
life/property of Afghans

o |F|o|> = | > | > |0 > > > ||

The discovery of, or intelligence revealing the
existence of Foreign Fighters operating in 1
District

>

Destruction of ANSF equipment w/o loss of life 2

Night letters or other intimidation activity by
AAF against AFGHANS(No loss of life)

Natural/manmade disaster that poses life
threatening conditions
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INFORMATION REPORTING LEGEND:

BLUE Incidents require immediate reporting. BLACK

Report Priority incidents require reporting within 2 hours of incident.
1 = Enemy Activity on ANSF / 2 = Loss of ANSF
Report Category Equipment to Enemy Activity

3 = Local Nationals (Afghans) / 4 = Anti-Afghan Forces
(AAF) Activity

Report Formats A = SALTR Report /B =SPOT Report
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SALTR REPORT

Report sent by_ Date / Time,
All Times LOCAL|
[istrict
[Province
Date/ Time_ Region

All Times LOCALReport #

Isize of element of number]

fitems-S (example:
[exAAF, 2x suspected
Imines)

fActvity (what are they
joing?/what is it doing?)

|Location (Grid Coordinate|
Vilage / District)

[Time (ime actiity
curred o time)

[Response (detal the.
ANSF response taken to
the above report)
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SPOT REPORT

Report sent by,

Date/Time.

All Times LOCAL|

DARI

Report received by-————-——,

Date/Time

IDistrict
[Province
Region

All Times LOCAL 870,

[Size of element of number of
ftems-S (example: 4XAAF, 2x
[suspected mines)

[Position (Grid
[coordinate/Village/District that the
Ireport is about, or the source of the|
linformation)

|observation (A narrative of the
finformation gathered detailing the
lsituation or enemy plans. Narrative|
lshould include Whos planning to
do What, When and Where)

[Time (Time the
finformation/intelligence was
Ireceived)
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Negotiation Troubleshooting

~Validate anger, “Issomething wrong..”
~Lower tone; relax posture
~fdiscussion does not help, suggest abreak.

Counterpart displays anger

~Clarify, "Perhaps | have misunderstood the reason for our meeting. It was mysense
weare heretodiscuss...Is this accurate?”

~Maintain open-mind; listen; direct discussion to mutual concerns

Reassure or reassert your expertise and authority.

~Reaffirm commitment, “Itis our hope tomove towards an agreement that wil
Counterpart displays alack of trust foryou satisfy both ourinterests.”

~Leanforward; maintain open posture; speakthoughtfully.

~ifbreachof trust occurred previously, begintorebuild

Counterpart displays disrespect

-Apologize, ifyou areat fault; llow venting; do not get defensive.
Counterpart walks outofthe session ~Checkyour understanding and offer ways toprevent future conflict.
-Acknowledge value in relationship.
Reschedule meeting ifappropriate.

~Reaffirm commitment, “Itis our hope tomove towards an agreement that wil
Counterpart displays alack of trust foryou satisfy both ourinterests.”

~Leanforward; maintain open posture; speakthoughtfully.

~ifbreachof trust occurred previously, begintorebuild

-Apologize, ifyou areat fault; llow venting; do not get defensive.
Counterpart walks outofthe session ~Checkyour understanding and offer ways toprevent future conflict.
-Acknowledge value in relationship.
Reschedule meeting fappropriate.

Counterpart thinks youlack expertise ~shareinformation about your skills; provide specific examples
~speakdirectlyand confidently.

~Reaffirm your decision-making authority; display confidence.
~Determine f continuing will be productive towards goals or relationship; frot,
consider closing

Counterpartthinks youlack authority
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CATEGORIES OF PRECEDENCE DEFINITIONS

URGENT Used for emergency cases that need to be
evacuated as soon as possible, and in no case more
than two hours, to save life, limb, and eyesight

PRIORITY Used when the patient should be evacuated within
four hours or his medical condition will deteriorate to
such a degree that he will become an URGENT

precedence.

ROUTINE Used when evacuation is required, but condition is
not expected to deteriorate seriously within the next
24 hours

TACTICAL IMMEDIATE Used when the condition is not urgent or priority, but

evacuation is required as soan as possible to avoid
endangering the requesting unit's tactical mission.

ARMY AEROMEDICAL EVACUATION REQUEST

LINE 1: LOCATION _
LINE 2: RADIO FREQUENCY, CALL SIGN, AND SUFFIX
LINE 3: PRECEDENCE

URGENT ____ PRIORITY ___ ROUTINE ___ TACTICAL IMMEDIATE ____

LINE 4: SPECIAL EQUIPMENT
(HOIST, JUNGLE PENETRATOR)
LINE 5: NUMBER OF PATIENTS BY TYPE
UTTER AMBULATORY _
LINE 6: SECURITY OF PICKUP SITE
(NO ENEMY, POSSIBLE ENEMY, CONFIRMED ENEMY)
LINE7: METHOD OF MARKINGPICKUPSITE ___
(PANELS, PYRO, SMOKE, NONE, OTHER)
LINE 8 PATIENT'S NATIONALITY AND STATUS

LINE 3: NBC CONTAMINATION
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Afghan Uniform

Afghan Border Police

AN Pillars

Afghan National Civil

Afghan Anti-Crime

Civilian Police (AUP)

(ABP)

Current Strength= 71,022
$Y1390 End Strength =
75,304

o Conduct law enforcement
activities for the community

Do not ‘Hold’ in COIN.

o Connect community and
government

oNotfromlocal area, less
influence from local
dynamics.

Current Strength= 19,854
$Y1390 End Strength = 22,798

o Organized, trained and
equipped for the COIN fight
o Secures the border
oEnabled by technology and
close partnering with ISAF
oFBD s the key
developmental program

Order Police (ANCOP)

Current Strength= 11,579
$Y1390 End Strength = 13,608

o Organized, trained and
equipped for the COIN
fight

o Organizedin Kandaks and
Brigades

o Maintains security,
protects the people

©ANCOP training s the key
program for Gendarmerie

oRequires 6th grade
literacy

Police (AACP)

Current Strength= 6,765
$Y1390 End Strength = 6,715|

o Conduct investigations,
surveillance, forensics,
crime scene investi
tactical response (sp
police), and specialized
security

o Closely partnered

©Many branches of C2 - no
one “pillar chief





