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Purpose

This publication will assist Company Intelligence Support Teams (CoIST) with an SOP and point of reference. The intelligence products attached as annexes standardize products across the Army to facilitate and expedite the flow of intelligence and information. The techniques outlined in this SOP will help CoISTs with interpreting how to develop and disseminate products. This SOP explains how the CoIST will assist and enhance operations in a hybrid-threat environment.

· This SOP supports CO, BN and BDE SOPs

· Copies of this SOP will be provided to all member of the CoIST

· Personnel are authorized to make copies of this SOP for field operations

· The Company XO has overall responsibility for this SOP

· Recommended changes to this SOP will be submitted to the CoIST NCOIC 
and will be approved by the XO prior to implementation

· This SOP will be revised and updated annually, or more frequently as needed
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Company Intelligence Support Team

[bookmark: _Toc190485835]Mission

The Company Intelligence Support Team will describe the effects of the weather, enemy, terrain and local population upon friendly operations in order to reduce the commander’s uncertainty and aid in his decision-making. 

[bookmark: _Toc171474584]Purpose

Provide a 24/7 analytical, production and dissemination capability at the company level, giving the Company Commander options to exploit enemy vulnerabilities.

[bookmark: _Toc171474585]Intent

Assist the Company Commander in managing battlefield effects and operational expectations across all full spectrum operations.

[bookmark: _Toc169688919][bookmark: _Toc169688953][bookmark: _Toc169688973][bookmark: _Toc171474586]Expectation

[bookmark: _Toc169688922][bookmark: _Toc169688956][bookmark: _Toc169688976]A cohesive fully functioning tactical CoIST that is capable of: conducting predictive analysis of SIGACTs, conducting pattern analysis associated with SIGACTs and targeting, target packet generation, and possess the ability to properly conduct internal, external higher and external adjacent briefs in a way that ensures enhanced AO SA.

[bookmark: _Toc190485836]Task Organization

The CoIST is responsible for assisting the Commander with intelligence analysis, reporting, and dissemination of information and intelligence. Additional duties include detainee operations and tactical site exploitation (TSE) oversight and management.

CoISTs ultimately work for the Company Commander and therefore he must insure his CoIST is appropriately staffed, trained and equipped. The Commander must also integrate the CoIST into all aspects of company-level operations to include the military decision-making process (MDMP), targeting and patrol briefing and debriefing. As CoIST personnel are rarely MI qualified Soldiers, the Commander must also provide guidance and direction on information presentation and CoIST requirements.

 (
Intel Support Team
1) OIC
XO
2) NCOIC
1SG
3) Analyst
E5
4) Analyst/PLT LNO
E3/E4
5) Analyst/PLT LNO
E3/E4
6) Analyst/PLT LNO
E3/E4
)Conventional Operations

During conventional operations the XO and an assistant are the key intelligence assets utilized by the Company. The 1SG’s role is to ensure intelligence is being transmitted and received, and will take over the intelligence role if anything happens to the XO.



 (
Intel Support Team
1) OIC
O1/O2
2) NCOIC
E6
3) Analyst
E5
4) Analyst
E3/E4
5) Analyst
E3/E4
6) Analyst
E3/E4
)Stability Operations

During stability operations the OIC role may stay with the XO or be handed off to the FSO or other officer as appropriate. The key task for the OIC is knowledge management. The NCOIC will be transferred from the 1SG to a SSG from within the Company. The key task for the NCOIC is people management, and therefore does not have to have an intricate knowledge of all CoIST related subjects, but have excellent management skills.


[bookmark: _Toc190485837]
Layout

CoIST will utilize space available to ensure relevant products are posted and updated in an appropriate manner. Multiple approaches can be taken for effectiveness, and each company will layout their area for maximum effectiveness. To assist with knowledge management, CoIST should have a separate briefing area from the working area. The abundance of information available in the CoIST cell is often overwhelming to patrol members trying to remember everything and therefore retaining miniscule amounts. CoIST layout should facilitate mission focus, analysis from historical data and necessary output products such as the BOLO list. While any Soldier should be able to walk through the CoIST to have better SA, it is geared more for the Company Commander and platoon leaders.



[bookmark: _Toc190485838] (
Unit Info
Requirements
Enemy Situation
Enemy TTPs
Analysis
LN Situation
Non-Lethal
Lethal
Workspace
Workspace
Inbox
Outbox
OSRVT
Comp
BAT
CoIST TOC Layout Example
Unit Info: Mission, intent, attached/detached, friendly forces
Requirements: PIR, IR, SIR, TQ guidance
Enemy Situation: Map and overlays
Enemy TTPs: Historical data; time wheels, calendars
Analysis: Predictions based on historical data
LN Situation: ASCOPE/PMESII/SWEAT
Non-Lethal: Targets, CMO, IO, talking points
Lethal: Link diagram, targets, talking points
Workspace: Computers, inbox (debriefs and initial information), outbox (debriefs with assessments, analyzed products for review)
OSRVT: TOC setup, CAT-5 run to receiver outside
Comp: Jabber, AXIS Pro, TIGR, MS Office
BAT: Biometrics client (use peripherals as needed), TIGR, MS Office
)
 (
OSRVT
BFT
CoIST Tactical Layout Example (MATV)
(Easily transferred between vehicles if needed)
TC: XO
D: RTO for TOC operations (ensures CoIST is aware of CUOPs)
R Pax: CoIST member (assists with information management and transition to stability operations, possibly armorer)
OSRVT: CAT-5 run to truck bed, receiver and antennas mounted in bed area away from antennas (laptop primarily stowed unless currently in use, placed on top of radio stack)
Radio Stack: Radio 1 on CO, Radio 2 on BN [O/I], HF Radio as needed (some HN forces have HF capability), TACSAT as needed
BFT: Primary mobile digital system for transmitting overlays (enemy SITEMP, ASCOPE/PMESII/SWEAT)
Under Seat Files: (Information must be destroyed if overrun) PIR and answers (SIR developed on the go, put in notebook), IR and answers, target folders with warrants if available, TQ guidance, laminated map with overlays or alcohol pen marks (analytical comments on back of map)
Radio 1
Radio 2
HF Radio
TACSAT
PIR
IR
Target Folders
TQ Guidance
Map w/ Overlay
)
Responsibilities

Commander is overall responsible for decision making and manning.
· Key Tasks:
· Mission/Intent
· Command Oversight/Feedback
· Future Operations
· Enemy Courses of Action
· PIR/SIR Approval
· Oversight of Information/Collection Management

OIC is overall responsible for intelligence within the company.

· Key tasks:
· Establish priorities of work (ANNEX O).
· Manage reporting to BN (ANNEX E).
· Supervise ISR plan (ANNEX L, M, N).
· Supervise targeting (ANNEX H, I).
· Utilize appropriate methodology.
· Decide, detect, deliver, assess (D3A).
· Find, fix, finish, exploit, analyze disseminate (F3EAD).
· Manage target packets (ANNEX T, U).
· Brief and debrief patrols (ANNEX D, F).

NCOIC is overall responsible for managing CoIST personnel and SOP adherence.

· Key tasks:
· Assist OIC as necessary.
· Manage personnel (ANNEX B).
· Ensure priorities of work are complete (ANNEX O).
· Provide “first-look” guidance and NCO “top-cover” for analyst.
· Ensure necessary materials are available. 

Analyst is a company level primary duty. If available, a 35F should fill one of these slots. During stability operations, CoIST support to CP operations is more critical, requiring more dedicated personnel, which is why the platoon liaisons are re-tasked to HQ instead of their line platoon.

· Key tasks:
· Produce raw data products (ANNEX C, D, E, F, H, I, J, K, L, N, Q, R, S, T).
· Analyze raw data products (ANNEX D, F, G, H, I, M, Q, R).
· Update target packets (ANNEX T).
· Recommend enemy MLCOA (ANNEX D, G).
· Recommend enemy MDCOA (ANNEX D, G).
· Conduct intelligence briefs (ANNEX D)
· Conduct debriefs (ANNEX F)

Relationship with CO Operations

As Intelligence drives operations it is vital for the CoIST cell and Operations to communicate in real time.  If the CoIST cell and operations are not co-located it is imperative that information is transferred immediately.  The CoIST and OPS should both have patrol trackers that mirror each other(ANNEX E).  It is recommended that patrols report CP’s, NAI’s, and hot spots as a matter of safety and for intelligence value in the event that there is significant activity.  CO OPS and CoIST NCOIC/OIC should have a working knowledge of each other’s priorities of work as missions may be planned around information gathered.  

Battle drills should be practiced by the CoIST and OPS to ensure they collaborate smoothly in the event of significant activity.  Correcting weaknesses and focusing on strengths will allow for quicker reporting.  Timely intelligence can facilitate operations at the company level as well as higher echelons.  

CoIST Reporting Instructions:

The Company’s primary communications to BN when reporting is FM. Once a SIGACT occurs, the company CP will send a salute report via FM to BN NLT X= (SIGACT) + 10 minutes. After the FM call, the Company will send the same salute report to BN via Blue Force Tracker OR FBCB2. 

After every update of a report the CoIST will call via FM to inform the BN of the update. The CoIST will inform the FM monitor at BN the report naming convention and confirm that BN received the update. Updates will also be entered into TIGR (as seen below). 

At X + 20 minutes, the CoIST will post an initial report into TIGR. The initial report will include a SALUTE report and any information regarding the SIGACT. 

At X + 60 minutes, the CoIST will use the initial TIGR report and add the new information required. The second report will include a commanders initial assessment, the CoIST’s preliminary analysis, and any battle damage assessment (BDA) or post blast analysis (PBA) 

At X + 2 hours, the CoIST will input any new information that is received into the report in addition to the new requirements. The third report will include a final commanders assessment, CoIST analysis and threat assessment, and a confirmed BDA. 

After the CoIST inputs the 2 hour TIGR report, the CoIST is still responsible for any new information or reports regarding the incident. The CoIST is responsible for embedding any reports into the TIGR report so that the information is available to any unit. 

n the event the CoIST discovers a time sensitive target (TST) in an adjacent unit’s AO, the CoIST will notify both BN as well as the CoIST where the TST is located so they will have a chance to action the target and begin the process of acquiring the appropriate assets.

[bookmark: _Toc190485840]Systems and Reporting Methods

P.A.C.E. plan to BN for TOC operations

· Primary: SIPR/NIPR. Shared drives and web portals allow for long-term storage of information and should be utilized as a filing cabinet.  When files are uploaded the CoIST must follow up with either a phone call or instant message. The CoIST should ensure confirmation is received and document the process on the DA 1594. Landlines are grouped in to digital communication in this document because they are typically VOIP.

· Alternate: Mobile digital systems. Examples are FBCB2 or Land Warrior. These systems can send vital information, but messages must be acknowledged or the sender should presume the message has not been received. These systems are alternate to keep radio communication to a minimum.

· Contingency: Radio. Typically, short bursts of communication are all that is needed throughout the day and can be done via the command net. There will be times where meetings or longer communication needs to be completed and therefore an O&I net must be utilized. All CoISTs should monitor the O&I net from 1850-1910 with expected BN net initiation at 1900. If no contact is made, CoIST will resume normal operations. Should a CoIST need to pass information, the unit will request the BN S2 and/or other CoISTs to step down to the O&I net. When the primary method of communication is fully functional, to reduce redundancy and net traffic, VOIP or instant messenger may be used as the alternate method.

· Emergency: Runner. Emergency method of communication is utilized as a last resort for OPSEC reasons and involves physical movement of information and/or intelligence through the battlefield using a runner or convoy. Care should be taken to minimize necessary written communiqués and patrol members must know where sensitive or classified materials are and how to destroy them.  Patrols of this nature should take care to not stand out from normal patrols and take the safest or fastest route possible, situation dependent. 

P.A.C.E. plan to BN for mobile operations

· Primary: Radio. Since most TOC systems are only available in a stationary setting, radio becomes the primary method of communication. Key enemy and local information should be sent either immediately via BN net or during daily sync meetings via the O/I net. PIR answers should be sent immediately whereas IR answers should be sent daily or put onto an overlay and synchronized when at the BN AA.

· Alternate: Mobile digital system. PIR answers should be uploaded onto mobile digital systems as soon as possible to facilitate information flow across the battlefield. IR answers should be uploaded as time permits. After uploading, two-way communication should be established to ensure receipt of information.

· Contingency: Runner. Convoy or physical movement of information increases risk but can reduce the probability of information being compromised, as many organizations try to intercept and decrypt our digital communications. The Company Commander must weigh the risk against the value of information before sending a convoy back to the AA.

· Emergency: Pyrotechnics. Pyro should be used minimally and with caution. SOI should be adhered to for pyro use.


Unit Task List

CoIST OIC and NCOIC should evaluate their team semi-annually to ensure they are properly doing their job.  The Company Commander should evaluate the CoIST with the support of the S2 annually.
[bookmark: _Toc190485839]
Mission Lifecycle (Stability Operations)

Utilizing the CO mission statement and PIR, CoIST will develop ISR tasks and purpose recommendations. These should be reviewed by the OIC or NCOIC and provided to the Commander for approval and implementation. Upon approval, CO leadership should create a patrol plan. CoIST will submit ISR requests with strong task and purpose to BN in order to fill gaps within the patrol plan. 

Patrol leaders should familiarize themselves with all pertinent information for patrol planning from the CoIST. Once the plan is complete, the patrol leader will brief the CoIST so they can prepare patrol specific SIR and the patrol brief. CoIST will monitor patrol activities to assist with preparing patrol specific debrief questions and to assist with expected enemy or local national actions in the event of a SIGACT. 

Within 45 minutes upon return of the patrol, all possible personnel will be debriefed. CoIST will conduct the debrief and consolidate notes on the debrief format in the narrative section. CoIST analysts will review the debrief and add ‘CoIST comments’ or ‘BLUF (Bottom Line Up Front)’ comments to assist with knowledge management. 

CoIST will update historical databases and put pertinent information in to the daily INTSUM.


[bookmark: _Toc190485842]Company Synchronization Meeting

The CoIST will prepare enemy 24-96 hour MLCOA for the daily sync meeting. Enemy MLCOA will include:

· Goals
· IO campaigns
· Attacks on CF
· LN intimidation

From this intelligence, CoIST should make COA recommendations for the Commander graphically and on the CO ISM template. COA recommendations should include:

· Lethal target tasks and purposes
· 2nd and 3rd order effects of neutralization
· Non-lethal target tasks and purposes
· 2nd and 3rd order effects
· IO themes and talking points

Once the Commander decides the patrol schedule, the CoIST will update the CO ISM. From this, the CoIST will start creating patrol briefs and submit ISR requests. 

ISR Request

Requests for ISR must be received and deconflicted in a timely manner. To this regard, these timelines will be adhered to unless an immediate ISR request is necessary. Immediate requests must pass through BN and be approved by BDE to ensure appropriate airspace deconfliction.  

· Requests for company level assets will be submitted no less than 48 hours prior to ROZ start time.

· Requests for BN and higher echelon assets must be submitted no less than 72 hours prior to ROZ start time. 

ISR requests should be tied to an NAI and PIR.

[bookmark: _Toc190485843]
Specific Information Requirements

SIRs are confirmable or deniable questions that the CoIST should ask a patrol to answer. These answers may change from patrol to patrol; CoISTs must analyze the affirmative or negative answers in order to create a partial solution for a PIR. You can get the answers to SIR by either asking open-ended questions to get more description or, if brevity is needed, the SIR can be asked to get a quick answer for analysis. Here is an example:

BN PIR: What weather will affect enemy operations?

CO PIR: When is it going to rain in the CO AO? (Supports BN PIR with a significant factor in the CO AO.)

· Indicator: Cumulonimbus clouds
· SIR: Are there cumulonimbus clouds present in sector?
· Indicator: Wind change
· SIR: Is there more wind than normal in sector?
· Indicator: Air pressure change
· SIR: Is the air pressure decreasing?
· Indicator: Temperature decrease
· SIR: Is it colder than normal?

The patrol comes back and during our debrief we pick up that there were cumulous clouds, a slight wind, steady air pressure and it was cooler than normal during the patrol. We find that 75% of our questions were answered negatively, 25% were positive. Based on our analysis, we tell the CO we are not expecting rain in the next few hours.

Break everything down to the basics. SIRs are meant to be questions that the patrol can answer. If any SIR is unanswerable by the patrol or partially answerable by the patrol, chances are the SIR is an intelligence requirement (IR) that supports your PIR.

The CoIST will create a task and purpose for each SIR. 

[bookmark: _Toc190485844]
Briefing

Every person that goes on patrol should be briefed as to the current situation and what information the unit needs for PIR. The map is the primary briefing tool for the CoIST. Brief should focus on analysis and expectations rather than historical data. CoIST can reference historical data to validate issues or questions the Soldiers have. In-depth discussions or leader briefs should be conducted at or near the CoIST workspace to facilitate analysis with posted products. Patrol briefings should include at a minimum:

· Friendly forces (to include ISR assigned, available, situation dependent support [TIC-Troops In Contact])
· Enemy expectations for the expected duration of the patrol (SITEMP)
· SIR and the supported PIR for the mission
· HVT information and what to do when sighted
· BOLO information and what to do when sighted

Upon mission receipt, patrol leaders will update their SA through the CoIST posted products and analysts as necessary to ensure all relevant information for patrol planning is known. 

[bookmark: _Toc190485845]Debriefing

Every person that has been in the AO has information relating to the battle space that may be pertinent to your conventional operations and PIR or stability operations in the area, which the CoIST will pass to BN for addition to the historical databases. Debriefings will follow a chronological timeline to assist with event recollection. CoIST should monitor current operations to assist with creating the debriefing plan. The debriefer should be familiar with the patrol brief to know mission, enemy, PIR and SIR given to the patrol in order to create a patrol specific debrief. Since SIR are confirmable/deniable, it is often advantageous for the debriefer to ask open ended questions about the SIR, but if the answers are not what he is looking for, the patrol should be asked to answer the SIR. Notes should be taken during the debrief and transferred on to the debrief template in a logical manner. The debriefer should add analytical comments to the debrief and complete the form, submitting it to the NCOIC or OIC of the CoIST for review. When reviewed, the NCOIC or OIC should evaluate analysis and inform the Company Commander of pertinent information and submit to BN for further processing. This process can be manipulated for hastiness based on LTIOV. Topics that must be covered in order of precedence for the debrief are:

· SIGACTs
· PIR (SIR)
· Generic PIR/SIR (SWEAT/ASCOPE/PMESII)
· Atypical things the patrol saw
[bookmark: _Toc190485846]Targeting

The CoIST must be proactive with targeting and ensure information is received and transmitted to BN in a timely manner. At the company level, the AXIS PRO target packet will be used for both lethal and non-lethal targets. When a target poses a significant risk to the situation or is operating through various AOs, the CoIST must inform BN and request additional assets to confirm habits and patterns of life. CoIST will submit ISR requests for each target to assist with packet creation or confirm habits and patterns. Once a target is identified, our intent for the target must be established (kill, capture, influence, discredit). From this, the CoIST will establish methods and short-term operational recommendations for long-term success. 

[bookmark: _Toc190485847]Most Likely Course Of Action

Within the COIST should be posted a list of things that the enemy has currently been doing, such as using a different IED TTP, or attacking the FOB at a certain time every day. This is valuable take away information for both outgoing patrol leaders but also the commander. The information that is posted could save a soldiers life by telling them that something has been happening and it probably will happen again. The trends list is a simple form of predictive analysis but the only difference is, it is just a list of things that have happened and the patterns they have created. 

[bookmark: _Toc190485848]Most Dangerous Course Of Action

The enemy MDCOA should be created with the assistance of the BN enemy SITTEMP. This will help to figure out what the enemy can mass locally and what capabilities they have to employ their assets. The CoIST should look at the MDCOA to analyze what signs would lead to the event happening and generate a list of these signs. CoIST must constantly monitor for these signs as early warning indicators of the MDCOA and inform the Commander. 

[bookmark: _Toc190485849]Recommending Courses Of Action

COIST’s will recommend courses of action to the commander for his review. These COA’s are developed after careful analysis of the situation and creation of the best possible way to handle it. 

For example, recommending to the commander that he visit a certain key leader because the COIST is tracking that individual having influence in the area of operations.

The format for a recommended COA is as follows:
· Situation: A brief rundown of what is going on. The situation needs to be limited to a small number of events, preferably one so that the course of actions is easy to develop at the company level.
· Recommendation: Courses of action that will either eliminate the situation or turn the situation in favor of Coalition Forces.
· As soon as a course of action is completed it needs to be recommended to the commander so that an opportunity is not missed. 

[bookmark: _Toc190485850]Tactical Site Exploitation

While a CoIST representative may not always be on scene, CoIST will manage TSE at the company level. Utilize GTA 017-09-001 (Site Exploitation) and GTA 19-06-007 (Point of Capture). CoIST must ensure three things are done at every TSE:

· Photos of the site
· Witness statements
· Site diagram

All evidence needs to be bagged and tagged according to BDE SOP while ensuring appropriate handling and care. Documents and equipment must be analyzed on scene for immediate intelligence value and then moved quickly to the CoIST to double check immediate exploitation value, correctness of paperwork, proper packaging and moving of evidence to BN for further processing. DNA evidence should not be stored in sealed plastic. A DA 4137 (chain of custody) will be completed for all material collected. If possible, forms should be started at TSE site. No less than two witness statements should be collected from personnel at the scene. If possible, host nation witness statements will greatly assist with host nation prosecution.

[bookmark: _Toc190485851]
Tactical Informants and Questioning

Company Tactical Informant Operations:

Company Tactical Informant Operations are not Source Operations!

· CoIST will ensure the Commander is aware that tasking an informant is illegal
· An informant is defined as an individual who comes to you to willingly give information

Informant operations are a valuable source of intelligence if exploited correctly. Our Company will most likely experience both walk in and repeat informants and it is up to the CoIST to both track them and exploit them. 

The CoIST will follow these suggested techniques to be able to successfully safeguard and exploit the informant. 

· Safeguard informant’s real names; use aliases on the tracker and disclose real names only to leaders who you trust to be careful with the information
· Pictures can digitally hyperlink to more detailed information
· Ensure that all informant meetings are recorded in the Tactical Informant Contact Log and have updated Informant Personal Information Sheets

· Informant information must be tightly controlled as public knowledge would likely cause the death of company informants; hard copies of the tactical informant contact log and information should be shredded when obsolete and should not go forward on patrols nor be posted anywhere that ISF or interpreters can view 


NOTE: Tactical Informants are completely within the bounds of a company’s ability to use and exploit. The issue is when the informant becomes a source, and it is at that time that the informant must be handed over to the HCT’s so that they can be utilized legally.

Right Way To Use An Informant: A local national comes to the FOB and informs you that he has information that would be of value to the coalition forces. The local national is then brought into the FOB and is questioned on what he knows. After he tells you what he knows he can also be questioned about whatever else you would like to know about emerging or upcoming operations.

Wrong Way To Use An Informant: A local national comes to the FOB and informs you that he has information that would be of value to the coalition forces. The local national is then brought into the FOB and is questioned on what he knows. The person questioning then asks the local national to go back out and bring back information on different subjects and places. (This is called tasking and it is ILLEGAL). 

This is a simple concept that needs to be taken seriously so that people do not go to jail and informants do not die because a company is trying to run a source.

This is a great form of information if utilized properly. It can be a commander’s greatest and most lethal weapon if they embrace the concept of tactical informants and adhere the proper rules and regulations.  Any information that is taken in from a local national should be questioned and vetted to ensure the information is actually of value. 
 
LNQ is a technique to allow the COIST to suggest possible questions to ask while out on patrol. These questions are usually directed at the general public but can be tailored to a specific individual.
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	A
	

	ACE 
	Analysis and Control Element 

	ACOE
	Army Center Of Execellence

	ACR
	Armored Cavalry Regiment

	AIMS
	Automated Identity Management Support

	AO
	Area of Operations

	AOI
	Area of Interest

	AOR
	Area of Responsibility

	ASCOPE
	Area, Structure, Capabilities, Organizations, People, Events

	ASIOE 
	Associated Support Items of Equipment 

	ASL
	Authorized Stockage List

	ATO 
	Authorization to Operate 

	ATO 
	Air Tasking Order

	ATT
	Army Transformation Team

	AXIS Pro
	Analysis and eXploration of Information Sources PROfessional

	B
	

	BAT
	Biometric Automated Toolset

	BCT
	Brigade Combat Team

	BfSB
	Battlefield Surveillance Brigade

	BII
	Basic Issue Items

	BMNT
	Begin Morning Nautical Twilight

	BOLO
	Be On the Lookout

	BSID
	Base Station Identification

	C
	

	CA
	Civil Affairs

	CCI 
	Controlled Cryptographic Item 

	CCIR
	Commander's Critical Information Requirements

	CE-LCMC 
	Communications and Electronics-Life Cycle Management Center 

	CELLEX
	Cellular Exploitation

	CERDEC 
	Communications-Electronics Research, Development, and Engineering Center 

	CGS
	Common Ground Station

	CIDNE
	Combined Information Data Network Exchange

	CI POLY 
	Counterintelligence Scope Polygraph 

	CMO
	Civil Military Operations

	CMOPB
	Civil Military Operations Preparation of the Battlespace

	COA
	Course of Action

	COA (MD/MP/ML)
	Course of Action (most deadly / most probable / most likely)

	COG
	Center of Gravity

	COIN
	Counterinsurgency

	CoIST
	Company Intelligence Support Team

	COP
	Command Out-Post

	CST
	Cryptological Support Teams

	COMINT
	Communication Intelligence

	COMSEC 
	Communications Security 

	CONEX 
	Container Express 



[bookmark: _Acronyms_1]ACRONYM LIST

	D
	

	D3A
	Decide, Detect, Deliver, Assess

	DC
	Dislocated Civilian

	DCGS-A 
	Distributed Common Ground Sensor - Army

	DCS 
	Defense Communications System 

	DF 
	Direction Finding 

	DODAAC 
	DoD Activity Address Code 

	DOMEX
	Document and Media Exploitation

	DTT 
	Doctrine, Tactics, and Training 

	E
	

	EAC 
	Echelons Above CORPS 

	EEFI
	Essential Elements of Friendly Information

	EENT
	End Evening Nautical Twilight

	EFP
	Explosively Formed Penetrator

	EJK
	Extra Judicial Killing

	EO
	Electro-Optical

	ES2
	Every Soldier is a Sensor

	EVENTEMP
	Event Template

	F
	

	F3EAD
	Find, Fix, Finish, Exploit, Analyze, Disseminate

	FBIS
	Foreign Broadcast Information System

	FC  
	Fielding Command 

	FFIR
	Friendly Forces Information Requirement

	FLIR
	Forward-Looking Infrared Radar

	FMC  
	Fully Mission Capable 

	FMV
	Full Mission Video

	FSE
	Field Software Engineer

	G
	

	GCS
	Ground Control Station 

	GEOINT
	Geospatial Intelligence

	GMTI
	Ground Moving Target Indicator

	GSM
	Global Systems for Mobile communications

	H
	

	HCT
	Human Intelligence Collection Team

	HHC 
	Headquarters, Headquarters Company 

	HIIDE
	Handheld Interagency Identity Detection Equipment

	HPCP
	High Powered Cordless Phones

	HPT
	High Payoff Target

	HPTL
	High Payoff Target List

	HUMINT
	Human Intelligence

	HVT
	High Value Target

	HVTL
	High Value Target List

	I
	

	IEW
	Intelligence, Electronics and Warfare

	IMEI
	International Mobile Equipment Identity (handset serial #)

	IMINT
	Imagery Intelligence

	IMSI
	International Mobile Subscriber Identity (simcard #)

	INSCOM 
	Intelligence and Security Command 

	INTSUM
	Intelligence Summary

	IASO
	Information Assurance Security Officer

	IO
	Information Operations

	IPB
	Intelligence Preparation of the Battlefield

	IR
	Information/Intelligence Requirement

	ISR
	Intelligence Surveillance and Reconnaissance

	J
	

	JP
	Joint Publication

	JPAS 
	Joint Personnel Adjudication System 

	JSS
	Joint Security Station

	JSTARS
	Joint Surveillance Target Acquisition Radar System

	JWICS 
	Joint Worldwide Information (or Intelligence) Communications System 

	K
	

	KEYMAT
	Key Materiel

	KLE
	Key Leader Engagement

	L
	

	LAR 
	Logistics Assistance Representative 

	LLVI
	Low-Level Voice Intercept

	LN
	Local National

	LNO
	Liaison Officer

	LOA
	Letter of Agreement

	LOB
	Line Of Bearing

	LOC
	Lines of Communication

	LOS 
	Line Of Sight 

	LRU 
	Line (or Lowest) Replaceable Unit 

	LTIOV
	Latest Time Information of Value

	M
	

	MAP 
	Mobile Antenna Platform 

	MASINT
	Measurement and Signatures Intelligence

	MFA 
	Materiel Fielding Agreement 

	MFP 
	Materiel Fielding Plan 

	MHE
	Materiel Handling Equipment

	MOE
	Measures of Effectiveness

	MOS 
	Military Occupational Specialty 

	MRL 
	Materiel Requirements List 

	MSISDN
	Mobile Subscriber Integrated Services Digital Number (phone #)

	MSP 
	Mission Support Plan 

	MTI
	Moving Target Indicator

	N
	

	NAI
	Named Area of Interest

	NET 
	New Equipment Training 

	NGIC
	National Ground Intelligence Center

	NGO
	Non-Governmental Organization

	NMIB 
	New Materiel Introductory Brief 

	NRT
	Near-Real time

	NSA 
	National Security Agency 

	NSACC
	National Security Agency Cryptographic Center

	NSTIO
	New Systems Training Integration Office

	O
	

	OE 
	Operational Element 

	OE 
	Operational Environment

	OEM 
	Original Equipment Manufacturer 

	OSINT
	Open-Source Intelligence

	OTM 
	On The Move 

	P
	

	P.A.C.E.
	Primary, Alternate, Contingency, Emergency (commo plan)

	PBT
	Personality-Based Targeting

	PC 
	Prophet Control 

	PID
	Positive Identification

	PIR
	Priority Intelligence Requirement

	PMESII-PT
	Political, Military, Economic, Social, Information, Infrastructure, Physical environment, Time (operational variables)

	PSYOP
	Psychological Operations

	PTT
	Push-To-Talk (radio equip)

	Q
	

	
	

	R
	

	RFI
	Request For Information

	RSC 
	Regional Support Center 

	S
	

	S3B 
	Single SIGINT Software Baseline 

	SA
	System Administrator

	SA
	Situational Awareness

	SATCOM 
	Satellite Communications 

	SBCT 
	Stryker Brigade Combat Team 

	SCI 
	Sensitive Compartmented Information 

	SCIF
	Sensitive Compartmentalized Information Facility

	SIGACTS
	Significant Activities

	SIGINT 
	Signal Intelligence 

	SIM
	Signal Identity Module

	SIPR
	Secret Internet Protocol Router

	SIR
	Specific Information Requirement

	SITMAP
	Situation Map

	SITEMP
	Situational Template

	SKT
	Small Kill Teams

	SMS
	Short messaging Service (text messaging)

	SOI
	Signals Operating Instructions

	SOI
	Spheres Of Influence

	SOR
	Specific Order or Request

	SRU 
	Shop Replaceable Unit or Shop Repairable Unit 

	SSC 
	Soldier Support Center 

	SSE
	Sensitive Site Exploitation

	STG
	SIGINT Terminal Guidance

	STX 
	Situational Training Exercise 

	SU
	Situational Understanding

	SWEATT-MS
	Sewage, Water, Electricity, Academics, Trash, Transportation-Medical Security

	SWO
	Staff Weather Officer

	T
	

	TACNAV 
	Tactical Navigation 

	TAI
	Target Areas of Interest

	TAS 
	Target Acquisition System 

	TCM
	TRADOC Capability Manager

	TDN 
	TROJAN Data Network 

	TEC
	Time Event Chart

	TGT
	Target

	TIGR
	Tactical Ground Reporting system

	TIP
	Target Intelligence Packet

	T-LITE
	TROJAN-Lightweight Integrated Telecommunications Equipment

	TM 
	Technical Manual 

	TMDE 
	Test, Measurement and Diagnostic Equipment 

	TNCC 
	TROJAN Network Control Center 

	TOC 
	Tactical Operations Center 

	TPD
	Tactical Psychological Operations Detachment

	TPT
	Tactical Psychological Operations Team

	TQ
	Tactical Questioning

	TS 
	Top Secret 

	TSE
	Tactical Site Exploitation

	TST
	Time Sensitive Target

	TTL
	Tagging, Tracking, Locating (equipment)

	TTP
	Tactics, Techniques, Procedures

	U
	

	UAS
	Unmanned Aerial System (formerly UAV)

	UCT
	Unified Command Team

	UGS
	Unattended Ground Sensors

	UPS 
	Uninterruptible Power Supply 

	USAIC 
	United States Army Intelligence Command 

	V
	

	
	

	W
	

	WIT
	Weapons Intelligence Team

	X
	

	X-SUM
	HUMINT INTSUM

	Y
	

	
	

	Z
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ANNEX A	ACRONYMS
[bookmark: Acronyms][bookmark: Battle_Rhythm]
INTEL BATTLE RHYTHM



The CoIST battle rhythm is designed around BN’s battle rhythm.  The CoIST battle rhythm will be adjusted as required. The ‘Necessary Action’ column should describe all actions that need to occur for success of the adjacent battle rhythm item and should include how and where items need to be completed.
  
ANNEX B	BATTLE RHYTHM

ANNEX B	BATTLE RHYTHM
Daily Battle Rhythm

· 0000 – Last 24 TiGR and SIGACT rollup
· 0030 – SIGACT analysis 
· 0200 – Update BAT/HIIDE
· 0300 – Analysis added to GRINTSUM
· 0400 – Update BOLO and add to GRINTSUM
· 0600 – GRINTSUM due to BN
· 0630 – Shift change brief/CUB slides updated
· 0700 – Shift change
· 0800 – CUB
· 0900 – CO lethal targeting meeting
· 1000 – CO non-lethal targeting meeting
· 1100 – 7 day/96 hour ISR task and purpose
· 1200 – Submit ISR request
· 1300 – Update link diagram
· 1400 – Update target packets
· 1500 – Review PIR/SIR
· 1700 – S2 sync
· 1830 – Shift change brief
· 1900 – Shift change
· 2000 – Update 7-day weather
· 2100 – Mission brief prep, next 24 hours
· 2200 – Capture/update map/overlay data
· 2300 – Update enemy MLCOA/MDCOA


Necessary Action

· Digitally document last 24 hours
· Do SIGACTs match 90-day patterns and TTPs
· Sync order: HIIDEs-BAT-Server-BAT-HIIDEs
· Add analytical comments to GRINTSUM format
· Update information and add to GRINTSUM
· Post on shared drive, tell S2
· Use format in SOP
· Systems checks and last shift duties complete
· Use format in SOP
· Update kinetic plan, 2nd and 3rd order effects
· Update non-kinetic plan, 2nd and 3rd order effects
· Develop asset task and purpose for review by CO
· Submit necessary requests
· Print new as necessary, update AXIS Pro entries
· Update lethal/non-lethal packets
· Review effectiveness and update
· Review analysis, ISR, targeting, O&I net check
· Use format in SOP
· Systems checks and last shift duties complete
· Update weather slides on briefing space
· Develop mission briefs for next 24 hours
· Save analog data to digits and update
· Update based on daily 2nd and 3rd order effects
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[bookmark: BOLO]
ANNEX C	BOLO

ANNEX C	BOLO


[bookmark: Brief_Cover_Sheet]Mission Brief Cover Sheet

Trip Ticket #:

· SIGACTS- Last 24
· Same TTPs as historical or not

· Enemy MLCOA

· Current BOLO List and actions on contact

· Friendly Elements:
· Location
· Call Sign and Freq
· Task and Purpose

· Route Status

· Air Assets Available
· Call Sign
· Time on Station
· Call Sign and Freq

· Fire Support Assets Available

· Current QRF 
· Unit
· Call Sign and Freq

· Organic Assets Available:
· HUMINT / SIGINT / IMINT

· ISR Assets Available:
· HUMINT / SIGINT / IMINT / SOF
ANNEX D	MISSION BRIEF COVER SHEET

ANNEX D	MISSION BRIEF COVER SHEET
[bookmark: Daily_Staff_Journal][image: C:\Users\Tommy Tombstone\Desktop\Patrol tracker.jpg]
ANNEX E	Patrol Tracker/DA 1594
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ANNEX E	Patrol Tracker/DA 1594
ANNEX F	DEBRIEF
[bookmark: Debrief][image: Macintosh HD:Users:Jonathan:Desktop:ANNEX F (Debrief).pdf]
[image: ]
ANNEX F	DEBRIEF
ANNEX G	INTSUM
[bookmark: INTSUM][image: ][image: ][image: ][image: ][image: ][image: ]
ANNEX G	INTSUM
ANNEX H	HPTL
[bookmark: HPTL][image: ]
ANNEX H	HPTL
ANNEX I	HVTL
[bookmark: HVTL][image: ]
ANNEX I	HVTL
ANNEX J	INFORMANT CONTACT LOG
[bookmark: Informant_Contact_Log][image: ]
ANNEX J	INFORMANT CONTACT LOG
[bookmark: Informant_Personal_Information]TACTICAL INFORMANT (TI) PERSONAL INFORMATION SHEET

TI #: _________________ (assigned by CoIST)
Type of TI: ______________ (walk-in, patrol, casual, community, liaison)

This sheet is used to record the biographic and other details of individuals met during passive HUMINT collection operations.  These include walk-ins, patrol collection, casual, community & liaison contacts.  

Biographic Details
A. What is the contacts’ full name? 
First Name:
Middle Name: 
Last Name:
Tribal/clan Name: 
Nickname: 

B.	What is the TI’s date of birth? (YYYYMMDD) 

C.	What is the TI’ place of birth? (neighborhood, city) 

D.	Where does the TI live now?  (address, neighborhood, city) 

Placement/Access
E.	Where did the TI obtain the information he/she provided? 


F.	When did you obtain this information? 


Motivation
G. 	Why did the contact come forward to give information? 


H.	Has the TI provided information to Coalition Forces in the past? (other than this unit) 
Yes/No (If yes, to whom and what was the information.)


I.	Is the TI currently providing information to other members of Coalition Forces? (other than this unit) (IF YES, STOP AND CONTACT THT FOR FURTHER GUIDANCE):


J.	Is the TI willing to pass information to others within the coalition? 


K.	What are the TI’s feelings about the Coalition Forces operating here? 


Security
L.	Who else knows the information being reported? 


M.	Who else knows the TI is talking with us? 


Contact/Recontact Details
N.	Is the TI able to contact/meet with us again? (where/when)


Meeting History (refer to previous screening sheets & contact logs)
O.	When has the TI been met? (from first meeting onwards: include Date, Time, Location, Collector Details – including linguist):



Information Provided (refer to previous screening sheets & contact logs)
P.	What information has the TI provided? (include date, general details and SPOT or other report numbers if written):


Inspection by Brigade S2/Review by THT
Q.	When was this sheet inspected by the Brigade S2X staff or reviewed by an HCT member? (include Date, HCT member details, action taken):



Sheet Compiled/Information Updated
R.	Who compiled this sheet and updated the details? (include Date, member details):


Physical Description
S.	What is the TI’s physical description? (“A to I” acronym)
· A: Age/Sex (estimate within 5 years, eg 25-30 years old male)
· B: Build (include estimate of weight within 10 pounds, eg 150-160lbs)
· C: Complexion (Ethnic Group/Skin Complexion)
· D: Dress (from head to feet: headwear, shirt, pants, shoes, plus accessories)
· E: Elevation (Height) (estimate within 2 inches)
· F: Face (include eye color, facial hair)
· G: Gait 
· H: Hair (color, length, style)
· I: Interesting (Distinguishing) Features (jewelry, language, scars, marks, tattoos)

Attach photo (if available)

Handover/Termination
T. When was the TI handed over to a HCT, or terminated as a source of information?

ANNEX K	INFORMANT PERSONAL INFORMATION

ANNEX K	INFORMANT PERSONAL INFORMATION
ANNEX L	ISR REQUEST
[bookmark: ISR_Request][image: Macintosh HD:Users:Jonathan:Desktop:ANNEX L (ISR Request)7.pdf]
ANNEX L	ISR REQUEST
ANNEX M	BN ISM EXAMPLE
[bookmark: ISM_Example][image: ]
ANNEX M	BN ISM EXAMPLE
ANNEX N	CO ISM
[bookmark: CO_ISM][image: Macintosh HD:Users:Jonathan:Desktop:ANNEX N (CO ISM)8.pdf]
ANNEX N	CO ISM

[bookmark: Priorities_of_Work]Intel Priorities of Work


· Obtain mission and intent from CO and BN
· Establish workspace
· Establish PIRs/SIRs/ISR Matrix
· Review and update area assessments
· Review and update link diagram
· Establish FM communication
· Establish system connectivity
· Start tracking SIGACTs in TIGR
· Obtain weather info
· Produce BUB slides
ANNEX O	INTEL PRIORITIES OF WORK

ANNEX O	INTEL PRIORITIES OF WORK
ANNEX P	RFI TRACKER
[bookmark: RFI_Tracker][image: Macintosh HD:Users:Jonathan:Desktop:ANNEX P (RFI Tracker)9.pdf]
ANNEX P	RFI TRACKER
ANNEX Q	WEEKLY TIME WHEEL
[bookmark: Time_Wheel][image: ]
ANNEX Q	WEEKLY TIME WHEEL
ANNEX R	CALENDAR
[bookmark: Calendar][image: ]
ANNEX R	CALENDAR
[bookmark: Talking_Points]Example Talking Points

1) We are here to support you through increasing the efficiency and effectiveness of your government.

2) We will support you through economic and social development projects, nominated by your community through your government.

3) We are here because there are people living among you who have killed innocent people or supported the killing of innocent people throughout the world. When they are brought to justice we will leave your village.

4) In order to support you more effectively, we want your cooperation through open communication. Feel free to talk to us as we walk in and around your towns.

5) Tell us if there are any weapons or suspicious things and we will work to remove them for your safety.

ANNEX S	TALKING POINTS

ANNEX S	EXAMPLE TALKING POINTS
[bookmark: Target_Package][image: ] 
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ANNEX T	TARGET PACKAGE
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ANNEX T	TARGET PACKAGE
[bookmark: Target_Quality_Rating][image: ]
ANNEX U	TARGET QUALITY RATING
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[CLASSIFICATION] TARGET NAME [TARGET NAME] TARGET NO [TARGET NO] TIER [TIER] 



OPSUM 



 
MSN XXXXX - (NAME OF OPERATION) 
 
1. AREA OF OPERATION :  
2. PURPOSE OF MISSION : (CAPTURE / KILL [TARGET NO] - Mystery Man.) 
3. SITUATION: (SHORT SUMMARY OF TARGET SITUATION.) 
3.A. TARGET REVIEW: (WHY / HOW TARGET WAS DEVELOPED) 
 
3.B. SUMMARY OF OPERATION: (BRIEF DESCRIPTION OF OPERATION FROM SP TO CLOSURE). 
 
3.C. ENEMY DETAINED: 
3.C.1.DETANEES TURNED OVER (ORGANIZATION/LOCATION/DTG): 
 
3.D. ENEMY CASUALTIES (KIA / WIA): 
 
4. FORCE COMPOSITION: 
4.A. PERSONNEL:  (TOTAL NUMBER OF PERSONNEL INVOLVED IN OPERATION) 
4.B. MOBILITY:  (NUMBER AND TYPE OF VEHICLES INVOLVED IN OPERATION) 
4.C. SUPPORTING ARMS:  (NUMBER AND TYPE OF ADDITIONAL COMBAT MULTIPLIERS INVOLVED IN OPERATION) 
4.D. FRIENDLY CASUALTIES: 
 
5. EVALUATION OF RESULTS: (COMMANDER�S / LEADER�S ASSESMENT OF OPERATION) 
 
6. COMMANDER�S COMMENTS: XXXXX.\ 
 
7 POC/XX  BN/LOC:  XXXXXX// 



[CLASSIFICATION] 










[CLASSIFICATION] 

TARGET NAME  [TARGET NAME]  TARGET NO  [TARGET NO]  TIER  [TIER] 

OPSUM 

 

MSN XXXXX - (NAME OF OPERATION) 

 

1. AREA OF OPERATION :  

2. PURPOSE OF MISSION : (CAPTURE / KILL [TARGET NO] - Mystery Man.) 

3. SITUATION: (SHORT SUMMARY OF TARGET SITUATION.) 

3.A. TARGET REVIEW: (WHY / HOW TARGET WAS DEVELOPED) 

 

3.B. SUMMARY OF OPERATION: (BRIEF DESCRIPTION OF OPERATION FROM SP TO CLOSURE). 

 

3.C. ENEMY DETAINED: 

3.C.1.DETANEES TURNED OVER (ORGANIZATION/LOCATION/DTG): 

 

3.D. ENEMY CASUALTIES (KIA / WIA): 

 

4. FORCE COMPOSITION: 

4.A. PERSONNEL:  (TOTAL NUMBER OF PERSONNEL INVOLVED IN OPERATION) 

4.B. MOBILITY:  (NUMBER AND TYPE OF VEHICLES INVOLVED IN OPERATION) 

4.C. SUPPORTING ARMS:  (NUMBER AND TYPE OF ADDITIONAL COMBAT MULTIPLIERS INVOLVED IN OPERATION) 

4.D. FRIENDLY CASUALTIES: 

 

5. EVALUATION OF RESULTS: (COMMANDER

�

S / LEADER

�

S ASSESMENT OF OPERATION) 

 

6. COMMANDER

�

S COMMENTS: XXXXX.\ 

 

7 POC/XX  BN/LOC:  XXXXXX// 

[CLASSIFICATION] 
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[CLASSIFICATION] TARGET NAME [TARGET NAME] TARGET NO [TARGET NO] TIER [TIER] 



SUPPORTING DOCUMENTS 
AND WARRANTS 



[CLASSIFICATION] 










[CLASSIFICATION] 

TARGET NAME  [TARGET NAME]  TARGET NO  [TARGET NO]  TIER  [TIER] 

SUPPORTING DOCUMENTS 

AND WARRANTS 

[CLASSIFICATION] 
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Target Quality Rating  
Location:                                                                          



 1- Target location unknown 
 2- Target location is confirmed by one unaccredited source 
 3-Target location is confirmed by multiple unaccredited sources or one credible source 
 4-Target location is confirmed by multiple credible sources 
 5-Target location is known, confirmed, and current from multiple sources 



Effect: (on enemy) 
 1-Capture of target would have no effect 
 2-Capture of target would have minimal effect 
 3-Capture of target would have significant effect   
 4-Capture of target would have massive damaging effect 
 5-Capture of target would have catastrophic effect 



Intel Cost: 
 1- Capture would create major Intel loss   
 2-Capture would create significant Intel loss 
 3-Capture would create some loss of Intel 
 4-Capture would create minimal loss of Intel 
 5-Capture would create no loss of Intel 



Evidence: 
 1-No evidence has been collected 
 2-Minimal amount of evidence has been collected 
 3-Significant amount of evidence has been collected 
 4-A large amount of evidence has been collected 
 5-Massive amounts of hard evidence has been collected 



Source: 
 1-No sources 
 2-Single unaccredited source 
 3-Multiple unaccredited sources or one credible source 
 4-Multiple credible sources 
 5-Multiple credible sources accurate without doubt 



PID: 
 1-Target has not been identified by any source, or is not easily recognizable 
 2-Target has been identified by a single unaccredited source, or is recognizable with some difficulty 
 3-Target has been identified by multiple unaccredited sources or one credible source, or is somewhat recognizable 
 4-Target has been identified by a single credible source, or is easily recognized  
 5-Target has been identified by multiple credible sources, or is recognizable with no difficulty whatsoever 



Overall Target Values: 
0-10  Low Priority Target 
11-20 Mid-Priority Target 
21-30 High Priority Target 



* A “0” represents UNKNOWN 










Target Quality Rating  

Location:                                                                          

 1- Target location unknown 

 2- Target location is confirmed by one unaccredited source 

 3-Target location is confirmed by multiple unaccredited sources or one credible source 

 4-Target location is confirmed by multiple credible sources 

 5-Target location is known, confirmed, and current from multiple sources 

Effect: (on enemy) 

 1-Capture of target would have no effect 

 2-Capture of target would have minimal effect 

 3-Capture of target would have significant effect   

 4-Capture of target would have massive damaging effect 

 5-Capture of target would have catastrophic effect 

Intel Cost: 

 1- Capture would create major Intel loss    

 2-Capture would create significant Intel loss 

 3-Capture would create some loss of Intel 

 4-Capture would create minimal loss of Intel 

 5-Capture would create no loss of Intel 

Evidence: 

 1-No evidence has been collected 

 2-Minimal amount of evidence has been collected 

 3-Significant amount of evidence has been collected 

 4-A large amount of evidence has been collected 

 5-Massive amounts of hard evidence has been collected 

Source: 

 1-No sources 

 2-Single unaccredited source 

 3-Multiple unaccredited sources or one credible source 

 4-Multiple credible sources 

 5-Multiple credible sources accurate without doubt 

PID: 

 1-Target has not been identified by any source, or is not easily recognizable 

 2-Target has been identified by a single unaccredited source, or is recognizable with some difficulty 

 3-Target has been identified by multiple unaccredited sources or one credible source, or is somewhat recognizable 

 4-Target has been identified by a single credible source, or is easily recognized  

 5-Target has been identified by multiple credible sources, or is recognizable with no difficulty whatsoever 

Overall Target Values: 

0-10  Low Priority Target 

11-20 Mid-Priority Target 

21-30 High Priority Target 

* A 

“

0

”

 represents UNKNOWN 
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Unit (SQ/PL/CO): Patrol Leader:
Date of Mission: Debrief Number (S2 Only):
Depart Time: Return Time:
Mission:



GRID:



GRIDS:



LOCATION GRID



SEX ETHNICITY DET #



PASSENGER (LAST/FIRST COLOR MAKE LIC NO. DIG PHOTO #



QUANTITY



Describe key locations visited during patrol (town, ethnic minority neighborhood, school, market, religious bldgs., etc.)
OBSERVATIONS, TRENDS (e.g. BETTER OR WORSE?) DIGITAL PHOTO #



        Attitude of General Population Towards CF/ISF (Select One):
COIST COMMENTS



PERSONNEL ENCOUNTERED
List important/interesting persons encountered.  Describe what they said/did that was significant in the PATROL NARRATIVE.



NAME (LAST/FIRST) HOMETOWN DESCRIPTION (or digital photo #)



VEHICLE ENCOUNTERED
List passengers in PERSONNEL ENCOUNTERED!(above).!!Discuss!significant!vehicles!in!the!PATROL NARRATIVE.



MODEL LOCATION



CAPTURED EQUIPMENT
Explain circumstances leading to capture of equipment in the PATROL NARRATIVE.



ITEM DESCRIPTION TAG NUMBER SERIAL NUMBER DIGITAL PHOTO #



Favorable! Neutral! Hostile! Unknown!
Other:!



Fixed guard/checkpoint at:!



Mounted Patrol in TOWNS OF:!
Dismounted Patrol in TOWN OF:!



Respond to:!
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PIR/IR # ANSWERED



PIRs/IRs ANSWERED
Provide information pertaining to Priority Information Requirements (PIRs) or Information Requirements (IRs).  List PIR or IR #.



List attachments or enclosures to this debrief.  Example:  sketch, disk with digital photos, captured documents, political rally
poster, confiscated weapon, etc.  Ensure that any attached item is described in the PATROL NARRATIVE!above.



PATROL NARRATIVE
Describe the important events of patrol.  Include 5 W's (who,!what,!when,!where,!and!why).!!Provide!Digital Photo #.



ATTACHMENTS










PIR/IR # ANSWERED

PIRs/IRs ANSWERED

Provide information pertaining to Priority Information Requirements (PIRs) or Information Requirements (IRs).  List PIR or IR #.

List attachments or enclosures to this debrief.  Example:  sketch, disk with digital photos, captured documents, political rally

poster, confiscated weapon, etc.  Ensure that any attached item is described in the PATROL NARRATIVE

!above.

PATROL NARRATIVE

Describe the important events of patrol.  Include 5 W's (who,!what,!when,!where,!and!why).!!Provide!Digital Photo #.

ATTACHMENTS
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CoIST Daily INTSUM 










CoIST Daily INTSUM 
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Enemy Activity Last 24 hrs 



Events by Category
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IED: 33 



IDF: 23 



IED’s focused along 
ASR/MSR’s 



IDF focused on 
FOB’s 










Enemy Activity Last 24 hrs 

Events by Category
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Enemy Activity  
•  DAILY ASSESSMENT: 
•  UXO with yellow ribbon found IVO Talwall mosque on MSR BULL RUN; ribbon is expected to be the 



trade mark of the IED maker/planter of this IED 



•  AQI HAS BEEN RECENTLY SMUGGLING FUEL IN AND OUT OF THE GHAZI PROVINCE. THIS IS 
PROBABLY USED TO FINANCE THEIR NETWORKS AND ASSIST IN RECRUITMENT IN AND 
AROUND MEDINA JABAL/WASL. 



•   IT HAS BEEN REPORTED THAT THE SOI ARE PROTECTING THE TALLOWA MOSQUE.  THIS IS 
APPARENTLY IRRITATING LOCAL SHIA’S SINCE IT IS A SHIA MOSQUE.   



•  A/3 FOUND A UXO AT THAT LOCATION AND NO PRESENCE OF SOI WAS MENTIONED.  THE 
EFP ATTACK COULD HAVE LIKELY BEEN SHIA RETALIATION  TARGETED AT SOI. 



•   VIOLENCE ALONG MSR BULLRUN WILL LIKELY INCREASE. 30TH HBCT REPORTED THAT LN’S 
ARE COMPLAINING US SOLDIERS ARE TREATING THEM POORLY AT CP’S AROUND THE 
PROVINCE.  CF’S SHOULD CLOSELY MONITOR AND CONTROL THIS TO OBTAIN THE FAITH OF 
LN’S WHO WILL ULTIMATELY DEFEAT INSURGENTS IN AO BRONCO.  



•  EXPECT ENEMY ACTIVITY TO MAINTAIN IF NOT INCREASE. 
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Event by type last 24 hrs  
Events by Category
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Event by type last 24 hrs  

Events by Category
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Events by time Last 24 hrs 
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Hostile Actions / IED



Hostile Actions / Other Hostile Action



Hostile Actions / Mortar



Intel-> Actions / Surveillance



Hostile Actions / VBIED



Hostile Actions / SAF



Hostile Actions / Indirect



Friendly Actions / Other Friendly
Action
Hostile Actions / Complex Attack



Intel-> Actions / Other Intel Actions



Hostile Actions / Weapons Cache



Intel-> Actions / Weapons Cache



Enemy People / Other Enemy People



Enemy People / Leader



Hostile Actions / RPG



Hostile Actions / Surveillance



Intel-> People / Combatant



Friendly Actions / Cordon and Search



Hostile Actions / Suicide Bomber



Hostile Actions / Drive By Shooting



Enemy People / Combatant



Hostile Actions / Sniping



Enemy People / Group



Friendly Actions / Daily Patrol



Local People / Demonstration



Intel-> Actions / Obstacle



Local People / Leader



X Axis



Primary HRS of attack: 



IED: 1200-0400 



IDF: 1300-0800 



 



Hours of highest action: 



IED 1200-1600 



IDF 2000-2200 










Events by time Last 24 hrs 
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Hours of highest action: 

IED 1200-1600 
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OVERALL ASSESSMENT 
•  ASSESSMENT: IED AND SMALL ARMS ATTACKS CONTINUE TO BE THE 



PRIMARY WEAPON FOR THE ENEMY.  THEY WILL UTILIZE Surveillance IOT 
DETERMINE OUR CLP ROUTES AND TTP’S WHILE WE CONDUCT CLP 
MOMEMENT THROUGHOUT THE OE.  IED EMPLACEMENT IS USUALLY 
CONDUCTED BETWEEN 0200 AND 0600 IOT DETONATE IED’S AGAINST CF 
FORCES BETWEEN 1300-2200. 



 
•  BOLO for AIF forces posing as construction workers and utilizing orange 



cones or paint on the ground for TRP’s IOT target convoys 
 
•  BE AWARE: When an IED is found, AIF are watching are 



TTP’s!! They know we cordon off the area and wait. Be on the 
lookout for dummy IEDs on MSRs/ASRs to allow the enemy to 
attack the security force cordoning off the area!!! 



 
Utilization of ASR’s will decrease likelihood of attacks!! 
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MND-B MOST WANTED 
SECRET//NOFORN//20160101 



Priority UNIT HPTL EXECUTION 
CRITERIA  PHOTO 



1 



High Payoff Target 
 
•  Resource needed (SKT, IO, CERP, FOO) 
•  Start/completion DTG 
•  Desired effects 



PID 
SOURCE 
LOCATION 
INTEL COST 
EVIDENCE 
TRIGGER 



2 



High Payoff Target 
 
•  Resource needed (SKT, IO, CERP, FOO) 
•  Start/completion DTG 
•  Desired effects 



PID 
SOURCE 
LOCATION 
INTEL COST 
EVIDENCE 
TRIGGER 
 



3 



High Payoff Target 
 
•  Resource needed (SKT, IO, CERP, FOO) 
•  Start/completion DTG 
•  Desired effects 



PID 
SOURCE 
LOCATION 
INTEL COST 
EVIDENCE 
TRIGGER 



4 



High Payoff Target 
 
•  Resource needed (SKT, IO, CERP, FOO) 
•  Start/completion DTG 
•  Desired effects 



PID 
SOURCE 
LOCATION 
INTEL COST 
EVIDENCE 
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High Payoff Target 
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MND-B MOST WANTED 
SECRET//NOFORN//20160101  



TGT # 
UNIT  



UNIT HVTL EXECUTION 
CRITERIA  PHOTO 



AB0001 
UNIT 



 
 
 



High Value Individual Name 
 



•  AQI FINANCIER 
 



•  WORKS DIRECTLY UNDER OMAR ZAZHI (AQI SUPREME LEADER) 
•  PROVIDES FUNDING FOR CELLS OPERATING IN JOA SHIELD 



PID 
SOURCE 
LOCATION 
INTEL COST 
EVIDENCE 
TRIGGER 



AB0002 
UNIT 



 
 



 



High Value Individual Name 
 



•  AQI BOMB CELL LEADER 
•  TARGETS CF, ISF AND LOCAL NON-SUPPORTIVE LEADERSHIP 
 



•  WORKS AT LOCAL MOSQUE IN AL MAWSIL 
 



PID 
SOURCE 
LOCATION 
INTEL COST 
EVIDENCE 
TRIGGER 
 



AB0003 
UNIT 



 



High Value Individual Name 
 



•  HANDLER FOR DEFENDERS OF TALATHA 
•  DISTRIBUTES MONEY AND SENDS OUT MISSION ASSIGNMENTS  
•  TARGETS CF, ISF AND LOCAL NON-SUPPORTIVE LEADERSHIP 
 



PID 
SOURCE 
LOCATION 
INTEL COST 
EVIDENCE 
TRIGGER 



AB0004 
UNIT 



High Value Individual Name 
•  SUPREME LEADER OF AQI 
•  FORMED AQI WHILE FIGHTING SOVIETS 
•  ATTEMPTED TO BLOW UP HOTEL IN AMMAN IN 1989 
•  ARRESTED IN 1992 IN YASIRA TRYING TO OVERTHROW GOVERNEMENT IN 1992 
•  CONDUCTS DEADLY ATTACKS, KIDNAPPINGS AND BEHAEADINGS 



PID 
SOURCE 
LOCATION 
INTEL COST 
EVIDENCE 
TRIGGER 



AB0005 
UNIT 



 



High Value Individual Name 
•  HANDLER FOR ASHURA BDE 
•  DISTRIBUTES MONEY AND SENDS OUT MISSION ASSIGNMENTS 
 
 



PID 
SOURCE 
LOCATION 
INTEL COST 
EVIDENCE 
TRIGGER 



NO 
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NO 
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NO 
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NO 
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Tactical	
  Informant	
  Contact	
  Log
Sheet	
  #



Date Time Type Location Contact’s Name Residence Unit Member Met Notes



Type of contact: W = walk-in; P = patrol; CS = casual (irregular); CO = community (regular); L = liaison (official)










Tactical	Informant	Contact	Log

Sheet	#

Date Time Type Location Contact’s Name Residence Unit Member Met Notes

Type of contact: W = walk-in; P = patrol; CS = casual (irregular); CO = community (regular); L = liaison (official)
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Organization
Name



Secure Phone
SIPR Email



Imagery Sensor 
requested 
(EO/IR/RADAR/MSI, 
FMV)
Date of Request
Collection start/stop 
date
NIIRS Required



BE Number (if 
available) Tgt Name/Description



Justification (Who, 
What, When, Where, 
Why)



Intel Report that cued 
collection (if available)



Reporting instructions 
(IPIR, etc.)



 Request for Collection



POC Contact Info



Target Information MGRS Coords 



Notes or Comments



Essential Elements of 
Information (EEI) 
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Date of Request
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What, When, Where, 
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collection (if available)
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(IPIR, etc.)

 Request for Collection

POC Contact Info

Target Information

MGRS Coords 

Notes or Comments

Essential Elements of 

Information (EEI) 
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IDF	
  



	
  	
  



PRIORITY INTELLIGENCE REQUIREMENTS 



1.  Which ACF elements pose a violent threat to the mosques 
in AO WOLFHOUND? What means will they use to execute 
this threat? 



2.  Are (MAYOR) and (DEPUTY MAYOR) current targets of ACF 
or criminal activity? 



3.  What destabilizing forces threaten the security of Abar 
Layla? 



4.  Where are the ACF weapons and material caches located in 
AO WOLFHOUND? 



5.  Who are the key leaders of insurgent groups and where do 
they live? 



6.  How is the enemy introducing new TTPs into AO WOLF? 



7.  Which ACF elements pose a violent threat to essential 
infrastructure (police station, utilities and medical 
facilities)? 
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   DF	
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COLLECTION SYNCHRONIZATION – 250600OCT10 –260559OCT10 



	
  PATROL	
  //	
  	
  NAI	
  3122,3112,3125	
  //	
  PIR	
  4,	
  5,	
  6,	
  7	
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2nd	
  FP	
  Plt	
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  TCP	
  OPERATIONS	
  NAI	
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UNCLASSIFIED//FOUO	
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PRIORITY INTELLIGENCE REQUIREMENTS 

1.

 

Which ACF elements pose a violent threat to the mosques 

in AO WOLFHOUND? What means will they use to execute 

this threat? 

2.

 

Are (MAYOR) and (DEPUTY MAYOR) current targets of ACF 

or criminal activity? 

3.

 

What destabilizing forces threaten the security of Abar 

Layla? 

4.

 

Where are the ACF weapons and material caches located in 

AO WOLFHOUND? 

5.

 

Who are the key leaders of insurgent groups and where do 

they live? 

6.

 

How is the enemy introducing new TTPs into AO WOLF? 

7.

 

Which ACF elements pose a violent threat to essential 

infrastructure (police station, utilities and medical 

facilities)? 
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RFI # Date Submitted Requester Priority Topic LTIOV
Sent to (Section 
and POC) Date Sent Answer POC for Answer Date Received Date Disseminated



Method of 
Dissemination



LINK to 
Product



Priority
1 Quick Intel product Turn Around Defined as within 12 Hours of receipt- Mission DP/launch criteria
2 24-48 Hour Intel product Turn-around; Asset request for BN HVT
3 48-72 Hour Intel product Turn-around; Asset request for CIED/CIDF
4 >72 Hours Intel product; Asset request for low priority targets



RFI Tracker










RFI # Date SubmittedRequester Priority Topic LTIOV

Sent to (Section 

and POC) Date Sent Answer POC for Answer Date Received Date Disseminated

Method of 

Dissemination

LINK to 

Product

Priority

1Quick Intel product Turn Around Defined as within 12 Hours of receipt- Mission DP/launch criteria

224-48 Hour Intel product Turn-around; Asset request for BN HVT

348-72 Hour Intel product Turn-around; Asset request for CIED/CIDF

4>72 Hours Intel product; Asset request for low priority targets

RFI Tracker
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Sun Mon Tue Wed Thu Fri Sat 



Calendar	
  
Comments: 
Likely Emplacement Times: 
 
 
 
Likely Emplacement Days:  
 
 
 
Likely Emplacement Locations:  
 
 



KEY 
  DET FIND 



SAF è è|  
Sniper è è|  
CA  è è|  
RCIED ★ ★| 
CWIED ★ ★| 
EFP ★ ★| 
MAG ★ ★| 
DBIED ★ ★| 
VBIED ✪ ✪| 
SVIED ✪ ✪| 
82mm  ¤ ¢  
107mm  ¤ ¢  
122mm  ¤ ¢  
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[CLASSIFICATION] TARGET NAME [TARGET NAME] TARGET NO [TARGETNO] ROLE [ROLE] 



TARGETED BY [TARGETED BY] BATTLESPACE OWNER [OWNER] TRIGGER [TRIGGER]   
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[CLASSIFICATION] TARGET NAME [TARGET NAME] TARGET NO [TARGET NO] TIER [TIER] 
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[CLASSIFICATION] TARGET NAME [TARGET NAME] TARGET NO [TARGET NO] TIER [TIER] 



INTEL 



INTELLIGENCE GAPS TARGET SIGNIFICANCE 
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Decision point 
 
What are we doing 
 
Impact 
 



Effects of capture/kill on CF ISF and local 
nationals 
 
Benefits of engaging target to include 
exploitable information IO/PAO benefits and 
disruption of enemy operations 
 
Likely detrimental second and third order 
effects, such as alerting associates of CF 
focus, negative IO, reprisal attacks, political 
fallout, power vacuum in enemy structure 
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[CLASSIFICATION] TARGET NAME [TARGET NAME] TARGET NO [TARGET NO] TIER [TIER] 
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[CLASSIFICATION] TARGET NAME [TARGET NAME] TARGET NO [TARGET NO] TIER [TIER] 
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[CLASSIFICATION] TARGET NAME [TARGET NAME] TARGET NO [TARGET NO] TIER [TIER] 



TACTICAL SITE EXPLOITATION (TSE) PLAN 
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[CLASSIFICATION] TARGET NAME [TARGET NAME] TARGET NO [TARGET NO] TIER [TIER] 
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