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1. Expectation.

A cohesive fully functioning tactical ColST that is capable of: conducting predictive
analysis of significant activities, conducting pattern analysis associated with significant activities
(SIGACTS) and targeting, target packet generation, and possess the ability to properly brief
both the commander and maneuver units in a way that ensures enhanced battlefield situational
awareness.

2. Mission.

The mission of the ColST is to describe the effects of the weather, enemy, terrain and
local population upon friendly operations in order to reduce the commander’s uncertainty and
aid in his decision making. This mission is accomplished by application of collection assets,
analyzing intelligence from the information gathered, recommending a course of action to the
commander, and disseminating any intelligence to the small unit leaders.

In addition to coordinating the collection effort, the ColST is the filter and analysis center
for the raw data that comes to the cell from a variety of sources. The ColST, along with the
Squadron S2 shop, gathers input, then filters, organizes and analyzes data in order to develop
recommendations.

3. Introduction.
Importance of the ColST

All levels of command should have a good understanding of the importance of
intelligence support. Information flow can often inundate a Troop command post (CP), leaving
little time to separate the important information from “noise.” But, a ColST can reduce some of
the information ambiguity and provide analysis to build situational awareness to enable mission
accomplishment. For example, the ColST can reduce a tendency to get drawn into react mode
and allow you to analyze and foresee. This is much easier said than done. It often takes
patience and foresight. But the result will be that information will be turned into intelligence that
helps achieve understanding about the enemy. This can also often answer Squadron and
Brigade commander’s critical information requirements (CCIRs) and priority intelligence
requirements (PIRs), while giving insight into Troop level CCIRs and PIRs. Note that the CCIRS
are broader than “just” intelligence requirements.
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4. Task organization.

ColST Leader
LT or above

ColST Asst. Leader (Senior Analyst)
SFC or SSG

1st Shift 2nd Shift
~

Briefer/Debriefer Analyst Briefer/Debriefer Analyst

*Positions may be modified as necessary.
a. Roles of the ColST members.

(1) ColST OIC/NCOIC: tasking, delegation, and supervision of day to day operations
and advises commander on intelligence matters.

(2) ColST Soldiers: provide intelligence support to ongoing ops, conduct mission
planning for future operations (Ops), production and analysis of basic and current intelligence
from databases and combat reporting.

b. Duties of the ColST.

(1) Brief outgoing patrols, staff, attachments and units operating within the
Company/Troop/Battery AO.

(2) Facilitate Patrol Debriefs.

(3) Conduct IPB — Situational Understanding of Operational Environment.

(4) Conduct collection at the Troop level.

(5) Analyze events, targets, activities, patterns, trends.

(6) Conduct Targeting (Lethal and Non-Lethal).

(7) Provide all related information to support Detention Ops.

(8) Submit reports into information and Intelligence databases.

c. Duties of the ColST OIC/NCOIC.

(1) Ensures ColST members are tasked appropriately and priorities of work are
identified.

(2) Ensure briefs are conducted for outgoing patrols, attachments and units operating
within the Troop AO.

(3) Provide intelligence briefs toTroop leadership.

(4) Supervise IPB for Troop AO and individual missions.

(5) Ensure debriefing occurs for all patrols.
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(6) Manage collection effort at the Troop.

(7) Supervise and review analysis of events and combat reporting for validity to
battalion intelligence effort.

(8) Attend Targeting boards/meetings to provide recommendation and supporting
intelligence products to Company/Troop/Battery Commander for nomination to Battalion
targeting process.

(9) Assist Troop leadership in Detention Ops by providing necessary information,
intelligence and evidentiary materials to support detention.

(10) Conduct coordination with HQ to requests additional intelligence resources in
accordance with Troop collection effort.

(11) Conduct coordination with adjacent and supporting units for dissemination of
relevant intelligence information/products.

(12) Ensure all products are up to date pertaining to IPB, Collections, Analytical Tools,
Target Packets, ColST Journals, Squadron reports (INTSUM, TSE Supplementary reports,
SITREPSs, ISR Sync/Coverage Matrixes).

5. Responsibility and manning

2-1 CAV ColST Training Strategy

*Class Instruction

Critical HUMINT
thinking Control BATS
Command skills Center HIIDES | OSRVT
Post Refresher | TIGR for ColST (HCC)

Instruction FBCB2 instruction junior leaders | instruction | instruction

ColIST OIC

ColST
NCOIC

analyst

ATRP

analyst

analyst

analyst

ColST OIC

ColST
NCOIC

analyst

B TRP

analyst

analyst

analyst
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ColST OIC

ColST
NCOIC

CTRP

analyst

analyst

analyst

analyst

a. The ColST is responsible for assisting the commander with intelligence analysis,
reporting and dissemination, detainee operations and tactical site exploitation, and intelligence
collection

b. ColST operations are limited based on scope, training, and authority. ColSTs ARE NOT
trained or authorized to do the following:

(1) Task Squadron and above assets directly: ISR, HCTs, STG Teams, even if
operating in their AO.

(2) Run or task sources and/or informants; can conduct Tactical Questioning (TQ).

(3) Conduct Interrogations.

(4) Function as asset managers: Squadron S-2s and S-3s gather the assets for the
Company/Troop/Battery.

6. ColST operational tasks.
a. Activities.

(1) The ColST brief outgoing patrols on the current threat assessment for the AO with
regard to last 24 hour significant activities, current IED threats and locations of highly
concentrated IED attacks, enemy activity expectations for the next 24 hours, Current High Value
Individual List (HVIL) with pictures if possible, Information Requirements, and Possible TQ
guidance.

(2) The ColST will debrief incoming patrols in order to develop the Common Operating
Picture for the Troop AO.

(3) The ColST will battle track enemy significant activities IOT develop enemy patterns
and TTP’s.

(4) The ColST will develop TRooP level High Value Individuals (HVI) and associating
target packets IOT effectively action targets of opportunity.

(5) The ColST will be prepared to brief the commander on the current situation at all
times.

(6) The ColST will cross talk with adjacent units IOT develop Area of Interest (Al)
awareness.
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(7) The ColST will continuously update all intelligence trackers and databases
(TIGRnet) and maintain situational awareness within the Troop Area of Operations (AO) and Al.

(8) The ColST will conduct predictive analysis and maintain a predictive analysis board
identifying likely enemy activities both over the next 48 hours and over the next few weeks.

(9) The ColST will analyze friendly trends from the enemy’s perspective and identify
unnecessary vulnerabilities and patterns the Troop is setting.

(10) The ColST will request assistance from the Squadron S-2 to conduct specific
detailed analysis beyond company capabilities.

(11) The ColST will establish clear communications with the Squadron S-2 and
adjacent units and ensure that information flows both up and down the chain of command in a
timely manner; the ColST NCOIC must be proactive and pull information from the Squadron S-2
and supporting agencies as required.

(12) The ColST will ensure that all patrols have updated intelligence information prior
to departure to include updated intelligence from the Squadron S-2.

(13) The ColST will brief attachments and units operating within the Troop AO when
necessary.

(14) The ColST will post updated intelligence information for ease of reference by
patrol leaders; appropriate operations security (OPSEC) must be observed when choosing a
location in which to post.

(15) The ColST will identify little-known areas within the Troop AO that require informal
assessments by patrols to identify key leaders, infrastructure, and basic population information;
this information will also become Troop SIR and SOR.

(16) The ColST will ensure that Troop-level TQ does not inadvertently become
unlawful interrogation by adhering to the following guidance along with unit guidance involving
actions on the objective and TQ.

(a) TQ will occur at point of capture and will cease upon arrival at COP / FOB.

(b) Troop TQ will involve direct questions only.

(c) Troop TQ will not use interrogation approaches, defined as “any means used to
entice a detained person to give information he would not normally give”.

(d) At no time will TQ involve threats directed at the detainee or his family.

(e) Any exploitable information will be recorded and reported to Squadron. Only
Squadron CDR can authorize further TQ with regards to exploitation.

(17) The ColST will ensure that all casual and regular informants are entered into the
Informant Contact Log and have been entered into the Biometric Automated Toolset System
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(BATS); the ColST will coordinate with the Squadron S-2 and HCT (HUMINT Collection Team)
for review of these products and the assignment of contact tracking numbers.

(18) The ColST will assist the commander in ensuring that regular informants are paid
and accounted for in accordance with theater policy.

(19) To facilitate walk-in informants, the ColST will establish an informant meeting and
debriefing area and ensure that security personnel are prepared to receive local national
informants.

(a) The meeting room should have chairs or couches, a table, drinks available, an
ashtray, large-scale unmarked maps for map-tracking purposes, and no windows.

(b) When walk-in informants are expected, ensure that security personnel are well
briefed on what to expect and what to do when an informant arrives.

(c) Commanders and ColST are not authorized to task a source. They may request
information from local nationals and other willing informants.

(20) Develop and submit requirements and requests for Squadron and higher echelon
collection capabilities in order to facilitate the collection of the commander’s information
requirements.

b. Suggested battle rhythm.

Daily.

(a) Facilitate & collect patrol debriefs. (Squad Leader)

(b) Conduct mission pre-briefings and debriefings for patrols, operations. (Analysts)
(c) Review and analyze patrol debriefs. (OIC/NCOIC)

(d) Conduct data processing and update maps, templates and graphics. (Analysts)
(e) Supervise detainee packets. (OIC/NCOIC)

(f) Provide counterintelligence and deception recommendations as required.
(OIC/NCOIC)

(g) Exchange data with Squadron S2 and brief commander. (OIC/NCOIC)

(h) Collect and report/disseminate, through pertinent channels, sensitive site
exploitation and weapons intelligence. (ColST)

(i) Update all trackers and graphs. (Squad Leader)

() Update intelligence board for outgoing patrols. (Squad Leader)

(k) Contact adjacent units for intelligence sharing. (OIC/NCOIC)

(I) Write detailed summaries of any HUMINT collected. (OIC/NCOIC)

Weekly.

(a) Analyze week’s events. (OIC/NCOIC)

(b) Conduct pattern analysis for the last 30 days. (Analysts)
(c) Refine enemy situational template. (Analysts)

(d) Forecast enemy actions. (Analysts)

(e) Identify potential targets. (Analysts)

10
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(f) Identify/update Troop named areas of interest. (Squad Leader)

(9) Update Troop priority information requirements. (OIC/NCOIC)

(h) Update sewer, water, electricity, academics, trash, medical and security (SWEAT-
MS), and ASCOPE assessments. (Analysts)

(i) Brief commander. (OIC/NCOIC)

Monthly

(a) Analyze month’s events. (OIC/NCOIC)

(b) Analyze patterns for the last 30 days. (OIC/NCOIC)

(c) Produce detailed monthly intelligence summary. (OIC/NCOIC)
(d) Brief TRoOOP leadership. (OIC/NCOIC)

SEE
TERRAIN

7. Intelligence Preparation of the Battlefield (IPB).
a. What is IPB?
(1) IPB is a systematic, continuous process of analyzing the threat and environment in
a specific geographic area. It is designed to support staff estimates and military decision

making.

(2) Applying the IPB process helps the commander selectively apply and maximize his
combat power at critical points in time and space on the battlefield by:

(a) Determining the threats likely Course of Action (COA).

(b) Describing the environment we're operating within and the effects of the
environment on the Squadron.

(3) IPB is a continuous process which consists of four steps:
(a) Define the battlefield environment.
- Road to War.

- Area of Operation.
- Area of Influence.

11
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- Area of Interest.
- Area of Intelligence Responsibility.

(b) Describe the battlefield's effects.

- Terrain analysis (OCOKA).

- Effects of terrain on operations.

- Civil considerations (ASCOPE).

- Weather forecast (and Lunar Data).
- Effects of weather on operations.

- Overall assessment.

(c) Evaluate the threat.

- Disposition (2 levels up minimum).

- Composition (order of battle / line & block chart).

- Strength (enemy unit strength - %).

- Enemy key systems capabilities.

- Enemy unit capabilities by Battlefield Operation Systems (BOS).
- Enemy battlefield capabilities by BOS.

- Blue systems vs. red system capabilities.

- Blue artillery vs. red artillery ranges.

- Force ratio.

- Enemy threat models.

(d) Determine threat course of action.

- Most likely enemy COA (MLECOA).

- Most dangerous enemy COA (MDECOA).
- All additional ECOA's.

- Final assessments.

b. ColST IPB.
(1) At a minimum, units with ColST assets will identify the following:
(a) Population (demographics).

- Tribal (leaders and locations of tribes / sub-tribes / clans / sub-clans).
- Ethnic groups.

- Local ANSF components.

- Politicians.

- Civilian press.

- Non-Government Organizations (NGOSs).

(b) Terrain (including WX effects).
- Clan / sub-tribal boundaries.
- Local markets.

- Mosques or madrassases.
- Social structures (schools, hospitals, social gathering points, etc.)

12
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- Facility structures (bridges, banks, medical clinics, police stations / check points)
- Identify local weather for mission operations
c. OCOKA analysis of the terrain.

(1) ColST personnel should involve other members of the Troop when conducting
OCOKA terrain analysis.

(2) This will improve the knowledge base used to develop an understanding of the AO
and make for better IPB products.

(3) ColST personnel may also request the assistance of the Squadron S2.

(4) Provides the determination of how the battlefield environment affects both threat
and friendly operations.

(5) Terrain analysis interprets both natural and man-made features of a geographic
area to determine their affects on military operations.

(6) Will identify dismounted ground routes (camels, mules, and foot movement),
mounted ground routes (HILUX capable — four-wheel drive, jingle truck — two-wheel drive
capable) and air avenues of approach, draft Named Areas of Interest (NAI), identify Decision
Points (DP), and potential objectives.

(a) Will determine the route trafficability with consideration of weather effects.

(7) The engineer detachment normally conducts the majority of terrain analysis,
combining extensive database analysis with the results of reconnaissance.

d. The six key characteristics of urban operations — Counter Insurgency (ASCOPE).

The Six Key Characteristics of Urban Operations.

Areas/Structures Orgs/People/Events

Buildings NGOs
Blue Prints Media
DC Camps f Culture
Street Patterns [errain Society Loyalties
Urban Patterns Authority(s)

Criminal Enclaves Perceptions
Underlying Terrain : Relationships
Construction Materials : Al \ OPE Labor Unions
Key Commercial Zones N Demographics
Subterranean Passages Groups & Sub-groups
Political Precincts/Districts Religious Holidays

Capabilities
Fuel Electrical Power
Fire/Rescue Water Supply
Transportation Comms
Health Services

(1) Area.

(a) Areas defined by political boundaries.

13



2-1 CAV ColST Standard Operating Procedures Version 5.0

- City districts / neighborhoods.

- Municipalities.

- Provinces.

- Tribal / sub-tribal / clan / sub-clan boundaries.

(b) Areas of high economic value.

(c) Centers of Government and politics.
(d) Culturally important areas.

(e) Significant enclaves.

- Social.

- Ethnic.

- Tribal.

- Political.
- Religious.

(f) Trade and smuggling routes.
(g) Possible locations for temporary settlement of dislocated civilians.

(2) Structures including, but not limited to, government centers, military installations,
courts, police stations, jails, prisons, communication centers and towns, newspaper and
magazine printing plants, radio and television stations, road, bridges, tunnels, sea and air ports,
power plants, dams, medical facilities, schools and universities, religious centers, public utilities,
etc.

(a) Protected cultural and religious sites include churches, mosques, temples,
seminaries, national libraries, hospitals, and clinics.

(b) Additional aspects to be considered:

- Location of police stations.

- Portable water wells, water distribution, and pumping stations.

- Sewage treatment plants and sewer systems.

- Refineries / fuel production facilities.

- Lines of communication — highways and arterial roads with major intersections.

- Phone service facilities.

- Airports and runway approaches.

- Universities, newspaper facilities, television stations, financial and trade districts.

(3) Capabilities refers to the ability of authorities to not only provide the populace with
key services, but also to support the coalition military effort.

(a) General.
- Government.

- Public administration.
- Public safety.

14
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- Emergency services.
- Food and logistics.
- Technology.

(b) Formal political systems include local and national governments, political interest
groups, political parties, unions, government agencies, political elites, etc.

(c) Informal political systems include traditional authority figures, charismatic authority
figures, patronage system, social elites, associated groups, religious law, conflict resolution,
resistance, etc.

(4) Organizations & People

(a) Can be used tactically as key terrain or strategically as the center of gravity (or a
mixture of the two).

(b) Understanding the demographics.
- Society.
- Social structure.
- Culture.
- Power.
- Interests.
(c) Saocio-cultural factors.

- Family groups, tribal groups, racial groups, religious groups, social networks,
social classes, social movements, social organizations, and individual role / status.

(d) Culture.

- Social norms, values, belief systems, cultural norms, language, customs.
(e) Interests.

- Physical security, economic resources, political participation, and grievances.
(f) Social demographic questions to ask about the insurgency.

- What is the cultural, religious, and ethnic makeup of the insurgency?

- What are the tribal / clan affiliation / allegiances with the insurgency?

- Socio-economic dynamics - is the social class the key to the insurgency?

- Is the populace sympathetic to the insurgency?

- Will the threat risk civilian casualties in an attack?

- Will the threat target population groups?

- Will symbolic targets be the threat of the attacks?

(5) Events / Economy are activities that significantly affect organizations, people, and
military operations such as:

15
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- Sources of local conflict such as resources, inter / intra clan / tribe warfare,
property, source of revenue.

- Events such as national and religious holidays, agricultural crop, livestock,
market lifecycles, elections, sporting events, civil disturbances, other celebrations, and natural
or man-made disasters.

- Economic factors such as production, consumption, and distribution.

e. ldentifying the threat components.
(1) Why do insurgents fight?
- Patriotism, ideology, religion, and financial gain.

(2) Study the insurgency — background information vital to the counter-insurgency
fight.

- Origin and history.

- Support among the populace.
- Organization.

- Interoperative networks.

- Operational tactics.

(3) Popular support or tolerance for an insurgency.

(a) Passive support refers to the local populace “approving” of the insurgency’s
motives, morals and actions. The populace does not publically acknowledge support for the
insurgent group.

(b) Active popular support refers to the local populace supporting the insurgency by
being embraced by the “center of gravity” of the local populace.

- There are four forms of active popular support.
0 Active external.
o Passive external.
o Active internal.
o Passive external.

- Forms of active popular support include:
o Providing safe havens.
o Allowing freedom of movement.
o Providing logistical and financial support.
o Intelligence support.
0 Supplying personnel.

(c) Both types of support require a commander to take a different type of approach.
Active and passive support often requires diplomatic pressure on the government or groups
supporting the insurgency.

(d) Insurgency groups are often a coalition of different forces united by their common
hostility for the government.

16
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(e) Insurgents need the active support of politically active people and the passive
support of the majority.

f. Situational understanding of the operational environment (OE).

(1) The commander achieves situational understanding when he understands the
relevant terrain and the relationship between friendly and enemy forces in time and space and
foresees opportunities for mission accomplishment as well as potential threats. He does this by
applying his experience, judgment, and intuition to his knowledge of the battlefield and the COP.
Simply stated situational understanding is not only seeing the battlefield, but also understanding
the actions, reactions and counteractions of the impending engagement. The commander's
situational understanding of the current state allows him to visualize his desired end state
(mission accomplishment) and a sequence of events that will achieve it.

(2) Graphic representation of the Operational environment.

(a) Troop ColST will create a graphic analysis of the operating environment containing
but not limited to:

Tribal overlay: Break down AO by tribal areas — sub-tribes, clans, sub-clans (tribal areas may
not be 100% pure; this tracker shows the majority tribe in an area). Identify all tribal and informal
leaders: Mullahs, Maliks and other influential local leaders.

Political overlay: Break down the AO by town or regional names (the names used by the local
nationals).ldentify local and regional dividing lines. Identify government leaders: Mayors, ANSF
leaders, influential political leaders.

Key Infrastructure overlay: Include road names using Afghani naming conventions (not all
roads in Afghanistan are locally named). Include significant infrastructure, to include schools,
public utilities, government buildings, bridges, medical facilities, etc.

Neighborhood overlays (if required by the Squadron S-2 or ColST Troop Commander): Only
required if the AO includes towns or cities with too much detail to include on the political and key
infrastructure overlays.Include neighborhood names, landmarks, and road names.

Religious overlay: Break down the AO by religious/sectarian lines to include sectarian
enclaves.

Identify significant sects or sub-groups.Religious and mosque pictures can digitally hyperlink to
existing digital reports and previous mosque monitoring reports using TIGRnet, or can be
tracked using. an Excel spread sheet.

17
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g. Doctrinal templates (DOCTEMPS).

(1) Doctrinal templates illustrate the deployment pattern and disposition preferred by
the threat’s normal tactics when not constrained by the effects of the battlefield environment.

(2) Construction of doctrinal templates.

(a) Construct DOCTEMPS through analysis of the intelligence data base and an
evaluation of the threat’'s past operations.

(b) Determine how the threat normally organizes for combat and how he employs his
units and his various BOS assets.

(c) Look for patterns in task organization of forces, timing, distances, relative locations
grouping, or use of the terrain or weather.

(d) Focus on the main elements and high-value targets.

(e) The figure below show an example of a DOCTEMP created using the above listed
criteria.

6 | Platoons exdfilttrate on o 100m ——
T preplanned routes,
A 3 Approximately 10 to 20
| " guerriias open fire on
remaining vehicles. RE
T 4 : g Lead vehiclke s

e

o el
¥ » i on
- 'y O - ming.
R ' ] 3 o x J

(2 Rear vehicle /.. 1 ) * “ '8’ S ambagh
", desiroyed. . S S rafches
\ f F ] reirfoazing

; "‘ * HMN/US troops.

_3d ambush ¢ e S - * é '
calches | o v A
reirnforcements. é w é . .
| NOTE:
/4" Antipersonnel mines and booby traps Ambushes usually ocour just {
‘ on natural survivability positions before sunset, often on Fridays |
kill HMNJUS troops seeking cover, | or weeskerds,

h. Enemy Situation Template (SITTEMPS)

(1) The Squadron S2 will develop an enemy SITEMP for the ISR operation that
focuses on the enemy's reconnaissance and counterreconnaissance efforts. This product
will be pushed down to the ColST team. It is designed to aid in planning friendly infiltration
and survivability by identifying enemy actions that will impact on friendly reconnaissance
efforts (see Figure 4-4). The enemy SITEMP should include—

18
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(a) Locations of known and suspected enemy locations.

(b) Suspected enemy boundaries.

(c) Enemy avenues of approach for the main body with time phase lines (TPLS).
(d) Likely enemy reconnaissance and infiltration routes with TPLs.

(e) Likely enemy OPs and patrols.

() Enemy artillery range fans.

(9) Known and templated obstacles
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8. ColSTsources of intelligence.

a. Host nation army/host nation police. Host Nation Army and Police units coupled with
the Military Transition Teams (MTT) are a valuable source of intelligence because of the
proximity these organizations have with the local population. The local population sees these
units on a daily basis and trusts that they are helping the local population. The MTT'’s are
American units placed with the host nation units to assist them in transitioning the responsibility
of the security of the host country to host nation forces. Since the MTT’s are American units the
ColST can directly ask them questions therefore allowing the ColST team the ability to debrief
both the MTT’s and the host nation patrols as they return.

b. Patrols. These are key sources. Soldiers conducting patrols within the Troop’s zone
have the latest and most detailed information on what is happening on the ground. But, many
patrol leaders will instinctively report patrol information that they think is important while skipping
other details that may be of use to the intelligence analysts. Sometimes this is the result of the
patrol leader not knowing exactly what to focus on. Therefore, the person who tasks a patrol
should brief participants just what information the ColST is looking for, where the patrol should
look for it, and what the indicators will look like. When the patrol returns, the same individual that
tasked the patrol should conduct a detailed debrief; and the ColST should always be involved.

c. Guard posts. Soldiers on post typically observe the same areas around FOB's or key
facilities over extended periods of time. These Soldiers can—and should—notice patterns and
identify variations to them. In addition, those on post are often the first Soldiers approached by
locals offering information or seeking assistance. This is a great source that is often only tapped
into after a significant event takes place around the FOB. To overcome this tendency, the fusion
cell should train the guard force in observation techniques—and routinely debrief them. Each
guard mount should be briefed and debriefed just like a patrol.

d. Female Engagement Teams (FETS). As a matter of their regular duty, FETs
establish and build relationships with key female individuals within the Troop and
Squadron area of responsibility. While they are identifying the needs of female LNs
within the community, FETs also gain insight into the prevailing attitudes and current
sympathies of the local populace. This can be valuable intelligence information.

e. Local translators. When used by the Troop, local translators are a valuable source of
information. While Soldiers collect information as outside observers, local translators are privy to
a closer, more focused cultural view of the situation within the community. These individuals will
have a different viewpoint, or bias, so information drawn from these human intelligence
(HUMINT) sources are important and have to be carefully screened by the fusion cell. Soldiers
must also be aware of any tendency for local people to sensationalize an incident or report in
order to settle ‘old scores’ or advance the status of their family or tribe.

f. Convoys. Soldiers or friendly forces conducting convoys through the TROOP’s zone may
observe things that organic units do not. You should do your best to debrief these personnel just
like any of your own patrols.

g. Organizations. These include anyone stopping or passing through the area of
operations. For example:
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(1) Nongovernmental Organizations (NGOs). NGOs are transnational organizations of
private citizens that maintain a consultative status with the Economic and Social Council of the
United Nations.

(a) NGOs may be professional associations, foundations, multinational businesses, or
simply groups with a common interest in humanitarian assistance activities (development and
relief).

(b) NGOs work very closely with parts of the local populace.

(c) "Nongovernmental organizations" is a term normally used by non-United States
organizations.

(2) Private Voluntary Organizations (PVOS).

(a) PVOs are private, nonprofit humanitarian assistance organizations involved in
development and relief activities.

(b) PVOs are normally United States-based.

(c) "Private voluntary organization" is often incorrectly used synonymously with the
term "NGOs.”

(3) Although NGOs and PVOs may carefully guard their neutrality, they may become
aware of local security information that is important both them and the FOB. Even though you
cannot “debrief” them, casual conversation with them often nets key bits of important
information for the CO.

h. HUMINT Collection Teams (HCTs). These Soldiers are trained and skilled in drawing
data and developing information from local sources. With their organic interrogation capability,
they are an excellent source of detailed and actionable intelligence. Include them in the ColST.

i. Explosive Ordnance Disposal (EOD). The EOD teams are constantly seeing the latest
enemy techniques used with mines, improvised explosive devices (IEDs), and booby traps. The
fusion cell must seek out this information so that patrols can identify enemy emplacement and
triggering technigues. This information can aid the Troop in reducing a key friendly force
vulnerability.

J- Medical units. The medical platoon can provide insight on the effects of enemy
munitions. Combined with information from the scene of an enemy activity, this information can
help reconstruct enemy actions, and possibly identify new enemy TTPs.

k. Weapons Intelligence Teams (WITs). Special units attached to Brigades and
Battalions whose mission is to exploit enemy sites such as raid houses, cache sites, IED sites,
and any other place where enemy weapons are present. They have the capability to lift
fingerprints, ID bomb signatures, and do extensive sensitive site exploitation.

I. Provincial Reconstruction Teams (PRT): PRT'’s know and understand spheres of

influence better than anyone on the battlefield. They have contact with the population on a daily
basis, even more than HUMINT collectors. The teams work with the police, army, government,

21



2-1 CAV ColST Standard Operating Procedures Version 5.0

and civilian contractors. The local population trusts the PRT’s because they are giving
assistance to the population they the locals in turn want to help the PRT'’s.

m. Law Enforcement Professionals (LEP’s): LEP’s are former local, state, and federal
law enforcement personnel who are currently working with the army to help stop the extensive
criminal networks in associated with insurgent financing. They bring years of real world
experience to the fight and allow the brigades and battalions to pursue the enemy from an
entirely different angle.

9. ColST collection tools. There are several tools available for use by collectors to help build
the intelligence picture within the Troop’s zone. Some of these tools are just now becoming
common at the Squadron level, while others are traditional skills.

a. Digital Cameras. The battalion digital cameras can be outstanding surveillance and
recording tools for patrols. A patrol armed with a digital camera can bring back dozens of
images to the ColST which provide detailed data and additional information and insight. For
example, as shown in the picture, operational use of digital cameras has proven valuable to
identify key personnel—both friendly and enemy.

-
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(1) This photo comes from the Patrol’'s Photo Log, updated after each photo when
practical. Note that the DTG, unit identifier and MGRS are on the photo. The direction and photo
series number are also printed on the photo. The narrative that accompanies this digital photo
could read as follows: “PSG SMITH: Picture of Alpha TRoop western ECP. The AL NAFFAR
Tribe is protesting the lack of water in the town. The Police Chief and his Lieutenants are being
escorted into the Troop reception area. The main instigator of the protest is circled and is
believed to be ABU HANEFFA.”

22



2-1 CAV ColST Standard Operating Procedures Version 5.0

(2) Digital cameras can also provide timely images of new graffiti, posters, and signs
for translation/interpretation when on-scene linguists are not with the patrol. For example, this
collection tool provides significant insight to a report that might have otherwise read something
like, "new graffiti noted within neighborhood XX along route YY." When, upon analysis of the
words and context, the graffiti may give warning of future danger or hint at a change in mood—
positive or negative—of the populace.

(3) Reconnaissance and surveillance teams can show a commander actual color
photographs of his objective. In addition to greatly enhancing detailed planning, an exact image
can be passed along to BN for further exploitation.

(4) To support this mode of collection, the ColST should establish a picture log. This
log will have a Troop patrol identifier with date, picture number, and location using MGRS. It
also indicates where the picture was taken from, general direction of the photo, and any other
amplifying remarks. The picture number may have a unit coding system, so that other people
who may view the photo can easily identify which unit took the photo.

(5) Control of Photographs. Treat photos as sensitive information with strict controls
and guidance for their handling. For example, if the object of a FOB photo knows that he is
being collected against, he may relocate. This may disrupt other collection methods in place
such as HUMINT and SIGINT that are not under the control of the ColST. And, there is always
the possibility that our own photos could somehow be used for propaganda against us or to
possibly tip off some of our TTPs.

b. Video Cameras. Although it is not as easy to carry as a digital camera, a video camera
can record exactly what happened during significant events witnessed by Soldiers. Instead of
relying solely upon a verbal debrief, a patrol can now show the fusion cell exactly what
happened, and review each event in sequence. This data can also be easily passed on to HHQ
in its original format, ensuring that the analysts at the Squadron, brigade, or division level can
see everything just as the Soldiers on the ground saw them.

c. Raven Unmanned Aerial Vehicle (UAV)

(1) The UAV is small and can be transported easily in three small cases that fit into a
ruck sack. The crew can bring it with them and operate wherever the patrol goes. The Raven’s
three different cameras attach to the nose of the plane, an electrical optical camera that sends
data either through a nose camera or a side camera, an infrared camera in the nose, and a
side-mounted IR camera. The IR technology is still too big to fit into the nose section of the
plane. The camera does not have a zoom and is unable to lock on a target but provides enough
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resolution to show someone carrying a weapon. The Raven has about 45 to 60 minutes of flight
time on a battery. The kit comes with spare batteries and a charger that plugs into a Humvee so
they can land it, pop in a spare battery and get it back in the air.

(2) The Raven can be launched in just minutes, by hand, into the air like a model
airplane. It lands itself by auto-piloting to a near-hover and dropping to the ground, without
requiring landing gear or carefully prepared landing strips. Since it is launched and recovered in
this manner, it does not require elaborate support facilities and is ideally suited to a forward-
deployed unit. Its’ automated features and GPS technology also make it simple to operate,
requiring no specially skilled operators or in-depth flight training.

d. Shadow UAV

(1) The Shadow UAV is the Brigade Commander’s primary Reconnaissance,
Surveillance, Target Acquisition (RSTA) asset. The Shadow is equipped with an Electro-Optical
and Infrared camera (EO/IR). It has a range of 50 km and can fly for up to five hours and
altitudes up to 15,000 ft. One advantage of the Shadow is that it is an in house ISR asset that
can provide the Squadron or BDE commander with tactical over watch whenever needed.

e. ISR request procedures. When the ColST requests ISR assets they need to be aware
of the following:

(1) The ColST should request a capability and not an asset (i.e. “C Troop requests
full motion video”, not “I need a shadow/predator” etc.). The reason for this is if the ColST
requests an asset and that particular asset is not available they will not get any support. If they
request a capability (such as IR or Full motion video) they will get an available platform with that
capability.

(2) All ISR requests will be sent to the Squadron S2 to be requested from BDE.

(3) When requesting ISR, be sure to be as specific as possible when explaining why
the ColST needs a particular capability. The demand for ISR is extremely high and the ColST
needs to be able to convince higher that what they need is priority.

(4) ColSTs will utilize the BDE ISR request form.
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10. ColST intelligence systems.

a. OSRVT. One System Remote Video Terminal. The OSRVT is an innovative modular
video and data system that enables war-fighters to remotely downlink live surveillance images
and critical geo-spatial data directly from joint operations tactical unmanned aircraft systems.
The OSRVT has the ability to capture all UAV and UAS platforms regardless of who tasked
them. This means that with the OSRVT a ColST can watch footage of any area where a
platform is as long as the OSRVT and the asset are linked up.

b. TIGRnet. Tactical Ground Reporting System. TiGRnet is actually a software application
rather than a network — allows Soldiers to download intelligence into one program. The
intelligence can include photos Soldiers have taken with digital cameras, observations they
have made and written in simple text or detailed maps of the areas gathered by Global
Positioning System devices. Before leaving on patrol, they can study high-resolution satellite
imagery of what routes they will be taking. Icons for roadside bombs, ambushes, or weapons
caches populate the map so they don't have to wade through the enormous text files. They can
click on a roadside bomb icon, for example, to see if there is a picture showing where it was
hidden, how it was disguised, and any enemy TTP’s related to the specific device.

c. AXIS PRO (Analysis and eXploration of Information Sources Professional). It allows
analysts unprecedented freedom to find data of interest, organize and refine the results, then
visualize the results and detect patterns. AXIS PRO also allows the analyst to manage data
through visualization; AXIS PRO automatically loads new data as needed, freeing the analyst
from the need to perform additional searches, import extra data, or laboriously build case files.
AXIS PRO provides a two-way connection to multiple data sources. The analyst can build link
diagrams using information from multiple data sources, then create, edit, or delete that
information and commit their changers directly to the data source. AXIS PRO provides a simple
yet powerful Multi-Intelligence analysis toolset that is unlike all other intelligence analysis
applications. AXIS PRO extends AXIS core features to provide integrated analysis, data
management, and intelligence visualization capabilities. AXIS PRO aids the analyst in the
process of creating intelligence from massive amounts of information. (AXIS PRO base
capabilities include link, temporal, pattern and geospatial analysis tools, net centric alarm and
alerts, automated entity and relationship extraction from text documents, and an integrated web
portal for information searching and sharing. Additionally, to facilitate interoperability, AXIS Pro
comes standard with adaptors for plotting information to additional maps, importing and
exporting to both MS Excel and other link analysis tools, and can be configured to work with
SQL server. AXIS PRO can also be customized to work with other data sources for backward
compatibility)

d. GRIPP/HCT kit bag. Global Rapid Response Information Package (GRIPP)/HCT Kit
Bags: The GRIPP will allow HCTs to have a secure data and voice transmission package. The
HCT Kit bags are equipped with items such as digital cameras, voice recorders, IRIDIUM
phones, etc.

e. DOMEX. Document and Media Exploitation will support a wide range of intelligence
activities, including all source analysis, open source exploitation, human intelligence, signals
intelligence, geospatial intelligence, and measurement and signature intelligence. DOMEX
reporting and analysis are considered intelligence products.

f. CIDNE. Primary means by HCT reporting is fused into the theater intelligence database
(BCT S2X/MICO OMT/HCT). The underlying principle behind CIDNE is that information is only
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useful when it is readily available at the right time and place to support decision-makers. Often,
decisions in the battle space are made without the benefit of critical information that may exist,
but is not operationalized, and therefore not available to the decision maker. CIDNE captures
and correlates data and then makes that information and its relationships available to other
systems, as well as to CIDNE users. The interfaces to other systems include a complete set of
Web Services based upon industry standards.

g. GMTI. Ground Movement Target Indicator (JSTARS) Tracking can be done using GMTI
(Ground Moving Target Indicator) type indicators that can observe all the objects moving in the
area of interest. The GMTI measurements supplied by the sensor are assumed to belong to the
road network. On the basis of this assumption, several techniques have been studied to take
this information into account.

h. BATS. Biometric Automated Toolset System (BATS). Collects fingerprints, iris
scans, facial photos and biographical information of persons of interest into a searchable data
base. Used for tactical operations, detainee operations, base access, |IED forensics operations,
local hire screening/intelligence. See Tab C for BATS / HIIDE Smartcard.

i. Hand-held Interagency ldentity Detection Equipment (HIIDE): Collects and matches
fingerprints, iris images, facial photos and biographical contextual data of Persons of Interest
against an internal database. Interoperable with BAT for biometrics data exchange back to DO
biometrics Data Repository.

11. ColST reporting instructions:

a. ColST will report any significant activity (SIGACT) on the TIGRnet system so that
adjacent and higher units can monitor the situation anywhere on the battlefield. After a SIGACT
is posted on TIGRnet, the ColST will contact Squadron through one of the chat options (mirc
chat) so they will be aware of the update to the overall picture.

b. If the ColIST discovers a time sensitive target (TST) in an adjacent unit's AO, the ColST
will notify both Squadron as well as the ColST where the TST is happening so they will have a
chance to action the target.

c. Any information that the ColST thinks is of intelligence value will be reported up to
Squadron through email, chat, or TIGRnet. Included with the report is any associated
documents and reports to help put the information in perspective for the Squadron.

12. ColIST layout.

a. ColST should be located near the CP. Control measures need to be taken so that
sensitive material is only seen by those with appropriate access. The proximity of the ColST to
the primary TOC is essential to the ColST mission so they can have instant situational
awareness and always be up to speed on current Troop activities. The ColST needs to also
have close access to the Troop Commander, 1 Sergeant, and XO.
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b. The Analysis part of the ColST is where all of the intelligence analysis tools are located
so they can be used as efficiently as possible.

c. The Briefing part of the ColST is where all of the products that you will show to the
outgoing patrol leader, convoy leader, or commander will be consolidated. This technique is
designed to allow the briefer to focus the person’s attention to one specific part of the ColST
instead of leading them around the room trying to explain something.
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d. The figure above is the standard layout for a ColST operating in a tactical environment.
This is the minimum of what the ColST should be able to produce and disseminate. This layout
seen above is a representation of what should be on the ColST wall not how it should be
arrayed. The ColST should tailor the location of their products to best suit briefing their
individual Troop and their commander. The ColST'’s are encouraged to add to and improve
upon the products seen here but this is what is expected as the standard.

e. ColST’s will establish a patrol tracker separate from the operations patrol tracker. This
product is designed to assist the ColST in identifying patterns and TTP’s that the Troop is
creating. During the patrol prebrief that briefer should recommend certain actions to the patrol
leader such as leaving at a different time or taking a different route.

13. Briefing.

a. The visuals section of the ColST should be able to “brief” itself. In other words, when the
patrol leader comes in prior to leaving the FOB, all pertinent information should be displayed in
a way that is easy for the leader to understand. A member of the ColST will give the patrol pre-
brief to the patrol leader until the patrol leader feels comfortable enough with the information to
leave the FOB.

b. Patrol Brief highlights should include:

(1) Last 24 hour SIGACTS in the area where the patrol leader is going.
(2) Enemy trends that have been established as far as SIGACTS are concerned.

(3) What the predictive assessment is for the area (what the ColST thinks is going to
happen).

(4) Names/pictures of Troop HVI's.
(5) PIR, Specific items the patrol should be on the lookout for.
(6) Questions to ask the local populace or questions for SOl engagements.

(7) What the ColST recommends for COA (what roads to take, what times to leave and
return, where to not go or go).

(8) Current Collection and ISR Plan as it relates to the specific patrol.

(9) Information to include items specific to the patrol or area that will give the patrol
leader better situational awareness.

(10) The Briefer is responsible for including all pertinent collection priorities (PIR) so
that the patrol will know what they are looking for.

c. Debriefing.

(1) The ColST is responsible for debriefing every Troop patrol as soon as they return.
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(2) The patrol leader should not consider the patrol complete until the debriefing is
finished.

(3) The debriefing format is “open forum” where every member of the patrol is required
to participate. The ColST member debriefing needs to accommodate the patrol as best they
can. If at all possible the ColST member conducting the debrief needs to go to where the patrol
is and coordinate with the patrol leader.

(4) The debriefing format is as follows:

(a) Use a chronological method. Have the patrol leader talk the entire patrol from start
to finish, noting everything that happened. Use maps and route overlays to assist the Soldiers’
memory of where a certain event happened.

(b) Once a significant event is noted, debrief that event completely by going to each
individual and have them describe what they saw.

(c) Encourage everyone to speak regardless of rank.

(d) Debriefer should have overlay plastic and during the debrief the patrol leader
should track the patrol and compare it to the planned route. This will enable the ColST to keep
track of routes, times, and places every patrol in the Troop takes. It will help determine if the
Troop is starting to inadvertently set patterns.

d. The ColST must import all new information into all the intelligence systems (TIGRnet,
AXIS PRO, BATS/HIIDE, etc) in order to populate the Squadron and BDE intelligence picture.
This provides the entire BCT with one Common Operating Picture (COP).

e. All updates to the Intelligence Systems should be completed after the final patrol debrief
is completed.

14. Target analysis process.

a. CARVER (Criticality, Accessibility, Recuperability, Vulnerability, Effect, and
Recognizability factors).

(1) The CARVER selection factors assist in selecting the best targets or components
to attack. As the factors are considered, they are given a numerical value. This value represents
the desirability of attacking the target. The values are then placed in a decision matrix. After
CARVER values for each target or component are assigned, the sum of the values indicate the
highest value target or component to be attacked within the limits of the statement of
requirements and commander's intent.

(2) Criticality means target value. This is the primary consideration in targeting. A
target is critical when its destruction or damage has a significant impact organization’s / cell’s
capability to continue conducting operations at their current tempo. Targets within a system
must be considered in relation to other elements of the target system. The value of a target will
change as the situation develops, requiring the use of the time-sensitive methods which
respond to changing situations. Criticality depends on several factors:

(a) Time: How rapidly will the impact of the target attack affect operations?
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(b) Quality: What percentage of output, production, or service will be curtailed by target
damage?

(c) Surrogates: What will be the effect on the output, production, and service?

(d) Relativity: How many targets are there? What are their positions? How is their
relative value determined? What will be affected in the system or complex "stream"?

(e) Assigning CRITICALITY values.

CRITERIA SCALE
Immediate halt in output, production, or service; target

cannot function without it. 9-10
Halt within 1 day, qr 66% curtailment in output, 7.8
production, or service.

Halt within 1 week,' or 33% curtailment in output, 5.6
production, or service.

Halt within 10 days_, or 10% curtailment in output, 3.4
production, or service.

No significant effect on output, production, or service. 1-2

(3) Accessibility is when an operational element can reach the target with sufficient
personnel and equipment to accomplish its mission. A target can be accessible even if it
requires the assistance of knowledgeable insiders. This assessment entails identifying and
studying critical paths that the operational element must take to achieve its objectives, and
measuring those things that aid or impede access. Accessibility also includes the ability to gain
access to human targets (personal security, denied, areas).

(a) The four basic steps identifying accessibility are:

- Infiltration from the staging base to the target area.

- Movement from the point of entry to the target or the objective.
- Movement to the target’s critical element.

- Exfiltration.

(b) Factors considered when evaluating accessibility include but are not limited to:

- Active and passive early warning systems.

- Swimmer detection devices.

- Air defense capabilities within the target area.

- Road and rail transportation systems.

- Type of terrain and its use.

- Concealment and cover.

- Population density.

- Other natural or synthetic obstacles and barriers.
- Current and climatic weather conditions.
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(c) The analysis along each critical path to the target should measure the time it would
take for the action element to bypass, neutralize, or penetrate barriers and obstacles along the
way. Accessibility is measured in terms of relative ease or difficulty of movement for the
operational element and the likelihood of detection. The use of standoff weapons should always
be considered in such evaluations.

(d) Assigning ACCESSIBILITY values.

CRITERIA SCALE
Easily accessible, standoff weapons can be employed. 9-10
Inside a perimeter fence but outdoors. 7-8
Inside a building but on ground floor. 5-6
Inside a building but on second floor or in basement; 3.4
climbing or lowering required.

Not accessible or inaccessible without extreme difficulty. 1-2

(4) Recuperability is measured in time; that is, how long will it take to replace, repair,
or bypass the destruction of or damage to the target? Human targets must consider how quickly
the individual can be replaced. Is there an understudy or replacement?

(a) Factors which should be considered when assessing recuperability include, but are
not limited to, the availability of:

- On hand equipment such as railroad cranes, dry docks, and cannibalization.

- Restoration and substitution through redundancies.

- On hand spares.

- Equivalent OB equipment sets that backup critical equipment or components,
and the effects of economic embargoes and labor unrest.

(b) Assigning RECUPERABILITY values.

CRITERIA SCALE
Replacement, repair, or substitution requires 1 month or 9-10
more.

Replacement, repair, or substitution requires 1 week to 1 7.8
month.

Replacement, repair, or substitution requires 72 hours to 5.6

1 week.

Replacement, repair, or substitution requires 24 to 72 3.4
hours.

Same day replacement, repair, or substitution. 1-2

(5) Vulnerability is if the operational element has the means and expertise to
successfully attack the target. When determining the vulnerability of a target, the scale of the
critical component needs to be compared with the capability of the attacking element to destroy
or damage it. Human targets must be exploited through vigilance and opportunity.
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(a) In general, the attacking element may tend to:

- Choose special components.

- Do permanent damage.

- Maximize effects through the use of onsite materials.
- Cause the target to self-destruct.

(b) Specifically, vulnerability depends on:

- The nature and construction of the target.

- The amount of damage required.

- The assets available; for example, personnel, expertise, motivation, weapons,
explosives, and equipment.

(c) Assigning VULNERABILITY values.

CRITERIA SCALE
Vulnerable to long-range laser target designation, small
arms fire, or charges of 5 pounds or less.

Vulnerable to light anti-armor weapons fire or charges of
5 to 10 pounds.

Vulnerable to medium anti-armor weapons fire, bulk
charges of 10 to 30 pounds, or very careful placement of 5-6
smaller charges.

Vulnerable to heavy anti-armor fire, bulk charges of 30
to 50 pounds, or requires special weapons.

Invulnerable to all but the most extreme targeting
measures.

9-10

3-4

1-2

(6) Effect is a measure of possible insurgent, military, political, economic,
psychological, and sociological impacts at the target and beyond. This is closely related to the
measure of target criticality. The type and magnitude of given effects desired will help planners
select targets and target components for attack. Effect in this context addresses all significant
effects, whether desired or not, that may result once the selected target component is attacked.
Human targets can affect the population’s opinion just as significantly, if not more than inorganic
targets.

(a) Possible effects can be speculative and should be labeled as such. Effects of the
same attack may be quite different at the tactical, operational, and strategic levels. For example,
the destruction of a substation may not affect local power supply but cuts off all power to an
adjacent region.

(b) Assigning EFFECTS values.

CRITERIA SCALE
Overwhelmingly positive effects; no significant negative 9-10
effects.

Moderately positive effects; few significant negative 7.8
effects.
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No significant effects; neutral. 5-6
Moderately negative effects; few significant positive 3.4
effects.
Overwhelmingly negative effects; no significant positive 1-2
effects.

(7) Recognizability is the degree to which a target can be recognized by an
operational element and/or intelligence collection and reconnaissance assets under varying
conditions. Weather has an obvious and significant impact on visibility. Rain, snow, and ground
fog may obscure observation. Human targets require wide dissemination of photos and
biographical data. An effective biometrics program must be utilized IOT assist the difficult task
of identifying an individual.

(a) Other factors which influence recognizability include the size and complexity of the
target, the existence of distinctive target signatures, the presence of masking or camouflage,
and the technical sophistication and training of the attackers.

(b) Assigning RECOGNIZABILITY values.

CRITERIA SCALE

The target is clearly recognizable under all conditions
and from a distance; it requires little or no training for 9-10
recognition.

The target is easily recognizable at small-arms range
and requires a small amount of training for recognition.

The target is difficult to recognize at night or in bad
weather, or might be confused with other targets or
target components; it requires some training for
recognition.

The target is difficult to recognize at night or in bad
weather, even within small-arms range; it is easily
confused with other targets or components, it requires
extensive training for recognition.

The target cannot be recognized under any conditions,
except by experts.

5-6

3-4

1-2

(8) CARVER Matrix.

(a) The CARVER factors and their assigned values are used to construct a CARVER
matrix. This is a tool for rating the desirability of potential targets and wisely allocating attack
resources.

(b) To construct the matrix, list the potential targets in the left column. For tactical level

analysis, list the complexes or components of the subsystems or complexes selected for attack
by your higher headquarters. See the example diagram below.
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IED MANUFACTURING FACILITIES

POTETIAL TARGETS C A R Vv E R TOTAL

GARAGE - DC 3848 4838 5 7 2 3 3 1 21
WAREHOUSE - DC 3822 4983 7 3 3 5 3 8 29
HOUSE - DC 3876 5037 9 2 5 8 6 4 34
HOUSE - DC 4076 5137 4 2 7 5 9 6 33

(c) As each potential target is evaluated for each CARVER factor, enter the
appropriate value into the matrix. Once all the potential targets have been evaluated, add the
values for each potential target. The sums represent the relative desirability of each potential

target; this constitutes a prioritized list of targets. Attack those targets with the highest totals
first.

(d) If additional men and/or munitions are available, allocate these resources to the
remaining potential targets in descending numerical order. This allocation scheme will maximize
the use of limited resources. The SIO can use the CARVER matrix to present operation
planners with a variety of attack options. With the matrix he can discuss the strengths and
weaknesses of each COA against the target. Having arrived at conclusions through the rigorous
evaluation process, the Commander can comfortably defend his choices.

b. Target packets.

Target Name: Number: UNXXXX Area: Troop Area Address: Grid
Targeted By: Troop Battlespace: SQDN Trigger: HUMINT/SIGINT

DOI: 01 Nov 11 Task: CAPTURE Physical Description
5 e 5 5 — T - 3 i =

e e

ge: 35-40 yrs
"] Height: 70 in
Weight: 175 Ibs
] Body Comp: UNK
Tone: Dark
yes: UNK
air: Thin, black
| Hair: Black mustache
r: Has a killer smile

Target Information

[, B Pt
,aum&
| DEVELOPING

s A\ . - S S RELIABILITY:

PID:

SOURCE PID:

SOURCES: Multiple
Source:

Location:

Intel Cost:

Trigger:
Evidence: LAST UPDATE: 02 November 2011

a. Above is an example of the target folder format that will be presented to the commander
for approval. This is just a method and should be tailored to fit the personality of the
commander.

b. Characteristics that could be integrated into a target folder are: picture ID, sources,

corroborating evidence, location to include grid coordinates and multiple pictures, Description of
target, patterns of the target, significance of the target to the enemy, name of the target and
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aliases. Each ColST is encouraged to add as much evidence to a target folder so that the
actioning unit will have all the information they need to prosecute the target and also for the
court system to successfully convict the target.

15. HVTL Format.

a. This is an example of a HVTL target list layout. The HVTLs are put in order of priority
and are given target numbers that associate them with other information about them. The target
information consists of the most pertinent information about the individual such as religious
affiliation, threat group association, rank within the threat group, job/responsibility within the
group, past accusations/convictions.

b. It is the responsibility of the ColST and their commanders to establish what are the
prerequisites for each of the categories.

c. The rating system used for PID is as follows:
(a) PID: Positive Identification: Indicators are Green/Yellow/Red.

(b) Green is 100% positive identification (Quality Picture, Picture and identifying
source).

(c) Yellow is 50% positive identification (Report of physical description but no
secondary source or very poor picture).

(d) Red is 0% meaning the ColST has no idea what the individual looks like only that
they exist.
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d. The information on the right of the list is the indicators of how “close” the ColST is to
totally identifying all actionable intelligence on the HVI.

16. Association/event matrix.
%zzghayer, Abdel-mughni
}*‘Hﬂhs*ﬂ%r. Alvah . COMFIRMED RELATION

Rached, Riad (O POSSIBLE RELATION
() POSSIBLE ALIAS

°

a evaoul, abdel-fattah

. &l-zawar, Dalil
. houreh, Kadidu
! umair Amparan -4 |
(@) @ | uram vusifAL Mas oud < Persons of
. . '. 0‘ 4rman Shirazi || Interest
(@) ® sith Abu Jinad

Abu Al Khayer

v ihad ARNMY
. viartyr brigade
‘ ! -) Mews Metwork
—~ 1

) o0 BIED
1 [ ED «— | Events

Q. ecutiocn ) and_ .

Entities
AF L
FG
lortar

Q0 ® |3 Peees

a. The association/event matrix shows known and suspected associations. Analysts
determine a known association by "direct contact” between individuals. Direct contact is defined
as face-to-face meetings or confirmed telephonic conversation between known parties and all
members of a particular organization. This is depicted as a filled circle and placed in the square
where the two names meet within the matrix. An unfilled circle indicates suspected or weak
associations. When an individual dies, a diamond is added at the end of his or her name.

b. The association/event matrix also determines connectivity between individuals and
anything other than persons (interest/entity). Analysts develop a tab to the matrix listing the
short titles of each interest/entity. Each short title explains its significance as an interest or
entity.

c. The association/event matrix also reveals an organization's membership, organizational
structure, cell structure and size, communications network, support structure, linkages with
other organizations and entities, group activities and operations, and national or international
ties. The activities matrix format uses a rectangle base. Rows are determined by the names
from the association matrix, and columns are determined by the interest or entity short titles.
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d. The association/event matrix also shows known and suspected connections. Analysts
develop the criteria for known connectivity. Criteria may be determined and are defined by
CCIR, commander's intent or directive, insurgent doctrine, or the staff judge advocate. Known
connectivity is depicted as a filled circle and placed in the square where the individual and
interest or entities meet within the matrix. An unfilled circle indicates suspected or weak
associations.

17. Pattern analysis wheel and chart.

22 - 2
2| 4:,'—{,..-"5..“: ._--.."“'::.-%\ .
2“ %\%\\ DAY 1 2 3 4

NN T

W
i A, - HERENAN

A REANN

?=|*511j9*| I*|

“\\‘“\“\“{{{‘{\‘{3{‘{;&%’ E%WH’”’”’” 19 20 21 22 23 24 25
N

1
7
0

S
BOMBING %“% _‘J"”;"’/} s WMo T TH F SAT
M: 15 "'1-",..:#///7
KIDNAP 2 M

a. The pattern analysis wheel and chart is a tool to assist the ColST with pattern analysis.
Each concentric circle represents 1 day and each wedge in the circle is 1 hour in the day. Most
pattern analysis wheels will replicate 1 month or 1 week. Every time an event happens the time
and type of event is plotted on the chart and wheel.

b. Pattern analysis.
(1) Pattern analysis of attack times and locations will be conducted at the Troop level.

(2) Mission and commander’s preference will dictate how pattern analysis is conducted
at the Troop level; this SOP is meant to guide rather than specify exactly what tools are used.

(3) Predictive analysis is the end state for effective pattern analysis; specific analysis
beyond what is presented in this SOP should be conducted whenever the Troop Intel Cell
believes that another external factor may be driving enemy patterns (i.e. nightly illumination may
influence IED emplacement at a certain location, joint U.S./ANSF patrols may draw more small
arms fire than pure U.S. patrols, etc).

(4) Pattern analysis can be conducted with separate time analysis wheels and location

analysis maps, or the two can be combined into one product covering one specific form of
enemy attack; this type of pattern analysis is represented below.
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c. Indirect fire (IDF): Tracks acquired points of origin (POO) and points of impact (POI); un-
acquired POOs will be estimated when possible and represented in dashed lines.

(1) Improvised Explosive Device (IED). Tracks IED’s found and IEDs detonated; IED
symbols should be hyperlinked to associated IED reports.

(2) Small Arms Fire (SAF). Tracks SAF engagements, snipers, drive-by shootings,
and short-range rocket fire; SAF symbols should be hyperlinked to associated SAF reports.

(3) Insurgent-on-Civilian. Tracks known and suspected insurgent activities against
civilians; symbols should be hyperlinked to associated reports.

d. The BDE standard for Axis Pro properties include the following, at a minimum:

(1) Appearance.

(2) Education History.
(3) Entity Language.
(4) Military History.

(5) Nicknames.

(6) Symbol Information.
(7) Vital Information.

18. Link Analysis:

a. Link Analysis Chart is an analytical tool to connect persons of interest with events, dates,
transactions, etc. It is best used in conjunction with the association and event matrix. The chart
allows the user to see persons in relation to groups and who else is associated with those
groups so that the targeting process becomes more detailed.

b. All Link Diagram generation will be created through the AXIS PRO program.
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c. Constructing Link Diagrams. The following steps will assist the ColST’s in creating
link diagrams.

(1) Collate and organize all raw data related to a situation.

(a) Put in a narrative or report format.

(b) This step is important because the basic data may come from many different
sources, ranging from news clippings, to interviews, or reports from surveillance units, photo
analysis teams, undercover operatives, or informants.

(2) Identify relevant data points.

(a) In this case the data points are names of the suspects, the people they know, or

reports from surveillance units, photo analysis teams, undercover operatives, or informants.

39



2-1 CAV ColST Standard Operating Procedures Version 5.0

(b) Underline these references in the reports, and make lists.

(3) Construct matrices from the lists. Organize the data points (the names of suspects
and organizations or activities) into rows and columns.

(4) Put contact or association points (e.g., A knows B) in the matrix where the
corresponding rows and columns intersect.

(a) When working with both confirmed and unconfirmed contacts among suspects, use
different symbols to represent the strength of evidence. For example:

(b) Use a "1" for a confirmed contact between two data points.
(c) Use a "2" or any other symbol for unconfirmed contacts.

(d) Use zeros at matrix intersections where no known contact between suspects
exists.

(5) Analyze the matrix to determine the number of links associated with each suspect
or activity.

(a)Count through each row to find out how many entries appear in it.
(b) Do the same for the columns.

(6) Draw a draft link diagram, grouping suspects together into rectangles representing
cells, actions, or organizations.

(a) Start with the individual with the largest number of contacts and work outward.
(b) Use circles to represent individuals and rectangles for organizations or cells.

(7) Draw additional drafts of the link diagram to clarify the relationships, avoiding
crossed lines.

(8) Complete the final draft.
(a) Examine the relationships that appear.

(b) Study the diagram carefully and make assessments about patterns in contacts and
cell memberships.

(c) Is there a uniform size to the cells, or does size vary?
(d) Do suspects belong to more than one cell?

(e) Are the cells linked tightly together, sharing a number of suspects, or are they
spread out, with few connections?

(9) Make recommendations about the group's structure. ldentify areas for further
analysis.
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(a) Are there suspected connections that need verification?

(b) Are there people who appear central to the organization, without whom the
structure would collapse?

(c) Are there a few individuals with contacts to many others who would be the best
targets for surveillance?

(d) Be prepared to substantiate logically the conclusions and assessments drawn from
the link analysis.

19. SITEMP, EVENTEMP, TRENDS.

a. SITEMPS are a visual representation of how the ColST sees the enemy on the
battlefield at the time. These products are an easy way for the ColST’s to represent to BN what
the enemy situation is currently on their AO.

b. This is a reproduction of what a TIGRnet SITEMP may look like.

&P 75% shia

@ 51% shis, 25% Sunni
P 75% Sunni

& 51% Sunni, 25% Shia
7 Wioxed

Road
= IED NAI Site

Al Tahki AQI MNetwork
JAM

Badr Corps

Al Asadi Special Group
Washash Spedal Group

Hussein Crrmrinal Group

oooooo

c. An EVENTEMP Is a visual representation of what the ColST thinks the enemy is going to
do over a certain period of time in the future, usually 24-48 hours or a week.
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JAM

MLCOA: Continued IED

focus on Sunni in Andulus
and Mansour 10T cleanse
Sunni from neighbornood.

|EDs and DF attacks wil
continue againg Sons of
Irag CP on Jordan Street in
Jamia.

YWBIED Construction from
| skan focused on Sunni
markets on Rashid Street.

CPs emplaced on borders
with Spedal Groups will
continue to serve as
flashpoints of DF

MDC OA: Chance of
increased DF attacks,
murder and intinidation
against mixed
neighborhoods in Andalus
as JAM attempts ta limit
Sunni ability to votein
upcoming election.

Possible IRAM usage
against Sunni population
center.

d. These are products and tools to help the ColST represent to higher and adjacent units
what the current and future enemy situation is in the AO.

20. Trends.

a. Within the ColST should be posted a list of things that the enemy has currently been
doing, such as using a different IED TTP, or attacking the FOB at a certain time everyday.

b. This is valuable take away information for both outgoing patrol leaders but also the
commander. The information that is posted could save a Soldier’s life by telling them that
something has been happening and it probably will happen again. The trends list is a simple
form of predictive analysis but the only difference is it is just a list of things that have happened
and the patterns they have created.

21. ColST information requirements / PIR. PIR is a way for ColST to task patrols with finding
out information that they need to know. This is an information requirement that cannot be
satisfied by RFI, higher guidance or ISR tasking. These are specific questions about the AO that
will allow ColST to have a better understanding of the situation on the ground.

22. Local National Questioning (LNQ). LNQ is a technique to allow the ColST to suggest

possible questions to ask while out on patrol. These questions are usually directed at the
general public but can be tailored to a specific individual.
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23. Recommended courses of action.

a. ColSTs will recommend courses of action to the commander for his review. These
COA's are developed after careful analysis of the situation and creation of the best possible way
to handle it.

b. For example, recommending to the commander that he visit a certain key leader
because the ColST is tracking that individual having influence in the area of operations.

c. The format for a recommended COA is as follows:

(1) Situation: A brief rundown of what is going on. The situation needs to be limited to
a small number of events, preferably one so that the course of actions is easy to develop at the
TROOP level.

(2) Recommendation: Courses of action that will either eliminate the situation or turn
the situation in favor of Coalition Forces.

(3) As soon as a course of action is completed it needs to be recommended to the
commander so that an opportunity is not missed.

d. Recommended course of action example.
Recommended Course of Action

Situation: A recent spike in high visibility suicide bombings in AO Arrow have made
these attacks a serious threat to the stability of the Blackhawk AO. Attacks bear the
hallmarks of Jihad Army methods and source reports indicate that Humair AMPARAN
may be involved. Historical reporting shows his use of female suicide bombers to
revenge the death of males killed by CF forces. Attacks seem to take place in public
places alternating between Sunni and Shiite neighborhoods.

Recommendation:

b Emplace TCPs at grid locations (38S MB 4225 9065, 38S MB 4266 9085, 38S
MB 4314 9101 and 38S MB 4365 9125) to deter insurgent traffic from entering
the AO from the south.

i Increase local security in market places, sporting events and other high visibility
gathering places in the sector.

i TQ of Humair AMPARAN has indicated that he owns an electronics storefront in
A Troop. AO. Targeting and SSE of the storefront is highly recommended. This is
a time sensitive action.

24. Troop informant operations.

a. Troop Informant Operations are not Source Operations!
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(1) ColST’s need to inform their commander’s that they are not authorized to task an
informant.

(2) An informant is defined as an individual who comes to you to willingly give
information.

b. Informant operations are a valuable source of intelligence if exploited correctly. The
Troop will most likely experience both walk in and repeat informants and it is up to the ColST to
both track them and exploit them.

c. The ColSTs will follow these suggested techniques to be able to successfully safeguard
and exploit the informant.

(1) Safeguard informant’s real names; use aliases on the tracker and disclose real
names only to leaders who you trust to be careful with the information.

(2) Pictures can digitally hyperlink to more detailed information.

(3) Ensure that all informant meetings are recorded on the Informant Contact Log and
have updated Informant Personal Information Sheets.

(4) The informant overlay must be tightly controlled as public knowledge would likely
cause the death of Troop informants; hard copies of the overlay should be shredded when
obsolete and should not go forward on patrols nor be posted anywhere that ANSF or
interpreters can view.

/IORIGINAL SIGNED//
CHARLES T. LOMBARDO
LTC, AR

Commanding
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TAB A: MDMP
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TAB B: Situational Understanding of the Operational Environment

1. Tribal overlay.

a. Break down AO by tribal areas (most tribal areas are not 100% pure; this tracker shows
the majority tribe in an area).

b. Leader pictures and tribe names can digitally hyperlink to existing digital reports.

AO RENEGADE TRIBAL OVERLAY |
As of 21 MAY 07

“ G 1, ==.,=; |

e I w0
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2. Political overlay.
a. Break down the AO by town or regional names (the names used by the local nationals).
b. Identify tribal and regional dividing lines.

c. Identify government leaders such as mayors, ANSF leaders, influential political leaders.

AO RENEGADE POLITICAL
OVERLAY: As of 21 MAY 07
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3. Key infrastructure overlay.

a. Include road names using Afghani naming conventions (not all roads in Afghanistan are
locally named).

b. Include significant infrastructure such as schools, public utilities, government buildings,
bridges, medical facilities, ongoing CA projects .

c. Infrastructure pictures can digitally hyperlink to more detailed information in TIGRnet, or
can be tracked Via an excel Data base.

AO RENEGADE KEY INFRASTRUCTURE
OVERLAY: As of 21 MAY 07
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4. Neighborhood overlays (if required by the Troop).

a. Only required if the AO includes towns or cities with too much detail to include on the
political and key infrastructure overlays. This overlay will include neighborhood names,
landmarks, and road names.

SULIYAH (MB 1234 5678) NEIGHBORHOOD
OVERLAY: As of 21 MAY O7
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5. Religious overlay.
a. Break down the AO by religious/sectarian lines to include sectarian enclaves.
b. Identify significant sects or sub-groups.
c. Religious leaders and mosque pictures can digitally hyperlink to existing digital reports

and previous mosque monitoring reports using TIGRnet, or can be tracked using an Excel
spread sheet.

AO RENEGADE RELIGIOUS
OVERLAY: As of 21 MAY 07
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6. Enemy situational template (SITTEMP).
a. Basic SITTEMP should include generic information about the enemy situation in the AO.
b. Detailed SITTEMPSs cover one group or threat in much more detail.
c. Ensure local nationals who should be detained on sight are identified on the SITTEMP.
d. Pictures can digitally hyperlink to more detailed information.

e. Association analysis tools and link diagrams can be used as required to further analyze
enemy information as presented on specific SITTEMPS.

AO RENEGADE ENEMY SITTEMP ' o '| g, s et B i o
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TAB C: PATTERN ANALYSIS WHEEL

1. Blank Pattern Analysis Wheel.
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2. Example of completed Pattern Analysis Wheel.
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TAB D: TIGR (STEP-BY-STEP WALKTHROUGH)

1. Purpose. This appendix will display the standards for creation of a TIGR brief by identifying
the ten steps for “Bottom-Up Intelligence Flow”.

2. Ten Steps for “Bottom-Up Intelligence Flow”.

a. Step 1 — Log onto TIGRnet and start with a blank map background on your AO.

RUN A SEARCH FOR ALL EVENTS AND
FLACES DURING THE TIME FRAME IN
WHICH THE PATROL OCCURRED, THIS
WILL CAUSE THESE EVENTS TO
FOPULATE YOUR MAP

WHY?...BECAUSE WE MAY HAVE TO
AFFILIATE SOME OF THESE EVENTS
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b. Step 2 — Run a search for all events and places during the time frame in which the patrol
occurred. This will cause the events to populate on your map. The events may have to be
affiliated with the debriefer at a later time.

S —_— 1
Mt A e 5 [t

RUN A SEARCH FOR ALL EVENTS AND
PLACES DURING THE TIME FRAME IN
WHICH THE PATROL OCCURRED, THIS
WILL CAUSE THESE EVENTS TO
FOPULATE YOUR MAP

WHY?... BECAUSE WE MAY HAVE TO
AFFILIATE SOME OF THESE EVENTS

WITH THE DEBRIEF LATER

B R AT
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c. Step 3 — Click on the create tab at the top of the TIGRnet screen and select report. A
blank report box will appear. A debrief is a report, not a SIG ACT, Place, event, collection or
anything else.

ST E T B 8

CLICK ON THE CREATE TAB AT THE TOP
OF THE TIGMET SCREEMN, AND SELECT
REPORT, A BLANK. REPORT BOX WILL
AFPEAR

l WHY?...BECAUSE A DEBRIEF IS A
REPORT, IT IS NMOT A SIGACT, PLACE,
EVENT, COLLECTION OR ANYTHING ELSE

d. Step 4 — Enter your title in the title block IAW your Squadron standard. Then enter the
time frame for the patrol in the start and end date blocks. This will allow the use of time to
evaluate any patterns our friendly forces may be setting for the enemy. In addition,
standardized titles will help us find this data later.

ENTER YOUR TITLE IN THE TITLE BLOCK
. o ' INACCORDANCE WITH YOUR BN
STANDARD, AND THEN ENTER THE TIME
. T 8 FRAME FOR THE PATROL IN THE START

DATE AMD END DATE BLOCKS

WHY?... BECAUSE WE WILL USE THIS
TIME INFO LATER TO EVALUATE ANY
FATTERNS OUR FRIENDLY FORCES MAY

B BE SETTING FOR THE ENEMY, ALSO
STANDARDIZED TITLES WILL HELP US
| FIMD THIS DATA LATER
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e. Step 5 — Enter your patrol narrative in the block title “Report Summary”. This is the
searchable block on TIGRnet and any info that may ever be relevant should be entered here.
Maximize use of specificity (especially when using proper names and locations). Use correct
grammar and sentence structure (not bullet comments).

ENTER YOUR PATROL NARRATIVE IN THE
BLOCK TITLED "REPORT SUMMARY"

WHY?...BECAUSE THIS ISTHE

8 SEARCHAELE BLOCK ON TIGRNET, AND
THUS ALL INFO THAT IS OR MAY EVER BE
RELEVANT SHOULD BE ENTERED HERE.
AS SUCH WE SHOULD

: & LABSE ARGST F SAMRAGE
LTHEE LS THE BSAS NEAR [P SHECERSINT, LF

5 B T “MAXIMIZE USE OF SPECIFICITY,

E77 K WCHED T COBICT L I WIS om W B ESPECIALLY REGARDING PROPER
NAMES AND LOCATIONS

 <USE REAL GRAMMAR AND SENTENCE
STRUCTURE, NOT ARMY BULLET
COMMENTS (THE MORE WORDS IN THIS
NOW, THE MORE POSSIBLE SEARCHES
LATER)

i tvs ) Trarad e
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f. Step 6 — Add an “Honesty Trace” — This is a line following the route of your patrol by selecting
the “Draw Track” feature underneath the file menu. This will allow the debrief to be directly
associated with a specific geographic area (searchable).

1 T - - ADD AM "HOMESTY TRACE'-THIS 15 A
; o LINE FOLLOWING THE ROUTE OF YOUR
‘ FATROL-BY SELECTING THE "DRAW

: TRACK" FEATURE UNDERMEATH THE
FILE MENU

WHY?...BECAUSE THIS WILL TIE YOUR
DEERIEF TO A SFECIFIC GEOGRAFPHIC
AREA, 50 LATER OM YOU CAN SEARCH
g FOR REFPORTS BY AREA AS WELLAS

R WORDS

Bl
CAll SERI BT THE SARNNT. Wik B
muFFEImONG DM oM

E wamnple honesty Hace

Gond fp differentiote different fypes of
g movament by thio B calor of the
Inomesty a0, 0 qrasn=1enl

rad=maap
 wlll v it
Fic adc

B it st

g. Step 7 — Add any useful photographs or media files taken on the patrol by utilizing the
attach media key in the file menu. This will affiliate your photo with TIGRnet debriefs
(searchable) and much more useful for later planning products.

(ST T

ADD ANY USEFUL PHOTOGRAFPHS OR
MEDIA FILES TAKEN ON THE PATROL BY
UTILIZING THE ATTACH MEDIA KEY
UMDERMEATH THE FILE MEMU

WHY?... BECAUSE BY AFFILIATING YOUR

PHOTOSWITHTIGRMNET DEBRIEFS ¥OU
el MAKE THEM SEARCHABLE AMD

AE WE EOVER TORLEG f [k THEHEFDRE MLCH MDHE USEFUL FDH

e —. LATER PLANNING PRODUCTS

h. Step 8 — Affiliate the debrief with any SIGACTSs that occurred during the patrol by
dragging them off the map and dropping them in the drag and drop block above the report
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summary. Normally the SIGACT will already be entered before the patrol returns. Affiliating a
debrief will provide context to that event which is otherwise unavailable.

AFFILIATE THE DEEBRIEF WITH ANY
SIGACTS THAT OCCURRED DURING THE
PATROL BY DRAGGING THEM OFF THE
MARP AMND DROPFING THEM IN THE DRAG
AMD DROP BLOCK ABOVE THE REFORT
SUMMARY

WHY?... BECAUSE NORMALLY YQOU WILL

HAVE ALREADY SIGACTS ENTERED BY

THE TIME THE PATROL RETURNS,

AFFILIATIONWITH A DEERIEF WILL

& PROVIDE CONTEXT TO THAT EVENT
4 WHICH |5 OTHERWISE UNAVAILABLE

FE IR BTN
B

SR MADE AT

i. Step 9 — Save your debrief by hitting the “Save” key in the lower right hand side of the
report box. Failing to save the debrief will result in having to complete the process from the
beginning.

---------

SAVE YOUR DEBRIEF BY HITTING THE
“SAVE" KEY IN THE LOWER RIGHT HAND
SIDE OF THE REPORT BOX

WHY?...BECAUSE FAILING TO SAVE THE
_ DEBRIEF WILL RESULT IN YOUR HAVING
hcaom 1% i L TO DO THIS ALL OVER AGAIN

WE DWTENRE

j. Step 10 — S2 reviews the debrief and adds any feedback necessary by utilizing the
“Add Comment” key in the lower-right side of the completed debrief. Frequently debriefs will be
entered that are incorrect, poorly written, or formatted in an unsearchable way. In addition,
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ColST will appreciate the knowledge that the debrief was actually received and used by the
Squadron.

52 REVIEWS DEERIEF AND ADDS ANY
FEEDBACK NECESSARY UTILIZING THE
ADD COMMENT KEY IN THE LOWER
RIGHT HAND SIDE OF THE COMFLETED
DEEBRIEF

WHY?., BECAUSE FREQUENTLY

DEERIEFS WILL BE ENTERED THAT ARE

INCORRECT, POORLY WRITTEN, OR

FORMATTED IM AN UNSEARCHAELE WAY.

g ALSO, COISTS WILL APPRECIATE THE

e KNOWLEDGE THAT THEIR DEERIEF WAS
o ACTUALLY RECEIVED AND USED BY BM.

k. If all steps were completed properly you will have a debrief that is:
(1) Searchable by words and entities through the narrative in the report block.
(2) Searchable through geography by the attached honesty trace.

(3) Useful for the S3 or commander because he can visualize where his patrols are
conducting operations.

(4) Useful for planners as they can catalog photos and media files for later use.

(5) Useful for the S2 allowing visibility regarding how friendly forces might be affecting
the enemy and impacting pattern analysis.

(6) A product that allows the best possible way to push the information from the Troop
level up for facilitating later analysis.
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TAB E: BATS /HIDES SMARTCARD

Handheld _im_.mom:o< Identity Detection mn_:__u:_mi (HIIDE)

m:ﬂo__\Oo__mo::@ e
2 Login: hiide i

Password: hiide

Usethe Stylus pentotouchthe
white box forthe keypad

Iris Scanner
Choose COLLECT

Choose dropdown option
Start enrollment

Cameralens

During enrollment HIIDE identifies
while Collecting/enrolling.

Fingerprint
Scanner

— Choose COLLECT
Choose dropdown option

[ Sl ] Hold HIIDE about 14-16 inches from eye.

Touch Main Bar, Aim crosshairs, slowly moving the HIIDE in and
out, to raise focus bars. Press, holding for a few seconds, one of
the HIIDE shoulder triggers. Unsuccessful capture allows another
attempt.

Successful capture moves to next capture screen.

If no match is found

If matchis found,
dossierwill show. If
shows red personis on
alert. Read alert text.

Y Place appropriate fingertip on fingerprint sensor.

I Touch Main Bar, Wait for focus bars to fill.
Capture Left index Finger

Press HIIDE shoulder button, or Accept button, to complete the
; : : capture.
BN OS] T Unsuccessful capture will allow another attempt.
Successful capture moves to next capture screen.
. Hold HIIDE about an arms length from the subjects face. Responsibilities of HIIDE
1 Aim crosshairs at face and wait for focus bars to fill. C
Press HIIDE shoulder trigger, to complete the capture. ser
Unsuccessful capture will allow another attempt.
Successful capture moves to the Enroll Profile screen. _I_ _ _ _U m user mu m._” en q.O_ _ ._”O ._”j e
LEZ Touching the text fields open the keyboard touch screen best of his m_u___J\.
The appropriate datais entered with the keyboard. HIIDE user must cha _.@ e HIIDE
The Done button returns to the Enroll Profile screen and .
populates the text field with the typed in data. S\j en n O._” usin @ .
Note: height and weight must be 3 digits example 5'6” tall =506 .
14 mandatory fields must be filled out. HIIDE user must bri ng HIIDE
When done hit “Save” to BAT system daily.
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Biometric Automated Toolset (BAT) Version SP-6

A D v T

NI e s
2F10p 2000 315w An

IhisyScannel;

EingenphintiScannel;
Camera

o .}_.om__,_. Biouser
Password: pa$$word123456

Click Biometrics client
Then choose appropriate sever
or “local server” if not hooked up
to network.

(No Password Required)

Click Device and install the
specific Model of equipment
fromthe menu’s.
Note: The Camera Must be on
and setto: Auto-Green-ontop
Play-Blue -on back

Choose rapid Enrollment

or ldentify if applicable
pendingmission

Note: Rapid Enroliment allows
the userto continue enrolling
before the comparisons are
Complete SP-5feature not
available for earlier versions

w. Rapid Entoliment

Choose comparison
methods against other

~Matching Encliment
WD I~ Open a Dostier on Eniolknent
™ Pessonal Data Il
b [lses I Indeses & Thanbs | | EdtHode € Fead ot
I~ Face e il W
o x|

dossiers already loaded
inthe system

Click Appropriate boxes to input data
Iris
Fingerprints
Photo
Name and other Data

Forlris hold the F-2 button on the Iris Scanner until two Bars light
up then release and hold for three seconds
Note: No glasses may be worn.

a For Photo, ensure you have full face shot and snap must
be done with the computer not the camera

Take appropriate fingerprints as necessary

Once done hit “Submit ID”

If found a match it will display possible
matches

If no match found it will ask for more Data
entries where the yellow fields are requiredto
complete enrollment

== Example of the status Bar, you can continue
to enroll other individuals while comparing
_ previous enrcllments to database

'To Complete, click the Dossier, and click Enroll

For researching or querying dossiers look inthe “File” menu and choose the
Open Find optionthen select search criteria-i.e.. Last name. entity etc..

BATS has An excellent help guide with step by step instructions
inthe help TAB. When In doubt use it.
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HIIDE UPLOADING AND DOWNLOADING INSTRUCTIONS
WHEN CONNECTED TO BAT

* An IP is preset into the HIIDE, no changing is to be done to the network settings in the HIIDE

* From BAT you download from HIIDE's and from BAT you upload to HIIDE's.

*HIIDE user's should bring HIIDE's to BAT to download and upload daily.

+ The HIIDE operator's job is to bring the HIIDE to the BAT, and the BAT operator’s job is to download and upload to the HIIDE.
« CHARGE HIIDE DAILY IF NOT USING WITH AC/DC BATTERY CHARGER.

Downloading from HIIDE to BAT:

« Connect HIIDE to crossover LAN cable from back of BAT laptop.

« Log on to the WINDOWS XP login :biouser / pa$$word 12345678 (pa$$word 1234- CF-73).

« Double click on the Biometrics clienticon and log in: biouser / pa$$word 123456 (pa$$word1234-CF-73)

« Turn on HIIDE device, wait for it to come up and look like the picture below - DO NOT LOG-IN

«In the BATS client application Select File, Synchronize device, HIIDE, Download
o If asked, Select Securimetrics Hiide 4.0 from drop down menu and hit OK

« [f not there type in user name: hiide & passwordis . hiide & IPis: 10.0.0.11

« Hit Connect Button 3
« Device Status should turn green and inform you that HIIDE is active, hit OK SecuriMetrics

« Select download e

« Hit YES if you want to automatically enroll (suggested), NO to manually enroll

« D Queue will appear, when done click exit

« If you choose NO, click OPEN if you want to enroll each dossier

Uploading from BATS TO HIIDES:

« Connect HIIDE to crossover LAN cable from back of laptop

e Log on to the BATS System

« Bring up the Biometrics client application and log in

« Turn on HIIDE device, wait for it to come up, same as picture above - DO NOT LOG-IN .In the BATS client application Select File, Synchronize
device, HIIDE, Upload

o If asked, Select Securimetrics Hiide 4.0 from drop down menu and hit OK

« User name: hiide & password is: hiide & IP: 10.0.0.11

« Hit Connect Button

« Device Status should turn green and inform you that HIIDE is active, hit OK

« Select next, next, next.

o Click the Add From Server button

e Select per-lastname from drop down - typein an * in the enter search criteria and hit Filter

« Selectindividual records using the (=) to upload or hit double arrows (>=) to move all records to box on right of screen

« Hit Upload

«Hit OK when it pops up to inform you it's done

o Hit Exit
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TAB F: STANDARD DEBRIEFING FORM

1. Standard Debriefing Form (w/o walkthrough).

Unit (Sqd/PIt/Co): Patrol Leader:
Date of Mission: Debrief Number (S2 Only):
Depart Time: Return Time:
Mission:
Dismounted Patrol in TOWN OF: GRID:
Mounted Patrol in TOWNS OF:
GRIDS:

Fixed guard/checkpoint at:
Respond to:
Other:
[ Attitude of General Population Towards CF/ISF (Select One): Favorable / Neutral / Unfavorable

Describe key locations visited during patrol (town, ethnic minority neighborhood, school, market, religious bldgs., etc.)
LOCATION GRID OBSERVATIONS, TRENDS (e.g. BETTER OR WORSE?) DIGITAL PHOTO #

O

O
O
O
O

PERSONNEL ENCOUNTERED
List important/interesting persons encountered. Describe what they said/did that was significant in the PATROL NARRATIVE.
NAME (LAST/First) SEX ETHNICITY HOMETOWN = TAG # (if detained) DESCRIPTION (or digital photo #)

VEHICLE ENCOUNTERED

List passengers in PERSONNEL ENCOUNTERED (above). Discuss significant vehicles in the PATROL NARRATIVE.
SSENGERS (LAST/First) COLOR MAKE MODEL LIC NO. LOCATION DIGITAL PHOT]

CAPTURED EQUIPMENT

Explain circumstances leading to capture of equipment in the PATROL NARRATIVE.
QUANTITY ITEM DESCRIPTION TAG NUMBER SERIAL NUMBER DIGITAL PHOTO #

Page 1
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PIRs/IRs ANSWERED

Provide information pertaining to Priority Information Requirements (PIRs) or Information Requirements (IRs). List PIR or IR #.

PIR/IR # ANSWERED

PATROL NARRATIVE

Describe the important events of patrol. Include 5 W's (who, what, when, where, and why). Provide Digital Photo #.

What to report when you

don't know what to report:

® Local population's reactions/
attitudes

® Upcoming events

@ Conditions of schools/clinics

@ Status of electric power

@ Condition of crops/harvest

® Map corrections

® New construction/material

@ New military weapons/
ehicles/tactics/capabilities
minefields/IEDs

@ Billboards/poster/leaflets

@ New damage or vandalism

® What's new and on sale in
shops

@ Black market activity

® Upcoming market days

® Number of houses in town

@ Stretches of bad road

@ Buses and who is in them

@ New antennas or wires

@ NGO presence/stickers

® Possible gang/criminal
activity

@ Local address system
(street names and
numbers)

ATTACHMENTS

List attachments or enclosures to this debrief. Example: sketch, disk with digital photos, captured documents, political rally
poster, confiscated weapon, etc. Ensure that any attached item is described in the PATROL NARRATIVE above.

Page 2
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2. Standard Debriefing Form (w/ walkthrough).

Page 1

PIRs/IRs ANSWERED
Provide information pertaining to Priority Information Requirements (PIRs) or Information Requirements (IRs). List PIR or IR #.

PIR/IR # ANSWERED

PATROL NARRATIVE
Describe the important events of patrol. Include 5 W's (who, what, when, where, and why). Provide Digital Photo #.

What to report when you

[ don't know what to report:

[ ® Local population's reactions/

[ attitudes

® Upcoming events

@ Conditions of schools/clinics

® Status of electric power

@ Condition of crops/harvest

® Map corrections

® New construction/material

® New military weapons/
ehicles/tactics/capabilities
minefields/IEDs

@ Billboards/poster/leaflets

® New damage or vandalism

® What's new and on sale in
shops

@ Black market activity

® Upcoming market days

@ Number of houses in town

® Stretches of bad road

® Buses and who is in them

® New antennas or wires

@ NGO presence/stickers

® Possible gang/criminal
activity

@ Local address system
(street names and
numbers)

ATTACHMENTS

List attachments or enclosures to this debrief. Example: sketch, disk with digital photos, captured documents, political rally
poster, confiscated weapon, etc. Ensure that any attached item is described in the PATROL NARRATIVE abowe.

LIST ALL ATTACHMENTS IN THIS BLOCK. ENSURE THEY ARE ALL ATTACHED BEFORE TURNING

THEMIN TO THE COMPANY.

Page 2
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TAB G: ColST INTELLIGENCE SUMMARY

X CO FUSION UPDATE

COHPTL
CO SIGACTS AND PATROL REPORTING
ANSWERING SIR
(EXTRACTSFROM TIGR FORUM)

CURRENT CO SITTEMP

PIR/SIR TASKED (RED)
AND ANSWERED (GREEN)

CO BOLO LIST (HIGHLIGHT CHANGES)
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TAB H: SBCT INFORMANT PERSONAL INFORMATION SHEET FORMAT

** *INFORMANT” DOES NOT MEAN “SOURCE”. ColIST'S ARE PROHIBITED FROM CONDUCTING
SOURCE OPERATIONS. ColST'S WILL ASSIST IN ENSURING THAT TROOPs DO NOT CONDUCT
UNAUTHORIZED SOURCE OPERATIONS.

Type of Contact: (walk-in, patrol, casual, community, liaison)

Contact Log ldentifier:

This sheet is used to record the biographic and other details of individuals met during passive HUMINT
collection operations. These include walk-ins, patrol collection, casual, community & liaison contacts.
Not source operations.

Biographic Details

A. What is the contacts’ full name?
First Name:
Middle Name:
Last Name:
Tribal/clan Name:
Nickname:

B. What is the contacts’ date of birth? (YYYYMMDD)
C. What is the contacts’ place of birth? (neighborhood, city)
D. Where does the contact live now? (address, neighborhood, city)

Placement/Access

E. Where did the contact obtain the information he/she provided?

F. When did you obtain this information?

Motivation

G. Why did the contact come forward to give information?

H. Has the contact provided information to Coalition Forces in the past? (other than this

unit) Yes/No (If yes, to whom and what was the information.)

l. Is the contact currently providing information to other members of Coalition Forces?
(other than this unit) (IF YES, STOP AND CONTACT THT FOR FURTHER GUIDANCE):

J. Is the contact willing to pass information to others within the coalition?

K. What are the contact’s feelings about the Coalition Forces operating within his nation?
Security

L. Who else knows the information being reported?

M. Who else knows the contact is talking with us?
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Contact Details
N. Is the contact able to contact/meet with us again? (where/when)

Meeting History (refers to previous screening sheets & contact logs)
O. When has the contact been met? (from first meeting onwards: include Date, Time,
Location, Collector Details — including linguist):

Information Provided (refer to previous screening sheets & contact logs)
P. What information has the contact provided? (include date, general details and SPOT or
other report numbers if written):

Inspection by Brigade S2/Review by THT
Q. When was this sheet inspected by the Brigade S2X staff or reviewed by a HCT
member? (include Date, HCT member details, action taken):

Sheet Compiled/Information Updated
R. Who compiled this sheet and updated the details? (include Date, member details):

Physical Description

S. What is the contact’s physical description? (“A to I” acronym)

: Age/Sex (estimate within 5 years, eg 25-30 years old male)

: Build (include estimate of weight within 10 pounds, eg 150-160Ibs)

: Complexion (Ethnic Group/Skin Complexion)

: Dress (from head to feet: headwear, shirt, pants, shoes, plus accessories)
: Elevation (Height) (estimate within 2 inches)

: Face (include eye color, facial hair)

: Gait

: Hair (color, length, style)

. Interesting (Distinguishing) Features (jewelry, language, scars, marks, tattoos)

I OTNMMmMmoOm>

Attach photo (if available)

Handover/Termination
T. When was the contact handed over to a HCT, or terminated as a source of information?

* NOTE: Forward completed document to Squadron S2.
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TAB I:SBCT INFORMANT CONTACT LOG FORMAT

Sheet #:
Contact’s Unit
Date | Time | Type | Location Residence Member Notes
Name Met

Type of contact: W = walk-in; P = patrol; CS = casual (irregular); CO = community (regular);
L = liaison (official)

71



2-1 CAV ColST Standard Operating Procedures Version 5.0

TAB J: INTELLIGENCE BATTLE RHYTHM (Tentative)

1. The intelligence battle rhythm is designed around the Raider BDE's battle rhythm. The
INTEL battle rhythm will be adjusted as required. Below is a template of the INTEL battle
rhythm.

Troop/Squadron

0800 — Shift change slides information cutoff (S2)
0830 — Shift change slides due to BN Battle CPT
0830 — CoIST/S2 Net Call via Breeze

0900 — Squadron Shift Change

1000 — squadron BUA/Staff Sync Meeting (S2)
1300 — Squadron ISR Sync Meeting (S2, ColST)
1700 — Squadron Collection Planning session (S2, ColST)
1800 — Troop Collection plan due to BN (ColST)
1900 — ColIST INTSUM information cutoff (ColST)
2000 — ColST INTSUM due to BN

2000 — Shift change slides information cutoff (S2)
2030 — Shift change slides due to BN Battle CPT
2030 — Squadron INTSUM posted

2100 — Squadron Shift Change

BDE/SCIF

0800 — Squadron shift change slides information cutoff

0800 — SCIF shift change slides information cutoff (SCIF NCIOC, Ops, Fusion, S2X, CM&D,
SIGINT)

0900 — Squadron shift change slides due to BDE

0930 — BDE shift change

0930 — BDE shift change slides due to SCIF

1000 — SCIF shift change

1030 — S2 Conference Call via Breeze

1100 — BCT BUA/Staff SYNC Meeting (S2)

1400 — BDE ISR Sync Meeting (S2, ISR, TGT, MICO)

1530 — BCT Dalily Targeting Meeting (S2, ISR, TGT)

1830 — Squadron Collection Plan/ Asset Status update to BCT (ISR)

1830 — SCIF Huddle (SCIF NCIOC, Fusion, S2X, CM&D, SIGINT)

1900 — BN INTSUM information cutoff

2000 — BN shift change slides information cutoff

2000 — SCIF shift change slides information cutoff (SCIF NCIOC, Ops, Fusion, S2X, CM&D,
SIGINT)

2030 — Squadron INTSUM due to BDE (S2)

2100 — Squadron shift change slides due to BDE

2130 — BDE shift change

2130 — BDE INTSUM posted

2130 — BDE shift change slides due to SCIF

2200 — SCIF shift change
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TAB K: ISR REQUEST FORM

Request for Collection

POC Contact Info Organization
Name
Secure Phone
SIPR Email

Imagery Sensor requested
(EO/IR/RADAR/MSI, FMV)

Date of Request
Collection start/stop date
NIIRS Required
Target Information MGRS Coords BE Number (if available) Tgt Name/Description

Justification (Who, What,
When, Where, Why)
Essential Elements of
Information (EEI)

Intel Report that cued
collection (if available)

Reporting instructions (IPIR,
etc.)
Notes or Comments
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Troop CP SOP

Chapter 1 |CP Functions
General
CP Functions and Battle Rhythm
Daily CP Checklist
Chapter 2 |Duties and Responsibilities of CP/COIST Personnel
Company Executive Officer
Fire Support Officer
Company Intelligence Officer or NCO
Company Operations Sergeant
RTO (Day)
RTO (Night)
Supply Sergeant
CBRN NCO
Chapter 3 |CP Information Flow
Chapter 4 |CUB Agenda
Chapter 5 |CP Setup and Layout
Chapter 6 |CP Displacement
Chapter 7 |Planning or TLP SOP
Chapter 8 |Digital SOP (include COP Icon)
Chapter 9 |Company CP Battle Drills
Chapter 10 |Shift Change
Annexes
AnnexA [SIR
Annex B |Targeting Format
Annex C  |DA 1594
Annex D |9-Line MEDEVAC Reguest
Annex E  |Counter-fire Checklist
Annex F  [SPOT Report
Annex G |CPRules
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BN
Mission

SQDN CDR's|
Intent

Time Zone

Company
Mission

Co CDR’s
Intent

Task
Org

PLT Info
Locations

Patrol
Tracker

CCIR
PIR, FFIR

Operational
Concept Sketch
usually from order

Active SIGACTs

Key Events
Timeline
(24 & 48 HR)

OpSched/
X-Check

RFls
to BN

Overlays (analog or digital):

TTPs:

- Wing board

- Cork Board

-TSC green fold out
- Plexiglas

-On aTahle

* Operations and Fire Support (include units that are close or you may contact). Map must
big enough to show all of your units and areas you will or may be directed to go with
enough space to post icons!

* Route Status.

* Enemy Situation Template. “drill down” to known and proposed squad-sized enemy forces
and crew served weapons. (You may include enemy contacts)
* Obstacles. Natural and man-made
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Tracking Charts/Leader Board Reference _{

Squadron Mission PR “— Locations
1' Where WI” the eny reserve attack? l'\.ll.lﬂihl LOCATION JUnp TRIGGER
Decision: Commit reserve to... tocr
Blackhawk 6’s Intent FEIR o]

156G |

1. Loss of two Strykers in a PLT

Decision: Adjust task org by... FPLT LOCATION | NET [ 24PLT [ LOCATION | NET
FUPLT LOCATION NET :4'- PLT :|u_\1 10N NET
SIGN: COUNTER:
. . Asof Campany Cambat Power [Slant]
TRP Mission Statement EEFI — o

1. Communication Cards with FREQ...
Decision: Change freq, load, etc.

TRP Commander’s Intent

Asof

ROE/Tactical Guidance Troops To Task PERSTAT

REV TABE
EETTASE

RETTABE

X
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c\\

Troop Commander Update to Commander.,

D=l )
al ]

* Blackhawk Big 8

* PERSTAT with key or significant changes

* Combat Power Slant (#FMC/#On Hand)...talk new NMCs or NMCs with issues
* Significant activities (last 24 hours)

* Squadron CCIR answered (last 24 hours)

* Total of enemy contact and BDA with engagement summary

* Enemy situation assessment and projected enemy action in CO AO
* Changes to Task Organization (task and purpose)

* Raven missions, Fires updates, etc. (if used)

* Upcoming (48 hours) missions plan with troop to task

» Status on Current or Proposed CMO projects and cost in AO

* Logistical status (if not green across CL 1, I, V)

* Changes to Communication Plan or Critical shortfalls

* Changes to CASEVAC

* Issues or Concerns
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BOLO List
Type of Vehicle | Color | Make and | License | Driver and Date and Activity; Reason
(Sedan, Truck, Model Number | Passengersin | Grid/Route | vehicle is wanted
4-door, etc.) Vehicle vehicle was
last seen
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GRAPHICS

Tactical Misison Tasks {#P 102) ~DOD, NATO) 1. The acion by land, ar. or sea forces I

- . proleciby olence, detense, or himal of adher or both. Jomt detwmibons 2
Tactical Task __ Milary Symbol Definiion 5 non applicabie] (femy) 1. Protecion Fom the efects of fres. (FM 6.0}

A b wission Bk nowhidh @ woomender wes Eed Be 2. Afom of secuily vperabun whose pimany bask s o poked he man
by T AR ON SN il chosing with him Ekod fightmg © gam #me whie also observng and reporting
kil 0 ORSITY, SIPRSS, B O BRCEAVE M 562 A0 KNG A SuppoT COnER = i h: ‘j;:;gr . g enemy ground obsarvak nqol, and dr:::h:
by e (FW 3 90,p.B 3 FM 1 02, p. 1 16) (Graphic FM 1 02,p.7 32) against, the main body. Uniike a sereening or quard force, the covering
force &5 a selFoonlaned ke capable of operaimy independently ol he
~, A tocical mission task hal denies the enemy access B an area or mam body. See also coverng force. (FM 102, p. 149; FM 3-20)
BLOCK [EMEMY FORCE) ——& ‘| . eV fiS HVANCe in 3 R Con O 3H000 AN MU of approach. (Fll (Graphc: FM1 02, p A G)
€—  390.p.DA13TM 02, p. 1-23) (Graphic TM 102 p. 749, p. A-2)

Atrtcal mission lask thatacries when an enemyinree has temporaniby

(A A Tochcal mission Bisk i which e wnid employs al stk or permanenty bost e physical means or the will o ight The defeated
l_\ MEAS T MEATNN OF SECE A [ASsAe OGO A0 EDADY force's commander is unwiling or unable o pursue his adopled cowrse
BRFACH H defense, abskade, minelckd, or forlicalion (TW 3-90) (Marine Corps) DHEAL No Symbol Avadable (of ackon, hereby welding i the inendly commander’s will, and can no
| ] ThE EMpEIENET O Ay MEANS Jealkabie I bRk Teigh or SAOEE 3 lnnger interiere in a signiicant deqgres with the aclions of Mendy forees
passade hrowh an absbde. T 102, p. 1-24] (Graphic: MW 1412, p. A- Defeat can result from the use of force or the threat of s use. See also
decisive pomt (FM1-02, p. 1-54; FM3-00)
A boical miesion Bk mowiech T COMMandN o hes und 0 . .
OYPASS maneinver aund an obstacle, avoiding combal wilh an enemy force. J ::e":;[m:d:;n::::;: ﬂ?mtr::;f::u::;d;s;z:::
(HUUZ, B 126, LS00 {Grophic U -2, p. A2) DELAY 0 damage u W ememy wilionl, in gk, benming decsiely
e — P ——— | engaged. (TM1-90) (See page A for symbol )
ey obrstades o by e o1 bombmg G A lacdical missin
sk in which the reskicks encmy 0 a namw 1. Atactical misgion sk hat piysicallyrenders an enemy force combat
CAHALRT e by expholing lean coupked wil B wse of obstades, Bes, o inelecie wil dis recunsiuked. 2 To damaye a combal syskem so
Fiendy mancrv. Sce also obsbocle. (FM 102, p. 127, FM 200) DESTROY badly hal & cannol perform any fnclion or be msbred b a usable
(Graphic FM 1-0Z,p.A-2) condiion withow being enirely rebuill. [FM 102, p. 159, FM 3907
(A 1.4 ission biok hat requies e o Emwe (Gaaghic FM1402,p A-3)
Al eDemy TTES and AETINAR DAEANTA] MSKEAE I N ESke
area (T 3-90) 2 To eiminale Fransmissions on 3 tcical raia nelin 1 Atadical mission sk n which a commander neqrates diredt and
CLEAR oroer 10 30w 3 Nbghef-prece Bance IEnsmicsion i ocour. (FM 11-32)3 indiect fires feram, and obstacles  upsel an enemy’s fomabon or
The lotal elmnalion o neviaizalion of an obstade ha 5 usually DISRUPT (ENEMY tempo, inemupt his imelable, orcause his forces o commil premahwreby
pariimed by EW-0N SOJNBHE 00 5 N 000G e e (A 3- TORCE) D% <> or atack in piecemeal fachion. (FM 3907 2. In information
34 7) 3ee akso reduce. (FM 1-02, p. 1-32) {Graphic FM 1-02, p. A-2) uperabuns bieakmy and wenupimy be ow of miomakn belween
(P 102 A tackcal mission bisk hal requires e commandes o siap, selecied command and conwrolnodes. (FM 3-13) (FM 102, p. 1-63)
,<<1 DKL, OF SUmund ey Ies or i cause Hem 1 ceniay Der iy (Graphic: FM1 02, p. A 3)
COMTAN G- €= onaugwen koatand prevent bem kom wibdrawing any part of beir

L L) leswhere. [HM U0, p. Glos: hec M 1
restrusee ¢ P s (e i A tackical mission task where a commander prevents e enemy flom

i
B DY, [ENERIY FORCE) ur-\/\/—o <> mowng anypart of his force from a specihc location for a speahc penod
ofima_ (FM3-90) (FM 102, p 1-81) (Graphic: M 102, p. A3)

A baical missin sk hat eqees he commander B mainkin
CONTROI o Symbnl Avalable plysacd miloene o asperiied aea b pevend ds e by oemeny
(TM 390, MM 1-02, p. 1-44)

A bchal misson bk mowhich a second commidied lorce lolows a

- . force conducing an offencive operalion and i prepared Io conlinue the
ur 1'.ﬁ’hm":; or part ‘:m;"m":eﬁx;:m‘; FOIL CRY AHD ASSUMIF D- ------ > s ifthee bl vz s e, o], o bl b ol Sese ks
attack, offensn abons. (FM 3 90; FMA 02, p. 1 82) (Graghic: FM1
ulin off o deshoyin eneny advame wiks, s will he genenad 02 dﬁ;‘ ehe operdions. ' P 1 (Grophic:
,\\ objedive of derying b0 e enamy e dbinment of his pupose in P
S aAbading In sskaed dedenss ik hnneskme
COUMIERAT TACK CATH - -
------- o " e balle postion andis trecied ot imied objecves. TU1-02, p. 146) Atrdical mission 1ask in which a comminied force inlows and suppars
(Aanery) — & o of akmk by el on ol 3 cedeading lone sgpsd an a lead force conduding an offensive operabon. See also diect pressure
eney alackng brce, w’_llhe general Dbjﬂiﬂ!_ﬂ' denying e enemy force; encadmng force; exploitation; pursuil (AW 102, p.1 82){ FM3 30}
TS Qo2 ABCNY. (I 390, p. GRS Sy 8 FI 3H0) {Graphic FU 142, (Giaphic: FM1.02, p_ A4}
n A ) v
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81

(DOD, NATO) An operalion in which, by direcion of higher authority, all
lompait of a wit is replaced in an area by the incoming unit The
. n!‘.pmslhip_-: of the replaced elements for the mission and the
DOD, NATO) 1. A fom of securily opesalion [Nok: The NATO deliniion|  [ELEF MPLACE AIF e of e d1o the & The
GUARD GDG replaces securly operalion” wilh “securly elemenl’] whose primarytask) i ing unit the as ordered. Also called RIP.(FM
«— ~Z— |is i prolect the main forceby Sghling 10 gain time while also obsening .90, FM1-02, p._ 1-160) (Graphic: FM1-02, p AS)
and miormali ok The
e on[N (DOD) 1. When usod n he conkst of doiersi pluing, o deecied
d willkeep the plan, plan n|
concept format, and any assecialedjoint opesation planning sysiem of
\Joint Operalion Plamning and Eeculion Sysiemauimaled data
\/\’N processing fles in an nadie Bbrary staws. The plan and is
|A bachical mission tsk wher e ander pi s, dismpts, o RETANM R as:.:nnilzdﬁzs will not be maintained wnless dr_ﬂ:bd by follow-on
WTERDICT detays heenemy's use of anarea o muke. (F 390 FM 102, p 1103) guidance. 2. Atackcal task o ocoupyand hold a ferrain falire in ensure
(Graphic: FM 102, p_A4) that itis free of enemy ocoupafion or use. (Asmy) Madical mission task
i} inwhich the commanderensures thal a iemain featwe alreadyconimlled
by a fiiendly force remains free of enemy ocoupalion or use. (FM3-90
FM1-82, p. 1-163){Graphic: FM 1-82, p_Ab)
|A tackcal mission task hat requires a unit i seal of—bolh physically|
|SOLATE antl psychalogically—an enemy fom his sources of suppoil, deny an {(DOD, NATO) An operalion in which a force oul of contad moves away)
%— enem;lmednm of movemend, and prevent an enemy uni from having RETREMENT fom theenemy. Note: the Amy classiies refiement as "a form of
I y Rorces. a retograde "] (FM3-0, A 102, p_1-163). (Graphic: FM 102, p. A5)
(DOD, NATO) 4. A seaurity element whase priimary task is to obsewve|
DOD) 1. As applies b milllary opesalions, to render nelfeche or] identify, and reporinformalion, and which onlyfights in self proteciion |
u s uusable. 2 Torender enemy personnal or maledal incapable of See FM3-90. 5. (DOD only) Atask maintain sureillance; provide early)
with a parficular operalion. SeefM 3-00. 3 To render safe vtamng i the main body, or impede, deswoy, andharass enemy
mings, bombs, missias, and boaby raps_ Sas FM 525 SCREEN <:st1> wilhin is billy wilioul becomi
{femy) Aform of that primarily pnwlies early
iwaming o the proteciedforce. (FM 3-90) See also concealment; fank
/\ fask 2o i gu:sd); quand; secwilyoperaions. (FM1-02,p. 1-167) (Graphic: PM1-02,
occuwey o [En ol o and -
ofthe area ocom wilhoulenemy oppos lion. (FM 3-90; FM 102, p. 1-136) {(DOD, NATO) In an b gain p jon of a posilion
(Graphic: Fl 102, p_A4) or iemainfeaure with or wilhout force, and i make such disposiion as|
iwill prevent, as far as possible,is destrucion or loss by enemy al:iln
/‘\ See FM3-90. (Amy) 1. A task hata
PASSAGE OF LIS (Amy) A tadfical enabling operalon in which one it moves frugh ) unit, fackly or geographical localion from being damaged or
[FORWARD) anvlher unifs pusilions wilh e inkznt of mining into enemy contact (FM SEORE N deskuyedas a resull of enemy ackon. (FM 3-90) 2. One of e ive
P — | 390;FM 102, p. 1-142) (Graphic: FM 1-02,p. A-4) U which elima the enemy's
abilly in miefere wih the redudion and passage ofcombal power|
) ) o through a lane. Secure may be accomplished by manewver or byfes,
PASSAGE OF LES (umy) A tadical enabling “m IIMVIIIE it miwes hirugh (M 3-342) See also assauk breach; denial measwe; reduce;
REARWARD) another unis posilions wilh The inlent of moving out of enemy contact suppress. (M 102, p. 1-167) (Graphic: FM 1-02, p. A:5)
<« (FM 3-00; FM 1-02, p._1-142) (Graphic: FM 102, p A-4)
(DOD) To employ combat forces to occupy physically and conrol a
O\ designated area (Army) A tadical mission task that involwes taking
DOD, NATC) In land operalins, a form of oliensive which seeks o SHZE S jon of 2 . area force. (FM3-90)
PENCTRATE —_F m;':m ;':nx"x ::*"_m ;"’ '*"'fl’:':m'?';";‘::';‘m': d/ (Masine Corps) To dear a designaled area and obtain controlof i See
Which an akacking Tuphr Iso contain. 492,p.1-16: ic: FM 102, p.
enemy defenses on anamow iontl Ssmpthe d also contain. (Fl1-02.p 0) (Graphic P-A8)
<> [Atacical mission task in which a manewver force moves o a posilion
. _ - (wherest can engage the enemy by dired fire m support of another|
REDUCE No Symbal Avalatse [ EICS1 mission Exsk Bl ewnkes he destckon of an enacied o - SUPPOR BY HRE manewvering force. See alsoatack byfire; overwaich (FM3-90, A 1-02,
bypassed enemy force_(FM 3-90, FM 102, p_ 1-159) p.1-179) (Graphic: M 102, p_7-32)
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1 Afartica mission Bsk thal resulls in e iemporany degradation of « .
\ 7 e periormance of a force or weapon system bolow e icvel necded o StrYker MlSS|0n
A4 AOmPISHTeMISSION FM30, 102, 1-15) 2 Cneorene | . .
< /S\ Imesariag [Ill.l-llll-!H.‘i The: s |!I dl s m .l-!l'lllj'|II!'!i[llJI!, Close W,th the enemy by means off”'e
7 \ weapons, equipment lo presenl efiectve ires on fnendly forees. The
/ L - . .
e 0 o v it s o aes | and maneuver to defeat or capture him or
(Graphic FM 1-0Z. p. Acf) . .
’ to repel his assault by fire, close combat,
T— <> A tachcal mission task ol imvobes forcing an enemy foree fom onc: ”
TURMN (EMEMY FORCE) / avenue of 2pprach o MOvem ent cNAOND anates. {4 3-00, 1D, and counterattack.
p 1-197) (Graphic 197 p 7-40 andp AF)
usea vr o opes o winar- e 1) apemenopeconn | 7-Step EA Development
which a force in conlact disengages from an enemy force. [The Amy Tl
" carsites 2 o uirchograde) () Ape ofrchogrode whe 2 1.Ident!fyl|kely enemy avenues of approach
WITHERA Y e ;m contact pians 10 asengage Tom e enemy and move n a |2, [dentify the enemy scheme of maneuver
< dmerlan away fm Be eremy (F300, p G277, FADZ, p 1-104) 3 Determinewhereto k|||the enemy
(Graphic TM1-02, p. AG) '
4.Emplace weapon systems
WITHORAW UNDER A OF FENFCKe WIEAE 3 I0C N EONEct ans 0 ASENge YO N 1oy 9 d integrate obstacles
FRESSURE he: ey and wone: in A dineclon away i be eeay while i
—w fressure fom the enemy. (TM3-00, p. 11-10) (Graphic: TM 1-02.p.A6) |6.Plan and integrate indirect fires
7.Conductan EA rehearsal
(Aeuy) Al ol alack bry e or ity desiocie mesaes o ooncessl
posiions on @ mevng or mporarily haited cemy. (Marne Goms) A i
- pstors o o o x mpony et ony Gerne o) 4 | Tro0p Leadiing Procedures
PAILIRN (FM1-07. FMD) (Graphic AMEAZ. 0 789) 19 Racejve the Mission
2. Issue the WARNO
T ——— e et 0 sop 3. Make a Tentative Plan
BLOCK{OBSTACLE I}] . /N, | iacher songa specific awme of approac o b prewerd bim o 4. Start Necessary Movement
BFECT) El . | \ passing through an engagementarea. (TM3-90. p. 013, TM 102, p 1- 5. Reconnoiter
g \m\/ G R 2.0 T4pAZ 6. Complete the Plan
7. Issue the Complete Order
Ao evgeey lsbale el Fed Doses e planrg anl osbce el 8. SUPerVise
DISRUPT{OBSTACLE 0 cause e enemy 0 bieak up his formalion and empo. inkemu his .
&) O ot oot breaching assels prematrely, and altck n 3 “Big 10” PCI Checks
> piecemeal enort (FM 00-7) (FM1-02, p.1-63) (Graphic FA 102, p. A-3)
’ 1. Weapons zero
E:I I mmmukmmumﬁ imdmmmﬁwm 2. PCC/PCl with leader focus area
FIX (OBSTAGLEEFFECT) EJ&V_ <> o siow z‘m’“m ';““’““"1"‘0‘;" ﬂ:’"“‘ ar:v_amy " 3. CLIIl, V, Maintenance, Medics
3 e APy EhEmeREEEA ) Rehearsals & MSN specific Battle Drills
5.5 Para OPORD (1/3, 2/3 daylight rule)
A tactical obstacle efiect that infegrakes e planning and obstade efiort T
N /\[{l 5 e 01 ey g o e et o v | 6-Timeline (time management)
ERECT) || acyacent avenue: o appruach or I an engagement area. (H4 3W) | 7, Graphics completed (FM 1-02)
(Croptic 1-02p. TD amlp A6) 8. Composite Risk Management

9. CP comms check
10. ROE and EOF review
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Tactical Mission Graphics

Attack-by-Fire /—|—\
Breach /llﬂj
N j\
Bypass _\B)
\\<>j
Canalize L,
Clear | ‘|° ‘

Contain C€2<1§

Destroy

Follow &
Assume

Follow &

Support

Interdict

Isolate

Neutralize

Retain \)’LJX/

Secure

Seize d/

Support-by-Fire
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Tactical Mission Graphics

TACTICAL MISSION GRAPHICS OBSTACLE EFFECT GRAPHICS

Block _B_| <> Block }7 <:Q
- B | g

\ —

" N | MA—<ﬁ<>
- o | G

N
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EFFECTS ON
ACTIONS BY FRIENDLY FORCE ENEMY FORCE
Assault Follow and Assume Block
MISSION Attack-by-Fire Follow and Support Canalize
Breach Linkup* Contain
STATEMENT Bypass Ocoupy Defeat
Clear Reconstituticin®™ Diestroy
WHO Combat Search and Rescue Reduce Disrupt
Consolidation & Reorganization®  Retain Fix
. Control Secure Interdict
WHAT-Essential Counterreconnaissaince Seize lsolate
Task Disengagement Suppaort-by-Fire Neutralize
Exfiltrate Suppress Penetrate
Tum
WHEN TYPES AND FORMS OF OPERATIONS
MOVEMENT TO CONTACT® RETROGRADE OPERATIONS!
WHERE Search and Attack® Delay*
ATTACK! Withdrawal*
(/OT) Ambush? Retirement
Demonstration* RECONMAISSANCE OPERATIONS™
Feint* SECURITY OPERATIONS®
WHY Raid* INFORMATION OPERATIONS™
- COMEINED ARMS BREACH
0 / 0 Spoiling Attack! OPERATIONS®
EXPLOITATION PASSAGE OF LINES*
PURSUIT* RELIEF IN PLACE
FORMS OF OFFENSIVE MANEUVER® RIVER CROSSING OPERATIONS™
Envelopment* TROOP MOVEMENT*
Frontal Attack® Administrative Movement!
Infiltration’® Approach March®
Penetration® Road March
Turning Movement!
AREA DEFENSE® "Defred esegnae n this manu
MOBILE DEFENSE*™ **Defined In other manuals

Figure B-1. Tactical Mission Tasks
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MARVIN GIPSON
CPT, MI
Squadron S-2

CHARLES T. LOMBARDO
LTC, AR
Commanding
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