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“In every war there is a new threat that requires new capabilities”  
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With many different conflicts ongoing around the world, security force personnel are faced 

with the dangers of the improvised explosive device (IED). Regardless of the form, the IED can be 

very sensitive to anything to include movement or even an environmental change. Our men and 

women conducting daily operations come 

across cache sites from time to time. With 

each find comes the possibility that each site 

or even selective items could be booby 

trapped. The enemy knows we have gained 

local support through education on local cus-

toms and culture as well as sharpened search 

skills when looking for these caches. 

Once a cache is found we have to 

ask ourselves some questions. Did the enemy 

mean for our element to find this? Are we 

aware of our surroundings? Are we being 

observed? These questions along with count-

less others could mean injuries or even death 

if we don’t consider the dangers associated 

with dealing with IEDs. Treat the cache site 

as if it was one large device, exercise the 5Cs 

(Confirm, Cordon, Clear, Check, and Con-

trol), and call your higher headquarters for 

guidance. If you have the capabilities avail-

able, employ robots, search dogs, and un-

manned aerial vehicles (UAVs) prior to send-

ing any Soldiers forward to conduct further 

searches. Utilizing the available enablers will 

also ensure that any additional materials won’t 

be left behind for the enemy to recover. Last, 

just because there wasn’t a victim operated 

improvised explosive device emplaced at the 

last cache site doesn’t mean that the enemy 

hasn’t placed one on this one. The enemy is always watching! 

The MCoE’s C-IED Training Team continues to provide quality support to all. Whether it’s 

live, virtual, mounted or dismounted training, we are providing each unit with relevant information 

and lifesaving training. Virtual Battle Space 3 will provide your unit with the opportunity to identify 

issues prior to conducting live training and missions in an IED-laden environment. Threat and IED 

Awareness briefings will refresh your Soldiers who have multiple deployments and educate newly 

assigned personnel. Counter Radio Controlled Improvised Explosive Device Electronic Warfare 

(CREW) training, Hand Held Detector (HHD) Training, and familiarization of the numerous other 

enablers will add to your unit’s preparation for upcoming training or deployments. The team can also 

help Units and Commanders identify effective training applications to help support C-IED learning 

during “white space” times or periods of budgetary restrictions. 

Syrian Army encounters an IED factory while conducting clearance  

operations  

Military grade munitions were being disassembled by Syrian rebels to 

produce IEDs 

MCoE IED Defeat 
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Images from Fort Benning C-IED Training  

    The possibility of our Warfighters encountering improvised explosive devices (IEDs) on today’s battlefield is highly 
likely. Finding the device prior to detonation, coupled with creating safe separation and distance between the maneuvering 
element and the suspected device, are the keys to saving lives. The same company that produces the MINEHOUND hand-
held detector has produced a ground penetrating radar sensor that can be integrated into any unmanned ground vehicle 
(UGV). The handheld unit that comes with the sensor allows the operator to hone in on the threat while remaining a safe 
distance away. (Learn more) 

Soldier uses the small handheld controller to 

investigate a suspicious site 

This system incorporates the same Ground penetrating technology 

that is used in the MINEHOUND 

C 1/81 AR E 1/19 IN 

A 1/50 IN E 1/19 IN 

Images captured during Mounted training exercises against various vehicular platforms. 

http://www.cobham.com/about-cobham/aerospace-and-security/about-us/antenna-systems/counter-ied-systems/products-and-services/counter-ied-ugv-mounted-detection-systems.aspx
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MCoE C-IED Training Topics/Back Issues  

Units who wish to 
augment their lane 
training can request a 
Global IED Threat 
Update. The following 
items are addressed 
inside one of these 2-3 
hour sessions: 

 Counter-IED Facts  

 IED TTP sharing 

 IED types and typical 
employment methods 

 Mounted and 
Dismounted attack 
TTPs used in 
Afghanistan 

 Atmospherics 

 CREW concepts 

 Introduction to Insider 
Threats 

 Where to find additional 
C-IED training  
resources. 

 The MCoE C-IED 
Team works hand in 
hand with the Warrior 
University to share the 
Best Practices with the 
Warfighter. This portal 
is organized as a 
professional "home" for 
Infantry, Armor and 
Cavalry Soldiers, and 
leaders to facilitate and 
foster lifelong 
professional 
relationships. The 
mission of Warrior 
University is to 
synchronize and 
integrate all maneuver 
training so the right 
Soldiers receive the right 
training at the right 
time, regardless of their 
physical location. 

   The MCoE C-IED team has been producing training topics related newsletters for the benefit of 

an ever expanding audience. We routinely receive questions regarding various topics that were cov-

ered and where to find them. Here you will find the topic highlights in previous newsletter issues. 

You can also find our newsletters hosted on JKnIFE, MCCLL and Warrior University. 

 

https://www.warrioruniversity.army.mil/
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Quick Links: 
 
RFMSS 
Homepage 
 
Waterborne IEDs 
 
DHS IED Fact 
Sheet 
 
ROC-IED 
Training Link 
 
RAPID Reports 
 
Marine Corps 
Center for 
Lessons Learned  
 
CREW Training 
 
Attack the 
Network 
Homepage  
 
West Point 
Negotiation 
Project 
 
Commander’s 
Handbook 
For Strategic 
Communication 
and 
Communication 
Strategy 

C-IED Team activity for the Warfighter 

MCoE C-IED Training Topics/Back Issues (cont)  

 Supporting the revision of TC 3-90.119 U.S. Army Improvised Explosive Device Defeat Training  

 Supporting EDGE experiment with laptop platforms from C-IED training facility on Leyte Field. 

 Continuing scenario development support to the Maneuver Battle Lab in support of future robotics trials 

later this year. 

 Continue the implementation of relevant C-IED enabler introduction, familiarization, and use during local/

MCoE training sessions. Enablers include HHDs, Man Portable Line Charge trainer, CREW/THOR III, 

SPARK, RHINO, and Cyclone. 

 Continue to seek out and identify effective training solutions for the MCoE and TRADOC in a budget re-

strained environment.  

C-IED Team Lead Comments 
  Despite the downsizing of our forces, Units and Commanders continue to train Soldiers in preparation 
for the next battlefield. During the Cold War era, training was focused on conducting standard military 
operations but with the twist that they may have to be done in a Nuclear, Biological, or Chemical (NBC) 
environment. This was reflected by a change in the “Conditions” statement of any task. This same ap-
proach should be applied to training with regards to IEDs. The addition of this condition, an IED laden 
environment, increases the difficulty of the trained task, much like it did back in the earlier era and does 
not change the task itself. The future longevity of this condition is readily apparent when reviewing cur-
rent news submissions from around the world. An example from India news media: The twin IED blasts in 
Bastar on Saturday, security forces believe, were made possible by the support of road contractors and locals. The IEDs were 
laid at least 4 feet deep into the ground (a counter to the West’s detection capabilities) and could only have been buried in 
when the road was being laid several months ago. “Such IEDs are planted months, years ago when roads are being con-
structed. The reading audience should also be aware that though the media reports the number of IED 
attacks/events against Coalition and US forces are decreasing, the lethality of these preferred types of 
weapons has increased (another aspect that ensures the IED will be around for a good while). This only 
reinforces the point; that tasks addressing movement or security can benefit the Soldiers and prepare 
them for future battlefields by incorporating the IED threat inside the tasks’ condition. 
  The  MCoE’s C-IED Team is on-call to support any requesting unit. To schedule training contact, Mr. 

Tom Dale at 706-545-6577, thomas.l.dale.ctr@mail.mil  or  Mr. Jerry Niggemann at 706-545-8823.     

gerald.e.niggemann.civ@mail.mil. 

https://rfmss.benning.army.mil/benning/pages/login.aspx
https://rfmss.benning.army.mil/benning/pages/login.aspx
http://www.usnwc.edu/getattachment/a18d6281-269c-4e7a-910c-220a02bd2cd8/Mines-and-Underwater-IEDs-in-U-S-Ports-and-Waterwa
http://www.dhs.gov/ied-attack-fact-sheet
http://www.dhs.gov/ied-attack-fact-sheet
https://jknife.jieddo.mil/ROCIED/default.aspx
https://jknife.jieddo.mil/ROCIED/default.aspx
https://rapid.a-tsolutions.com/
https://rapid.trancite.com/SignIn.aspx?ReturnUrl=%2fRR%2fRRPreview.aspx%3fRRID%3dF0jV7dp3Q3Y%3d&RRID=F0jV7dp3Q3Y=
http://www.mccll.usmc.mil
http://www.mccll.usmc.mil
http://www.mccll.usmc.mil
https://crewtraining.us.army.mil
http://www.benning.army.mil/mcoe/dot/dotd/index.html
http://www.benning.army.mil/mcoe/dot/dotd/index.html
http://www.benning.army.mil/mcoe/dot/dotd/index.html
http://www.westpoint.edu/wpnp/SitePages/Home.aspx
http://www.westpoint.edu/wpnp/SitePages/Home.aspx
http://www.westpoint.edu/wpnp/SitePages/Home.aspx
http://www.carlisle.army.mil/DIME/documents/Strategic%20Communication%20Handbook%20Ver%203%20-%20June%202010%20JFCOM.pdf
http://www.carlisle.army.mil/DIME/documents/Strategic%20Communication%20Handbook%20Ver%203%20-%20June%202010%20JFCOM.pdf
http://www.carlisle.army.mil/DIME/documents/Strategic%20Communication%20Handbook%20Ver%203%20-%20June%202010%20JFCOM.pdf
http://www.carlisle.army.mil/DIME/documents/Strategic%20Communication%20Handbook%20Ver%203%20-%20June%202010%20JFCOM.pdf
http://www.carlisle.army.mil/DIME/documents/Strategic%20Communication%20Handbook%20Ver%203%20-%20June%202010%20JFCOM.pdf
http://www.carlisle.army.mil/DIME/documents/Strategic%20Communication%20Handbook%20Ver%203%20-%20June%202010%20JFCOM.pdf
http://www.carlisle.army.mil/DIME/documents/Strategic%20Communication%20Handbook%20Ver%203%20-%20June%202010%20JFCOM.pdf
http://www.carlisle.army.mil/DIME/documents/Strategic%20Communication%20Handbook%20Ver%203%20-%20June%202010%20JFCOM.pdf
http://indianexpress.com/article/india/india-others/ig-sees-local-help-ieds-buried-deep/
mailto:thomas.l.dale.ctr@mail.mil
mailto:gerald.e.niggemann.civ@mail.mil
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Around the World  

(IED topics from around the world) 

 

 

 

    NORTHCOM: SOUTHCOM: EUCOM: AFRICOM: PACOM        

Link Disclaimer: The links provided above in no way denote any agenda or affiliation 

with the publisher of this news letter. They are provided for the reader to see the possi-

bilities that the IED threat can/could achieve.         

 Joint IED-Defeat Organization @ 
https://www.jieddo.mil  

 JKnIFE C-IED Training site @ 
https://jknife.jieddo.mil  

 Center for Army Lessons Learned @ 
https://call2.army.mil/ 

 Combined Arms Center @ 
https://ctd.army.mil/external12/BSTPs/ied-

tsp/index.asp 

 Directorate for Counter IED (DCIED) @ 
http://www.wood.army.mil/dcied 

 Army C-IED Professional Forum @ 

https://www.us.army.mil/suite/collaboration/

GetDocument.do?doid=17964848 

(Users should be aware of site maintenance down times) 

Tom Dale (Team Lead) 

thomas.l.dale.ctr@mail.mil 

Cliff Repicky (Ops) 

cliff.repicky.ctr@mail.mil 

Louis Francis (Training) 

louis.j.francis.ctr@mail.mil 

Andrew Freeman (Analyst) 

andrew.freeman1.ctr@mail.mil 

Samuel Molina (Analyst) 

samuel.e.molina.ctr@mail.mil 

John J. Fairchild II (Analyst) 

john.j.fairchild2.ctr@mail.mil 

Peter Black (Analyst) 

peter.b.black.ctr@mail.mil 

Robert Perry (Analyst) 

robert.p.perry1.ctr@mail.mil 

Floyd Koger (Analyst) 

Floyd.n.koger.ctr@mail.mil 

C-IED Tech: 

 

L to R: Mr. Koger, Mr. Fairchild, Mr. Perry, Mr. Black, Mr. Francis,  

Mr. Molina, Mr. Freeman, Mr. Dale, Mr. Repicky  

 

  Recently a KSU engineer developed a patented technique 

that will help improve security by remotely detecting IEDs. 

You can find the details here: Tech Link. 

Possibilities for the Future 

http://ibnlive.in.com/news/youth-with-technical-background-on-ims-radar-to-help-make-ieds/460656-3.html
http://blogs.ottawacitizen.com/2014/04/02/canadian-forces-improvised-explosive-device-disposal-and-eod-operators-being-trained-in-exercise-ardent-defender/
http://www.eda.europa.eu/info-hub/news/2013/03/12/ieds-won-t-go-away
http://allafrica.com/stories/201404020155.html?aa_source=slideout
http://ibnlive.in.com/news/youth-with-technical-background-on-ims-radar-to-help-make-ieds/460656-3.html
https://www.jieddo.mil/
https://jknife.jieddo.mil
https://call2.army.mil/
https://ctd.army.mil/products.aspx
https://ctd.army.mil/products.aspx
https://login.milsuite.mil/?goto=https%3A%2F%2Fwww.milsuite.mil%3A443%2Fbook%2Fgroups%2Fdirectorate-for-counter-improvised-explosive-devices
https://www.us.army.mil/suite/collaboration/GetDocument.do?doid=17964848
https://www.us.army.mil/suite/collaboration/GetDocument.do?doid=17964848
mailto:thomas.l.dale.ctr@mail.mil
mailto:cliff.repicky.ctr@mail.mil
mailto:louis.j.francis.ctr@mail.mil
mailto:andrew.freeman1.ctr@mail.mil
mailto:samuel.e.molina.ctr@mail.mil
mailto:john.j.fairchild2.ctr@mail.mil
mailto:peter.b.black.ctr@mail.mil
mailto:robert.p.perry1.ctr@mail.mil
mailto:Floyd.n.koger.ctr@mail.mil
http://www.k-state.edu/media/newsreleases/apr14/dunn41714.html?id=13717&cate

