[bookmark: _GoBack]Running Estimates:
Elusive But Attainable
Benjamin A. Terrell
Running estimates are a staff tool defined by ADP 5-0 (The Operations Process), and described by ADRP 5-0 (The Operations Process) and FM 6-0 (Commander and Staff Organization and Operation).  Yet, many staffs have problems producing running estimates that prove of value to the staff element using it.  This article revisits the concept of the running estimate and how to create one that supports a staff element’s execution of the operations process.
Part I: Defining the Running Estimate
A running estimate is the continuous assessment of the current situation used to determine if the current operation is proceeding according to the commander’s intent and if planned future operations are supportable. (ADP 5-0)  An examination of ADP 5-0, ADRP 5-0, and FM 6-0 identifies a short list of common descriptors of the running estimate.  Using these descriptors we have an expanded definition:
The running estimate is an “assessment” of “relevant information” concerning capabilities of “friendly forces, enemy forces, civil considerations, and terrain and weather effects” and their “impact on the operational environment,” and “risk” from the perspective of a “specific functional area.”  As an assessment tool, the running estimate always presents “conclusions and recommendations.”  The running estimate is a tool used “continuously” throughout the operations process.  The relevant information, analysis, and recommendations of the running estimate “feeds the common operating picture” (COP), and is “supplementary” to it.
Specific Functional Area
Above all, the running estimate is an assessment tool, but it is very important to note up front that the running estimate is functional area specific.  Each functional staff element formats their running estimate in such a way that it facilitates their situational understanding and assessment of how their functional area responsibilities are progressing towards supporting the commander’s end state.  Running estimates build on each other until they reach the collaborative staff input into the COP.  The EOD, CBRN, engineer, and military police running estimates help to form the running estimate used by the Chief of Protection.  The Protection, Fires, and Movement and Maneuver running estimates feed the running estimate of the Chief of Operations.  The running estimates of the functional cell chiefs and integrating cell chiefs form the COP.
It is also important to understand that each functional staff element uses the running estimate in collaborative sessions (boards, working groups, functional and integrating cell activities) in order to complete their information collection process and to be able to answer information requirements from other functional elements.  No specific functional element exists or conducts its activities in a vacuum; we all rely on each other in order to effectively execute our responsibilities.  In fact, an overwhelming contributor to staff failure is succumbing to the temptation to stovepipe work.  The running estimate provides a guided format for a staff element to coordinate with all other staff elements to support the whole.
Assessment
Assessment is the determination of the progress toward accomplishing a task, creating a condition, or achieving an objective (JP 3-0).  The assessment process involves (1) monitoring the current situation, (2) evaluating progress, and (3) recommending or directing action for improvement.  
Continuous Assessment of the Impact of Operations on the Operational Environment.  Assessment is continuous throughout the operations process and the running estimate is the tool designed to facilitate it.
In planning, the running estimate provides the worksheet for the staff element to analyze the effects of the environment on operations and the effect of operations on the environment.  From an analysis of the operational environment the staff identifies problems for which the staff identifies tasks.  Analysis of tasks leads to assessments that drive resourcing, targeting, information collection, risk management, and measures of effectiveness.  By its very nature, course of action analysis is assessing the developed courses of action (COA) to determine if the COA can effectively support the commander’s intent and identify decision points.
During preparation, the running estimate provides a means for the staff element to track preparation activities and compare progress to required status.  Also during preparation, the staff elements update assumptions to facts and assess the impact of new information on operations.
Staff elements assess task progress during execution.  In addition, assessment of information on the operational environment allows the identification of variances, the difference between the actual situation and what the plan forecasted the situation would be at that time or event. (FM 6-0)  Further, the staff maintains and examines historical information as well as current status information in order to identify trends to forecast reasonable hypotheses concerning future events that will impact the operational environment and indicators used to assess these hypotheses.
Conclusions and Recommendations.  Assessment requires detailed analysis that leads to logical conclusions concerning the effects of operations on the environment and the effects of the environment on operations.  Staff officers always present their logical conclusions of assessment to the commander as recommendations.  If operations are going according to planned parameters, the recommendation is to continue operations on the same path.  If variations are evident, the staff officer recommends a course of action to bring the operation back into planned parameters, or to exploit an unexpected advantage to achieve the commander’s end state more rapidly.
[bookmark: OLE_LINK5][bookmark: OLE_LINK6]In accordance with knowledge management doctrine, staff representatives brief conclusions and recommendations—“knowledge” in the cognitive hierarchy (ADRP 6-0, para 2-39) —to the commander rather than unfiltered “information.”  In addition, the staff compiles the content of the COP as a series of conclusions.
Risk.  “Commanders accept prudent risk when making decisions because uncertainty exists in all military operations. Prudent risk is a deliberate exposure to potential injury or loss when the commander judges the outcome in terms of mission accomplishment as worth the cost.” (ADP 6-0)  As staff elements conduct analysis throughout the operations process, they come to conclusions that indicate whether or not the risk is exceeding prudent limits, and offering recommendation to the commander for mitigating the risk.  As part of the conclusion and recommendation narrative, the staff officer always includes their analysis for risk.
Relevant Information
There is no doctrinal definition of relevant information.  Selected doctrine provides a purpose for relevant information, its guiding source, and characteristics.
Relevant information provides situational understanding.  Situational understanding is the product of applying analysis and judgment to relevant information to determine the relationships among the operational and mission variables to facilitate decisionmaking (ADP 5-0, para 17).
Commanders establish information requirements to set priorities for collecting relevant information.  An information requirement is any information element the commander and staff require to successfully conduct operations.  Relevant information that answers information requirements is accurate, timely, useable, complete, precise, and reliable.  (ADRP 6-0, para 2-81)
Intelligence, according to ADRP 2-0, para 2-7, uses the characteristics of relevant information to define intelligence and adds that the information must also be relevant, predictive, and tailored.
Another term used in conjunction with running estimates and during the military decisionmaking process is “facts.”  The Army uses the common definition of facts, so everyone understands the general concept, but many do not understand its application.  Facts are relevant information; the answers to information requirements.  As a general rule, there are very few facts in the higher headquarters’ order once one has extracted the mission, commander’s intent, concept of operation, scheme of support for one’s particular functional area, constraints applicable to one’s functional area, and authorities granted within the functional area.
Friendly Force Status. Characteristics of friendly forces include: historical and current readiness of equipment and personnel.  The staff identifies friendly strengths, systems, training, morale, leadership, and weather and terrain effects, and how all these factors impact the operational environment relative to their functional area.
Enemy Force Activities and Capabilities.  Staff members are responsible for contributing to IPB.  The S2 provides the staff with facts concerning the enemy order of battle.  Staff elements analyze the information concerning their enemy warfighting function counterpart’s strengths, systems, training, morale, leadership, and employment.  The S2 uses this to create the enemy’s most likely and dangerous courses of action.  This analysis also contributes directly to high-value target identification.
Terrain and Weather Effects.  In addition to enemy order of battle and description of the civil infrastructure, the S2 provides the staff with facts concerning the terrain and weather.  Staff members analyze that information to determine the effects of the terrain and weather on their functional area capabilities and systems, and the possible effects of operations on the terrain (environmental consideration risks, such as hazardous material spills and erosion).  
Civil Considerations.  Staff elements analyze the civil environment to determine resources available to friendly and enemy forces, and 
Common Operational Picture Integration and Supplement
Staffs provide commanders and subordinates information relevant to their operational environment and the progress of operations.  Commanders and staffs develop a common operational picture (known as a COP), a single display of relevant information within a commander’s area of interest tailored to the user’s requirements and based on common data and information shared by more than one command. They choose any appropriate technique to develop and display the COP, such as graphical representations, verbal narratives, or written reports. Development of the COP is ongoing throughout operations. This tool supports developing knowledge and understanding. (ADRP 6-0)
The nesting of running estimates and how they culminated with input into the running estimate was a topic of discussion earlier.  As ADRP 6-0 states above, staffs provide relevant information and assessment (progress of operations) to the commander and subordinates (and, superiors); this is the description of the running estimate.  The COP is essentially the command’s running estimate.
Running estimates supplement the COP.  It would be ineffective for anyone to attempt to decipher a COP that contained every detail of every running estimate from every staff element in a command.  The COP contains the conclusions of the chiefs of the functional and integrating cells portrayed in a manner that clearly, concisely, and quickly transfers understanding to the reader/viewer.  If the reader has questions, they contact the proponency for the information and ask for clarification.
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Part II: Developing a Running Estimate
General
The art of developing a running estimate is determining relevant information.  The science is in determining how to analyze and assess it.  Developing a running estimate is a four-step process: understand responsibilities; determine information requirements; convert data into knowledge; and present conclusions for understanding.
[bookmark: OLE_LINK7][bookmark: OLE_LINK8]Step 1: Understand Responsibilities
Running estimates are tools used by staff elements to facilitate knowledge management.  This implies that leaders have an understanding of the purpose and functional responsibilities of their functional area.  The first step in developing a running estimate is delving into doctrine to answer the question: “what does the section do?” and note it in detail.  For example, the Human Resources element (S1) finds its foundational doctrine in FM 1-0 (Human Resources Support).  FM 1-0 provides eight human resources tasks:
· Personnel readiness management
· Personnel accountability
· Personnel information management
· Essential personnel services
· Postal operations
· Casualty operations
· Morale, welfare, and recreation
· Command interest programs
Staff element leaders also determine the battle rhythm events in which the element must participate.  Battle rhythm events, specifically the “update brief” and working groups, require specific information to exchange and for product development.  The S1 section we are using as an example is responsible for attending the Plans, IPB, Sustainment, and Resiliency working groups, as well as having a representative at the shift change and battle update brief.
Step 2: Determine Information Requirements
With an understanding of what a staff element does and in which events they participate, the staff element leader determines what information they need for the commander, subordinate commanders, fellow staff members, and themselves to make decisions.  It is easiest to list these information requirements in the form of questions.  Organize the questions functionally (“What does the staff element do?”) and operationally (the operations order format).  [ADRP 6-0 recommends organizing thoughts using the operational variables (PMESII-PT) or mission variables (METT-TC), but using the OPORD format facilitates review of the higher headquarters order and preparation of one’s own order or attachment.]  For example, the primary concern for the S1 is people as a resource.  A preliminary list of information requirements include:
· Information to complete the Personnel Status Report (PERSTAT).  
· What are the effects of the terrain and weather on personnel?  
· What is the enemy situation template (SITEMP) and how would the enemy most likely conduct replacement operations?  
· What is the higher headquarters concept of operation and scheme of personnel service support?  
· What is the scheme of personnel service support of adjacent units?  
· What are the specified and implied human resources support tasks?  
· What are the priorities of effort and support for human resources and replacement operations and how that impacts and synchronizes with the tactical operations?  
· What are the safety risks?  What personal protective equipment are available and ergonomic considerations for mitigation of the risks?  
· How will the unit account for personnel?  
· How will the unit integrate force health protection and preventive medicine measures?  
· What is the unit’s current status of health, readiness, training, and morale?
The example questions are not exhaustive, but illustrate the thought process of one functional area of the S1: personnel.  The S1 continues developing questions in their other tasks.
It is true that developing an exhaustive list of information requirements is not possible due to changing circumstances associated with any single situation, but it is also true that what any staff element needs to know changes very little from garrison to combat, or from offensive to stability operations.  It is always advantageous to have a product that is eighty percent complete rather than create a product from scratch.  It is also advantageous to utilize a checklist under high operational tempo situations in order to avoid overlooking important points.
Step 3: Convert Data Into Knowledge
 “Accurate and timely running estimates are key knowledge management tools.” (ADRP 5-0)  
Knowledge management is “the process of enabling knowledge flow to enhance shared understanding, learning, and decisionmaking. … Knowledge is information that has been analyzed to provide meaning or value or evaluated as to implications for the operation.” (FM 6-0.1)  Staffs collect data, but also analyze the data to determine to impact of the content of the data on operations, assess that impact for variances to the plan, and make recommendations to the commander for decisions.  The purpose of the running estimate is to facilitate this process.
FM 6-0’s discussion of mission analysis in Chapter 9, The Military Decisionmaking Process, refers to “critical” facts.  “Information is critical when it supports a decision by the commander, a subordinate commander, or the senior staff leader.”  Collecting, analyzing, and disseminating data that is not critical is a waste of time.  The staff makes information critical in how it shapes the information for conversion into knowledge.
Step 2 (Determine Information Requirements) led to the creation of a large list of information requirements (IR; also known as: questions).  Collecting data to answer those questions provides the staff element with information.  Organize data into comparable groups—capabilities, competencies, disciplines, functions, systems, or tasks.  When possible, further organize data in time and space.  As much as practical, convert data to like measures—use the same map and underlying graphics, lengths, weights, volumes, etc.  
Make information meaningful.  No one accepts terms like “alotta” or “smidge,” but unless someone is intimately familiar with the exact number of systems and burn rate, 3,000 gallons is information, 3 days of supply provides knowledge.  Knowledge carries an inherent “so what” factor when presented in a meaningful way.
Present Conclusions
The running estimate is presents information in a way that is conducive to converting it to knowledge to facilitate understanding.  Graphics and models provide a great deal of information in a small, rapidly digested form.  Chronograms, Gantt charts, or timelines of events are helpful.  Relationship diagrams, trend polyhedrons, link diagrams, and pattern analyses turn narrative data into understandable graphics.  Characteristic charts and bubble charts display intuitive information.  
The running estimate always sums up its information into a conclusion that clearly and concisely articulates, “so what?”  In addition to a conclusion, the staff element provides recommendations to the commander for actions on trends or variances.  The running estimate provides information to the COP that articulates, “This is our current situation…; which reasonably leads to the conclusion that the affect on the operational environment will be…; thus, I recommend…”  When depicted effectively, the commander or a subordinate does not have to ask further questions.  

[bookmark: _Toc401156425]The following is a list of information requirements, organized by warfighting function, that serve as a foundation, a starting point, for developing a running estimate.
Intelligence Information Requirements
· What is the area of operations?
· What is the area of influence?
· What is your task organization (understand what your assets can do for you)?
· What is the enemy task organization?
· What are the enemy’s capabilities?
· Where is the enemy located within the AO and AoI?
· What is the disposition of the enemy?
· What is the composition of the enemy?
· What does the enemy need to know concerning us?
· Where are enemy reconnaissance assets?
· Where are the enemy main effort, security elements and emplaced obstacles for the COA considered?
· What will trigger the enemy to conduct a hasty defense?
· What will trigger the enemy to commit reserve forces?
· Where are enemy fire support assets?
· What will trigger the enemy to use CBRN munitions? Where and how will they employ them?
· Where are enemy target acquisition radars?
· Where are enemy network communications sites?
· Where are enemy of aviation forward arming and refueling points?
· Where are enemy command posts?
· What is the most likely enemy COA?
· What is the most dangerous enemy COA?
· What will be the weather over the next five days?
· How will the weather affect friendly and enemy capabilities, personnel, equipment, and logistics?
· How will the terrain affect friendly and enemy capabilities, personnel, equipment, and logistics?
· What are the commander’s decision points (DP) and associated information collection plan (CCIR)?
· What is the targeting information collection plan?

· What does the staff section or warfighting function need to know to complete planning?
[bookmark: _Toc401156426]Fires Information Requirements
· What is the enemy’s indirect fire (mortars, cannon, rocket) systems capabilities (units/number of systems, task organization on the battlefield (# in disruption zone, # in battle zone, # in support zone, ranges, caliber, munitions available, doctrinal and recent employment techniques, location)?
· What is the enemy’s precision munitions capability (munitions type, designating capability)?
· What is the enemy’s counterfire radar capability (type, task organization, # in disruption zone, # in battle zone, # in support zone, ranges, acquisition capability, response times of counterfire, location of radar)?
· How does the enemy employ IDF/what is the most likely and most dangerous COAs for fires (mortar, cannon, rocket)?
· How does the enemy employ IDF observers, what is their capability, how are they task organized?
· What special ammunition requirements exist that need to be requested immediately through logistic channels (smoke, DPICM, precision, FASCAM)?
· Is there enough mortar/cannon/rocket ammunition to engage HPTs and achieve desired effects?
· Where are the High Payoff targets located?
· When do HPTs need to be engaged/ what information is required to make the decision to engage HPTs?
· What is the best method to engage each HPT?
· What is the desired effect of each HPT?
· Who can observe the engagement of HPTs?
· Where do friendly IDF units need to be emplaced IOT engage counterfire threats?
· What radar zones are available and when/where should they be planned?
· What CAS apportionment has been given to the unit?
· What is the current ATO cycle request process?
· Who is the ATO point of contact for the unit?
· What is the process to request immediate CAS?
· Where are the CAS aircraft located?
· Can we provide a JTAC or JFO ISO of CAS targets?
· How long does it take aircraft to arrive on station after notification (ISO planned targets, TIC)? 
· Can naval gunfire support the operation?
[bookmark: _Toc401156427]Protection Information Requirements
[bookmark: _Toc401156428]General Protection Information Requirements
· What assets are critical?
· What are the protection priorities of effort?
· What is the adversary's capability?
· Conventional ground forces?
· Air forces?
· Rocket and tube artillery?
· CBRN?
· Electronic warfare?
· When does the protection working group meet?
· Who must attend?
· What should they bring with them?
[bookmark: _Toc401156429]Chemical, Biological, Radiological, and Nuclear Information Requirements
· What is the MOPP?  What criteria changes MOPP?
· What is the automatic masking criterion?
· What is the troop safety criterion?
· What is the OEG?
· What are CBRN marking procedures?
· Where are decontamination sites allowed and restricted?
· What are area decontamination requirements and restrictions?
· What are environmental decontamination requirements?
· What are environmental chemical (CS, herbicide, obscurant) restrictions?
· What are the CBRN reconnaissance requirements?
· What are obscurant requirements?
· What are flame field expedient requirements?
· What are sample handling procedures?
· Which routes are designated "dirty"?
· Who identifies those routes?
· Who controls movement on those routes?
· What is contaminated bypass criteria?
· What are CL II (CBRN) procedures?
· Where is it stored?
· What is available?
· What are the request procedures?
· Which medical facilities are treating contaminated casualties?
· What are the procedures for contaminated remains?
· What CBRN support do medical/MA require?
· What are unit level CBRN team requirements?
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· What is the air defense warning method and means?
· What is the weapon condition status?
· What are the criteria for delineating between hostile and friendly aircraft?
· What is the air defense sensor array?
· How are air defense weapons employed?
· What is the air defense tracking handover procedure?
· What survivability assets do I have available for ADA assets?
· What is the ADA CL V resupply concept?
· Which is the IFF code in effect?
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· What is my AO?
· What is my AoI?
· What is the base security zone?
· What QRF and TCF assets are available?  Who controls them?
· Who is the landowner of my AO?
· Who is my garrison commander?
· What are convoy security rules?
· Who is the base defense operations commander?
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· What areas/locations are restricted due to safety?
· What are my terrain hazards?
· What are my weather hazards?
· What are my flora and fauna hazards?
· What are diseases and vectors?
· What are food and water allowances and restrictions?
· What are bivouac site selection criteria?
· What are field sanitation requirements?
· What are generator operation requirements?
· What are field feeding requirements?
· What are requirements for storage of flammables, munitions, and hazardous substances?
· What are my fire hazards and firefighting requirements?
· What are my electrical hazards and prevention requirements?
· What are vehicle movement control standards in a bivouac site?
· What are weapon handling procedures?
· What are workplace specific procedures?
· What are material handling procedures?
· What are munitions handling procedures?
· What are convoy safety procedures?
· What are CBRN material/sample handling procedures?
· What are CL II (safety) procedures?
· Where is it stored?
· What is available?
· What are the request procedures?
· What are facilities engineering requirements?
· What are first responder requirements?
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· What is the FPCON?  What are the change criteria?
· Who is responsible for AT response?
· What are the PHYSEC responsibilities/procedures?
· What are RAM measures?
· Who are high-risk personnel and their protection requirements?
· What assets do I have available to enhance PHYSEC?
[bookmark: _Toc401156434]Operations Security (OPSEC) Information Requirements
· Where is the security classification guide?
· What are the EEFI?  What is the classification?
· When do OPSEC measures terminate?
· What are the OPSEC inspection requirements?
[bookmark: _Toc401156435]Explosive Ordnance Disposal (EOD) Information Requirements
· What are the UXO marking procedures?
· What are the UXO reporting procedures?
· What special protection methods are required for UXO?
[bookmark: _Toc401156436]Personnel Recovery Information Requirements
· What is the reporting procedure for PR events?
· What assets are available for locating IMDC?
· What assets are available for recovery of IMDC?
[bookmark: _Toc401156437]Fratricide Prevention Information Requirements
· What is the reporting procedure for fratricide events?
· Are ROE available and clearly articulated?
· What are IFF procedures?
· Digital/radio?
· Challenge and password?
· Duress?
· Straggler control?
· Route marking
· How are boundaries and control measures evident on the ground?
· What are link-up procedures?
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· What are individual preventive medicine responsibilities?
· What are unit preventive medicine responsibilities?
· What environmental conditions may cause disease?
· What are special handling procedures for CBRN casualties?
· What are immunization requirements?
· What areas/locations are restricted due to health hazards?
· What are CL VIII procedures?
· Where is it stored?
· What is available?
· What are the request procedures?
· What are SLCR procedures?
· What are the procedures to procure vector control products?
· What are food, ice, and water restrictions?
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Sustainment Information Requirements
[bookmark: _Toc401156440]Logistics Information Requirements
· How do I deploy my assets and what is the priority of effort and priority of support for the operation?
· What are the key assets (if lost or compromised) will make my combat power ineffective?
· What are the commanders CCIRs, and PIRs for critical classes of supply or pace items?
· What is my critical repair list requirement for my unit?
· What is my unit current combat power status?
· What are the critical supply shortfalls’s for my unit?
· When and where is the S4/SPO daily synchronization meeting? 
· What are the non-governmental facilities available with our AOR to conduct services, maintenance, and storage of supply stockage?
· How and where can I get external sustainment support?
· What replacement parts do I have available?
· Where do I send my equipment for repair or replacement?
· What is the estimated turn-around time on repairs or replacement?
· What critical pieces on my property book are floats?
· How will large communication systems be moved and how long will it take to get communications back up and running? (Antennas, generators etc;)
· What is the operational services schedule for my systems?
· What will be the impact of services on operations? (show as a timeline)
· What is the requirement for crew-rest?
· What will be the impact of crew-rest on operations? (show as a timeline)
· Do I have the immediate treatment supplies required for injuries?
· Request for MEDEVAC information?
· Where are the locations of ambulance pick-up/exchange points (AXP)?
· Where is the medical treatment facilities located?
· How do we want to sustain detainees?
· How do we want to exercise civil-military operations sustainment?
· Which classes of supply are critical (require pre-stocking)?
· Which supply items do I want to control and how I control them?
· For which supply items do I want to set a required supply rate?
· What is my guidance on construction and maintenance of facilities?
· How is contracting support coordinated?
· How do I coordinate and monitor internal logistics requirements?
· How do I monitor movements, closure reports and order forms?
· How often are logistics running estimates updated (directly impact combat power / capabilities?
· When is the sustainment / logistics annex due?
· When do I develop and track unit logistics status LOGSTAT (directly impacts combat power / capabilities)?
· How do I track internal organizational readiness?
· How do I track and forecast internal weapon system status?
· How do I assist the S2/3 in indentifying the enemy logistics on the battlefield?
· How do I track and monitor BDA?
[bookmark: _Toc401156441]Personnel Information Requirements
· What is the priority of effort and priority of support for replacement personnel?
· What are the postal operations requirements?
· What are the religious belief requirements in the AOR or theater?
· When or where are religious services held (posted hours)?
· Who is the finance operations officer and who coordinates financial services support.  
· Who coordinates unit morale, welfare, and recreation activities?
· What is the priority of effort for other personnel services?
· How do I coordinate legal service support and where is the Staff Judge Advocate located?
· What are the health system support requirements?
· What are the commanders CCIRs, and PIRs for personnel, medical, legal, and religious issues?
· What are the transportation requirements for replacement personnel? 
· When and where is the S4/SPO daily synchronization meeting? 
· How often does the daily PERSTAT report need to be submitted?
· What are our CASEVAC procedures and who coordinates them? 
· How is routine medical transportation coordinated?
· How are we reporting / battle tracking attachments/
· How often are personnel running estimates updated (directly impact combat power / capabilities?
· When is the S1 personnel annex due?
[bookmark: _Toc401156442]Medical Information Requirements
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Mission Command Information Requirements
[bookmark: _Toc401156444]Signal Information Requirements
· Situation
· Area of Operation
· What is the designated AO?
· Area of Interest
· To where do I reachback for assistance?
· Where are the key communication nodes for my higher-higher headquarters?
· Where is the furtherest extent that enemy forces can locate communication intercept and    disruption equipment that can affect my operations?
· Weather
· How does temperature affect each piece of communication equipment maintenance and performance?
· How does humidity affect each piece of communication equipment maintenance and performance?
· How do particulates in the air affect each piece of communication equipment maintenance and performance?
· How does precipitation affect each piece of communication equipment maintenance and performance?
· How does wind affect each piece of communication equipment maintenance and performance?
· How do weather phenomena affect each piece of communication equipment   maintenance and performance?
· How do sun and moon conditions affect each piece of communication equipment maintenance and performance?
· How does air stability affect each piece of communication equipment  maintenance and performance?
· What type of weather variations can I expect over the next 5 days?
· Terrain
· Soil
· How will soil types affect communications?
· Elevation
· How will elevation affect LOS communications?
· How will elevation affect BLOS communications?
· How will elevation affect sattelite communications?
· How will elevation affect line communications?
· What are the safety hazards to my communication operations associated with elevation?
· Vegetation
· How will vegetation affect LOS communications?
· How will vegetation affect BLOS communications?
· How will vegetation affect sattelite communications?
· How will vegetation affect line communications?
· What are the vegetation and fauna safety hazards to my communication operations?
· Water - Streams, Rivers, Bodies
· How will ground water affect LOS communications?
· How will ground water affect BLOS communications?
· How will ground water affect sattelite communications?
· How will ground water affect line communications?
· What are the water safety hazards to my communication operations?
· Built-up Areas
· How will civilian communications systems affect my communications?
· How will civilian structures affect my communications?
· How will available civilian power affect my communications?
· What are the safety hazards related to communications systems (power lines, voltage, etc.) that may affect my communication operations?
· Civil Considerations
· Area
· What does the populace in my AO use for communication?
· What does the populace in my AO want for communication?
· Structure
· What civilian communication assets operate in my AO?
· How can I use existing civilian communications facilities or structures to improve my communication system capabilities?
· What is the extent of damage to civilian communications structures due to conflict?
· Capabilities
· Where are the dead spots in civilian communication assets in my AO?
· Can I piggy-back on existing civilian communications capabilities?
· What is the extent of damage to civilian communications capabilities due to conflict?
· What new civilian communications capabilities would have a positive impact on the  populations view of US/Coalition activities?
· Organizations and People
· Which organizations or people are key to civilian communication infrastructure?
· Where do they reside?
· How can I contact them?
· Are they friendly, neutral, or opposed to US/Coalition actions?
· What motivates them?
· Events
· What are the popular radio and television broadcasts in my AO?
· What is the popular news distribution in my AO?
· What are the popular internet sites and social media in my AO?
· Enemy
· Electronic Attack
· How can the enemy use electronic means to locate our positions and disposition?
· How can the enemy use electronic means to disrupt our mission command systems?
· How can the enemy use electronic means to intercept our mission command systems?
· How can the enemy use electronic means to destroy our mission command systems?
· Where is the enemy most likely to place these EW systems?
· How is the enemy most likely to employ these EW systems?
· How is the enemy most likely to protect these EW systems?
· What does the enemy require to sustain these EW systems?
· How might the weather, terrain, and civil infrastructure affect these EW systems?
· Internal Communications
· How is the enemy most likely to communicate with their subordinates?
· How is the enemy most likely to communicate with their superiors?
· Where is the enemy most likely to place these communication systems?
· Where is the enemy most likely to place these communications systems?
· How is the enemy most likely to employ these communications systems?
· How is the enemy most likely to protect these communications systems?
· What does the enemy require to sustain these communications systems?
· How might the weather, terrain, and civil infrastructure affect these communications systems?
· Friendly
· Communications two-levels higher
· What is the scheme of signal operations of my higher-higher headquarters?
· What is the scheme of information assuarnce of my higher-higher headquarters?
· What is the scheme of voice and data networking of my higher-higher headquarters?
· What is the scheme of satellite communication of my higher-higher headquarters?
· What is the scheme of foreign data exchange of my higher-higher headquarters?
· How will my higher-higher headquarters conduct electromagnetic spectrum operations?
· What are special signal coordinating instructions of my higher-higher headquarters?
· What are special signal reporting requirements of my higher-higher headquarters?
· Communications one-leve higher
· What is the scheme of signal operations of my higher headquarters?
· What is the scheme of information assuarnce of my higher headquarters?
· What is the scheme of voice and data networking of my higher headquarters?
· What is the scheme of satellite communication of my higher headquarters?
· What is the scheme of foreign data exchange of my higher headquarters?
· How will my higher headquarters conduct electromagnetic spectrum operations?
· What are special signal coordinating instructions of my higher headquarters?
· What are special signal reporting requirements of my higher headquarters?
· What is the unique contact information for my higher headquarters? (telephone listing)
· What is my high headquarters signal precedence of use (PACE)?
· Adjacent Units
· What is the scheme of signal operations of adjacent units?
· How do I connect into adjacent unit networking systems?
· Will adjacent unit communications affect my communications systems/networks?
· Mission
· What in the operational environment do my signal units need to change to support achievement of the commander's end state?
· What are the essential signal tasks to support accomplishment of the commander's intent?
· When must signal operations commence to accomplish the commander's intent?
· Where will signal operations occur to best support the commander's intent?
· Execution
· Mission Analysis
· Identify and Define Tasks
· What are the unit's doctrinal tasks?
· What is the priority of support to the doctrinal tasks?
· What are the signal tasks required to support each doctrinal task?
· What is the purpose for each signal task?
· What is the effect expected for each signal task?
· What is the measure of effectiveness for each signal task?
· When/where will decisions be required to execute each signal task?
· Determine Assets Available
· What communications assets does each signal task require? (capability, personnel, equipment, logistics) (consider higher, adjacent, & lower units)
· What communications assets do I have available?
· Is there a shortage or surplus of assets?
· Identify Risks
· What are my critical assets?
· What are the vulnerabilities of each critical asset?
· Against direct action, air attack, electronic attack, indirect fire, CBRN, insider threat, weather phenomena
· What are my organic protection capabilities for each asset?  (passive & active)
· What personal protective equipment is required to operate communication assets?
· What safety mitigations are required to operate communication assets?
· What additional protection capabilities does each critical asset require?
· Course of Action Development
· Options
· Means: Network
· Medium: Digital or Analog
· Mode: "PACE"
· Location of Asset
· Timing: Start-Stop
· Array Forces
· Place forces
· Show range fans
· Prepare a Concept of Signal Support for each Course of Action
· What are the communications risks and how can we mitigate them?
· Course of Action Analysis
· Does the scheme of communication adequately support the concept of operation?
· Communication with higher headquarters
· Communication with subordinates
· Communication with adjacent units
· Does the scheme of communication receive adequate fire support, protection, and sustainment?
· What are my assumptions?
· What are the critical communications events?
· What are the communications decision points?
· What are potential communications branches?
· What are potential communications sequels?
· Course of Action Comparison
· What are the signal advantages and disadvantages associated with each course of action?
· Which course of action does the signal plan support best?
· On which points do I disagree with the rest of the staff?
· Signal Movement and Maneuver
· How will signal assets move into position?
· What is the mobility and countermobility support required for signal assets?
· What is the signal information collection plan?
· What is the signal obscuration plan?
· Signal Intelligence
· What is the signal targeting plan?
· Signal Fires
· Where do we need to preplan targets to support signal operations?
· What are the call-for-fire and close air support procedures?
· Signal Protection (see identify risks and risk mitigation above; areas of consideration)
· Air and missile defense
· Personnel recovery
· Fratricide avoidance
· Defense against Level I threat
· Defense against Level II threat
· Defense against Level III threat
· CBRN defense
· Safety
· Operations security
· Explosive ordnance disposal
· Force health protection
· Sustainment
· What are my critical pieces of equipment?
· What are my critical repair parts?
· What replacement parts do I have available?
· Where do I send my equipment for repair or replacement?
· What is the estimated turn-around time on repair or replacement?
· For what pieces of signal equipment on my property book are there floats?
· How will I move my communications systems? (include antennas & generators)
· What is the operational services schedule for my systems?
· What will be the impact of services on operations? (show as a timeline)
· What is the requirement for crew-rest?
· What will be the impact of crew-rest on operations? (show as a timeline)
· Do I have the immediate treatment supplies required for injuries resulting from signal operations?
· Where will the signal crews report for medical treatment?
· Request for MEDEVAC information?
· Location of ambulance pick-up/exchange points (AXP)?
· Location of medical treatment facilities?
· Command and Signal
· Command
· Where will signal leaders locate?
· What is the signal leader succession of responsibility?
· What is the higher headquarters battle rhythm?
· How do I best coordinate and collaborate with the higher signal section?
· Control
· Where is the optimum location for signal assets to support mission command?
· What is the time frame to tear-down, pack, and reinstall network nodes when jumping sites? (describe for each type of node, mode, and activity)
· What is the continuity of operations plan?
· What reports does the higher headquarters require? And when?
· What reports do I require from subordinates? When? Frequency?
· What meetings does a signal representative need to attend? (receive a meeting SOP)
· What meetings does the signal section need to host? (build a meeting SOP)
· Concept of Signal Support
· Scheme of Information Assurance; Voice & Data Network Diagrams; Satellite Communication; Foreign Data Exchange; and Electromagnetic Spectrum Operations
· How will communications support the concept of operations?
· What is the priority of support?
· What is the priority of effort?
· What are the key tasks and corresponding effects or purposes?
· What is the communications task organization or nodes?
· Where will communcations assests locate?
· Scheme of Foreign Disclosure
· What information can we disclose, release, or receive?  What can we not?
· How do we go about exchanging information?
· What steps do we need to take to safeguard information, or prevent unauthorized disclosure?
· Scheme of Electromagnetic Spectrum Operations
· What is the relationship between nodes? (ESO diagram)
· Which frequencies are going to use?
· What are the frequency access times and dates?                              Show as a chart
· What is the internet protocol scheme for modems and routers?
· Include a Network Diagram




Part III: Organizing the Running Estimate
General
The “Generic Running Estimate” found in FM 6-0 organizes the format similar to a mission order, focusing first on the Situation, then Course of Action (COA) (or Execution in the mission order).  In addition, this technique further organizes the generic format so that it follows a logical path through the Military Decisionmaking Process (MDMP) ‒
· Higher Headquarters’ Order Analysis
· Describe Environmental Effects on Operations
· Evaluate the Threat
· Analyze Tasks
· Task Tracking
· Assessment
Section 1: Higher Headquarters’ Order Analysis
Begin by annotating the higher headquarters’ (HHQ) concept of the operations.  If there is more than one phase, this will force the use of multiple pages, at least one per phase.  Follow the concept of operation with their concept sketch.  Next, transfer the scheme of support for staff element’s functional area.
Next, delineate the unit’s area of operation on the concept sketch.  Now add the staff element’s warfighting function area of influence.  To determine the area of influence, identify how far from the unit’s area of operation the staff element’s functional area capabilities can directly influence the operational environment.  For maneuver and fires, that is the maximum range of their longest firing weapons platform if placed on the edge of the area of operation boundary.  For intelligence, it is the distance that an organic information collection asset can collect information if they were on the area of operations boundary.  For logistics, it is the distance that the distribution platforms can reach and return without a refuel when they leave from the support area.
In a like manner, delineate the area of interest.  From the staff element’s functional area point-of-view, identify where an event in the operational environment can occur and still directly influence the staff element’s functional area?  Again, this is typically calculated using the boundary of the area of operation.  For protection, this is the maximum effective range of the enemy’s longest ranging artillery, or the point at which a natural phenomenon may occur (for example, a thunderstorm) and influence operations in the area of operation (with a flood).  For sustainment, it is the location of the support area that provides resources to your unit.  For mission command, it is the location that provides network support and also the location where the enemy can still affect electronic warfare.
(In relation to the MDMP, the previous two paragraphs detail most of Step 1: Define the Operational Environment of the intelligence preparation of the battlefield (IPB).  This does cause a mix of process steps, but is the most logical way to approach the subject.  This technique will return to IPB in Section 2 (Describe Environmental Effects on Operations) and Section 3 (Evaluate the Threat).)
After having described the HHQ plan and identified the area operations, influence, interest, identify tasks specified to our unit.  Specified tasks originate from the concept of operation paragraphs, warfighting function scheme of support, and coordinating instructions, but the location where the staff should clearly detail and define them is tasks to subordinate units.  Specified tasks do not include standard operating-like tasks (like reporting times) or constraints (see next paragraph).  When possible, specified tasks should be doctrinal tasks, modified to the specific situation.  When correctly articulated, a task defines who, what, when, where, and why.
Identify functional area specific constraints.  Constraints are restrictions placed upon a unit by the higher headquarters; a constraint does not occur due to effects of the operational environment.  Constraints are most often found in coordinating instructions, warfighting function schemes of support, rules of engagement, and graphic overlays.  Look for things like control or coordination measures (on graphic overlays), rules of engagement, protection measures or mitigations, controlled supply rates or items, distribution schedules (i.e., 2-2-3), etc.  A note about constraints, link them to tasks; there is no reason to mention a constraint (for example, the maximum duration of FASCAM is 48 hours), if the unit is a brigade support battalion and will not be using FASCAM.
Similar to constraints, understand what authorities are available from HHQ.  While a constraint places parameters on how a subordinate must act, an authority provides a subordinate commander the freedom to act in an area normally constrained.  Examples are to place the authority to approve extremely high risk or to cannibalize equipment at the battalion level.  Typically, a reader finds an authority for a single subordinate bound to a constraint for the rest of the unit, such as freedom of maneuver for the long-range surveillance company beyond the fire support coordination line, or the use of precision fires under specific circumstances in a no fire area.
At this point the running estimate contains the higher headquarters’ concept operations, the defined area of operations, specified tasks, constraints, and authorities.  This corresponds directly with the MDMP Step 2: Mission Analysis, Process 1: Analyze the Higher Headquarters’ Order.
Section 2: Describe Environment Effects on Operations
This section and Section 3 provide information to the S2 to help them compile the IPB.  Doctrine refers to the IPB as an “Integrating” process.  That means it is a full staff effort.  As with defining the area of influence and area of interest, the staff contributes the data, the S2 compiles all the boundaries into a collaborated product.
Before the staff begins they need to determine, by warfighting function or staff element, what aspects of weather and terrain may have an effect on their operations and systems.  Staff elements detail these aspects as questions (also called information requirements) and provide them to the S2.  The S2 compiles the information requirements and uses them to request specific information about the weather and terrain from higher headquarters.
With this raw information in hand, staff elements apply the information to their functional area systems capabilities charts to determine what, if any, effect the terrain and weather will have on operations.  For instance, the S2 knows at what points temperature extremes affect the PROPHET, but not the Command Post of the Future (CPOF), that is the responsibility of the S6, as the Heavy Equipment Mobile Transport Truck (HEMTT) extremes are the responsibility of the S4.  For weather, consider temperature, wind speed and direction, humidity, precipitation, cloud cover and ceiling, light data, particulates in the air, and air stability.  Build this as a climate impact chart focused on functional area specific systems and only consider those aspects of weather that affect them.
Terrain considerations include hydrology, elevation, soil, and vegetation and their effect on observation and communication, concealment, movement, and selection of key terrain.  Build a functional area specific modified combined obstacle overlay (MCOO) focused on functional area specific tasks.
Terrain and weather are only two aspects of the variables of the operational environment.  At battalion level, units use the mission variables (mission, enemy, time, troops available, terrain and weather, and civil considerations (METT-TC)).  The operational variables (political, military, economic, social, information, infrastructure, physical environment, and time (PMESII-PT)) are the doctrinally appropriate.  By producing a matrix intersecting PMESII and civil considerations (area (physical environment), structures, capabilities, organization, people, and events (time) (ASCOPE)) a good overview of what is occurring in an area results.  The PMESII:ASCOPE matrix is a staff integrating process; it is not something usually found on a running estimate, but the functional area information requirements used to develop the chart should be.  
The information derived from a PMESII-ASCOPE chart assists the staff in identifying problems.  Problems are points in the operational environment in which the commander wants to effect a change in the operational environment to achieve their desired end state.  For every problem identified, the staff links it with a specified task.  If there is no specified task associated to an identified problem, then (and only then) the staff has identified an implied task.  Add the implied tasks to Section 1 of the running estimate.  (If the HHQ has assigned tasks to the unit for which there is not an identified problem, discuss these tasks with the HHQ to develop a better understanding of the operational environment and unit’s purpose.)
Preparing a running estimate is a continuous process.  We will come back in just a moment and refine our analysis of the effects of the environment on operations.  At this time, though, we need to get the Effects of Weather chart, MCOO, and PMESII-ASCOPE information requirements and answers we have to the S2 so that they can begin to compile the IPB.
Section 3: Evaluate the Threat
We are currently working within MDMP Step 2 (Mission Analysis), Process 2 (Conduct Initial IPB).  Within IPB, we have Defined the Operational Environment (Step 1) and Described the Effects of the Environment on Operations (Step 2).  Now we are going to focus on the threat and assist the S2 in Evaluating the Threat (Step 3) and Determining Threat Courses of Action (Step 4).  What we are going to do to assist the S2 is complete a “reverse warfighting function worksheet.”  This is essentially a combination of mission analysis and COA development done from the point-of-view of your functional area counterpart on the opposite side of the line of departure.  Everything we discuss in this section is functional area specific and determined by thinking like your threat counterpart.
Understand the “red” commander’s intent two levels and one level higher.  Know your HHQ most likely and most dangerous courses of action.  This includes understanding the limits of the assigned area of operation.
With the staff, determine the most likely tasks.  With tasks in hand, determine function area specific supporting tasks.  If there are options in supporting tasks, annotate which one would be most likely and which one would be most dangerous.
Identify the assets you have available to execute your functional area tasks.  These assets may be organic, assigned, attached, or operationally controlled (OPCON).  Assets include capabilities, people, equipment, supplies, time, and location.  Create a Threat Capabilities Chart.  A Threat Capabilities Chart lists available assets; task organized and located using doctrinal models.  It can be formatted as a spreadsheet matrix, or drawn similar to a COA sketch.  It includes task and purpose of each formation, a listing of major systems, and notes on capabilities, key personnel, personnel and equipment status, supply status, and time-event sequences.  If there are options in how to employ assets, annotate which one would be most likely and which one would be most dangerous.
Analyze the environment to determine the most reasonable places to locate assets and any limitations the environment imposes on the assets.  Create a weather effects chart and MCOO.  Using the Threat Capabilities Chart and MCOO, identify the most likely and most dangerous locations to place assets to accomplish your functional area tasks.
Compile a high-value target list of “blue” assets.  These are assets that have a vulnerability to your functional area weapons systems or that are most likely to attack your assets.  Create a targeting plan: target, effect, purpose, observing asset/location, delivery asset/location, decision point/engagement criteria, and assessment asset.
Create an information collection plan.  What does the “red” commander need to know about “blue” assets and employment, in your functional area.  What assets will they employ to gather the information?  Where will they gather the information?  When will they start and stop gathering information on a specific information requirement?  Why is this information of importance to the “red” commander?
Determine acceptable risks the “red” commander may make relative to your functional area and relative to the COA.  Typically, it is risk that separates the most likely and most dangerous courses of action.  Note risk as a narrative at the bottom of the worksheet.
This concludes Section 3: Evaluate the threat.  Provide a copy of your Reverse Warfighting Worksheet to the S2.  Keep in mind that a running estimate is a continuous process.  As you receive information about threat assets, employment, or actions, update your worksheet and provide the S2 with your analysis of how the “known” information impacts the threat model.
[bookmark: OLE_LINK1][bookmark: OLE_LINK2]Section 4: Analyze Tasks
In Section 1 (Analyze the HHQ Order) we located specified tasks.  In Section 2 (Describe Environmental Effects on Operations) we identified problems that led us to implied tasks.  We are now going to focus our attention on analyzing each of the tasks so that we can do our part to execute it appropriately.  As a staff, we need to define the tasks.  The action and effect of a task must be clear.  The words used must convey the appropriate meaning (when possible use tasks from doctrinal manuals).  Each task must have a purpose (to solve a particular problem; if a task is not solving a problem, then we need to question its validity).  We need to determine the measure of effectiveness (MOE); indicators of MOE are what we should use for COA evaluation criteria.  If any are apparent, identify decision points.  Now that we have defined tasks, we can conduct functional area analysis.  First, determine the functional area supporting tasks, actions, or events that must occur to accomplish the identified tasks.
Intelligence Preparation of the Battlefield.  Now that you know exactly what has to occur, review Section 2 (Describe the Effects of the Environment on Operations) and Section 3 (Evaluate the Threat) and update the MCOO, weather analysis, and enemy targeting data.  Consider tasks individually to ensure your updates are applicable to each.  Annotate any information requirements about the terrain, weather, civil infrastructure, or enemy you have in order to complete planning or execute your functional area tasks.  Note any functional area decision points associated with the terrain, weather, civil infrastructure, or enemy.  Finally, identify any inherent functional area risks associated with the terrain, weather, civil infrastructure, or enemy.
Targeting.  Since we have a thorough understanding now of how the enemy will most likely conduct operations we identify high-value targets.  First, consider the assets the enemy commander has in your functional area.  List the ones that are critical to his success.  Next, identify and annotate the assets the enemy commander will utilize to attack your functional area supporting tasks, actions, events, and assets.  Consider these in time and space.  Consider tasks individually to ensure focus. With the list of high-value targets, detail the desired effect and the approximate location in which to deliver the effect.  Annotate any information requirements about potential targets you have in order to complete planning or execute your functional area tasks.  Note any functional area decision points associated with potential targets.  Finally, identify any inherent functional area risks associated with proposed targets and the failure to accomplish the desired effect.
Targeting of non-lethal effects through the use of information operations provides themes.  Each staff member considers second and third order of effects of their functional area supporting tasks, activities and events.  If such tasks will effect friendly forces or civilian populations, it is necessary to develop themes and their corresponding delivery systems: messages. 
Although not defined this way in doctrine, targeting is the creation of a particular effect on a designated asset (target).  We use friendly “targeting” to improve efficiency (conservation of resources, particularly time, but also land use, supplies, energy, or personnel).
Assets.  With a thorough understanding of the HHQ commander’s intent, concept of operation, and task organization, and the tasks and their corresponding purposes determine the functional area asset requirements for each task.  When identifying asset requirements, consider capabilities, personnel, equipment, supplies, time, and location.  Think through functional area supporting tasks, actions, and events individually to ensure thorough evaluation of requirements.  In Section 5 (Task Tracking), construct a Gantt or Pert chart to define requirements in time and to facilitate distribution of resources later.
Contrast functional area requirements with assets available.  If there is a shortfall, request assets or assistance to cover the shortfall.  If there are no assets or assistance available, ensure the commander understands the situation.
Annotate any information requirements about asset status you have in order to complete planning or execute your functional area tasks.  Note any functional area decision points associated with assets and potential shortfall points.  Finally, identify any inherent functional area risks associated with asset shortfalls.
Information Requirements.  With information requirements identified from examining IPB, targeting, and assets, develop an information collection plan.  We already have the questions.  Continue the plan by identifying when you need to know the information and the latest time the information would be of value (LTIOV).  Add indicators so that at 0300, the PFC that is reading your emails knows what is important.  Identify the collection agent, if your unit can satisfy your information requirements.  If you require an outside agency to collect information, provide specific requirements (signal, aerial, infrared).
The purpose of an information requirement is to gather information required to continue planning or execute a specific event.  As such, every information requirements has an associated assumption and every assumption its information requirement.  In addition, every information requirement associates to a decision point, and for every decision point there is at least one information requirement.  The assignment of a decision point helps us to identify the validity of the information requirement; if you are not making a decision based on the information, then why are you required to have it?  Decisions (and thus information) that are critical to the success of the unit’s mission become nominations for commander’s critical information requirements.
Now that you have an information collection plan, ensure that you integrate the collection tasks into the task analysis: IPB, targeting, and asset requirements.  Annotate any risks inherent in the information collection plan.
Risk Analysis.  During IPB, targeting, asset analysis, and information collection planning, we have annotated risks.  We are going to expand our list by identifying functional area critical assets and conducting a vulnerability analysis on them.  Next we develop a risk mitigation plan, and incorporate those tasks into the task analysis: IPB, targeting, asset requirements, and information collection.
We begin analysis of critical functional area assets be examining our asset requirements.  Identify which assets, if no longer available would severely compromise the accomplishment of the commander’s intent.  Next, determine the ease of accessibility the critical assets are to attack by environmental or enemy sources.  Ask, “If this asset were attacked and destroyed, how easily can I replace it?”  Decide if the asset were attacked, if it would be vulnerable to the attack.  Examine the second and third order of effects if the attack were successful.  Finally, determine how recognizable the asset is (visual and electronic signature, identifying features, etc.)  [We call the tool we just discussed CARVER Assessment for criticality, accessibility, recuperability, vulnerability, effect, and recognizability; Special Forces developed it as a targeting tool.]
At this point, we have completed more than 85% of MDMP Step 2 (Mission Analysis).  The remaining portion of mission analysis taking the information developed in the running estimate to working groups to ensure thorough collaboration amongst the staff, and the development of the mission analysis brief.
[bookmark: OLE_LINK3][bookmark: OLE_LINK4]Section 5: Task Tracking
Develop a Section 5 (Task Tracking) for each COA developed.  This section has three major parts: synchronization matrix, operations overlay, and scheme of support narrative.  Before we move on, we need to transcribe the approved mission statement, commander’s intent, and commander’s guidance.
After the staff develops the COA broad statement, use the sketch as the foundation of your sketch.  Apply the information from the functional area MCOO in Section 2 (Effects of the Environment on Operations).  Locate assets in order to support the COA.  Provide them with functional area supporting tasks identified in Section 4 (Task Analysis).  Add information to the Gantt Chart (a time-event chart) you began in Section 4 (Task Analysis) so that you now have a troop-to-task matrix aligned to time.  Below the chart provide details relative to coordination and activities/events.  This creates a functional area specific synchronization matrix.
To complete this section, we are going to transpose the information depicted in the graphic and synchronization matrix into a narrative.  The narrative will be your Scheme of (write your functional area here).  
· Prepare the mission statement for your functional area.  A common mistake is to phrase this mission statement for a specific staff section; rather, it is a mission statement for the entire command, focused on your functional area.
· Detail how your functional area is supporting the commander’s intent.
· Define the priority of support (subordinate unit), priority of effort (either a sub-functional area or an area), or both.
· List any functional area tasks: who, what, when, where, why.
· Note any functional area specific task organization requirements or unit positioning
· Detail any special procedures, control measures, and coordination measures.
During MDMP Step 4: COA Analysis, update your information.  Be on the lookout for decision points to branches or sequels, unanticipated enemy or civil actions, and uncoordinated tasks from other functional areas.  Once the commander has approved a specific COA, destroy any courses of action not approved.  During execution, use this section to track the battle and as the foundation for assessment.
Section 6: Assessment
The defining purpose of the running estimate is that it is an assessment tool.  We assess operations to (1) track the battle to ensure units are correctly performing assigned tasks, (2) identify and respond to variances in the plan, and (3) determine the effectiveness of the operation.  Assessments provide the commander a candid analysis of the current situation AND a recommendation on how to more effectively and efficiently achieve the commander’s end state (or if the commander should modify their purpose, key tasks, or end state).  Assessment is a sub-set of information collection and deserves an equal amount of attention, and contains the same categories as the information collection plan.
To track the battle, use the sketch, synchronization matrix, and functional area scheme of support.  Ensure that units are where they need to be in their task execution and that events are occurring as scheduled.  Develop information requirements (reports and control measures such as checkpoints) to evaluate if units are conducting tasks in accordance with standards and mission constraints (evaluate measures of performance (MOP)).  In addition, track the battle for indicators of variance.  
A variance is an indication that the operation is not going according to plan.  This could be positive (identification of an enemy vulnerability that friendly forces should exploit) or negative (identifying that the enemy is fighting the most dangerous COA), and lead to the execution of branches if the staff has considered the variance beforehand, or the implementation of the rapid decisionmaking and synchronization process (RDSP) if not.
During Section 4 (Analyze Tasks), we identified measures of effectiveness that provided indicators used during course of action analysis.  Again, measures of effectiveness define success of key events.  Staff members identify functional area specific measures of effectiveness and use the running estimate as the place where they record raw data and conduct analysis of that data to determine the effectiveness of functional area operations.  Methods of analysis vary so much from one functional area to another that it is not possible to discuss it at this time, but this is the place to locate analysis tools.  When conducting analysis, do not forget maintaining data to develop historical trends as well as current data.
“A Way” to Format the Running Estimate

The four examples that follow are a way to format a running estimate.  I have provided it as an example only.  The requirements on each functional area are unique.  The way in which any staff member processes information is unique.  The information required by any particular situation is unique.  Therefore, not only is any particular staff member’s running estimate different from any other, but a particular operational environment may cause the format to change.
[image: ]Example Sheet 1: Friendly Force Requirements.  This example combines the information discussed as Section 1 (HHQ Order Analysis) and Section 4 (Analyze Tasks).

[image: ]Example Sheet 2: Environmental Considerations.  This example worksheet provides the space to evaluate terrain and weather (discussed as Section 2).



[image: ]Example Sheet 3: Threat Analysis.  This example considers the information discussed as Section 3 (Threat Analysis).



[image: ]Example Sheet 4: Threat Analysis.  This example combines the information discussed as Section 5 (Track the Battle) and Section 6 (Assessment).
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